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Summary of Changes For Version 1 Release 1.1
The following are the hardware enchancements for the MSS Server in this release:

e FDDI adapter
e V33.6 V/D/F Modem
e ATM adapter upgraded to enhance performance

The following are the software enhancements for the MSS Server in this release:

e Support for the FDDI adapter and the V33.6 modem
e Improvements to ELAN and LEC to support ATM UNI 3.0 and 3.1 signalling
e IBM LEC support

e Super ELAN support

e Support for bridging as described in RFC 1483

¢ Quality of Service (QoS) feature

¢ Next Hop Routing Protocol (NHRP)

e Improved BUS frame throughput

e Support for virtual ATM interfaces

e AppleTalk 2 support

¢ Redundant IP gateway support

e Redundant ARP server support

e Helps for the World Wide Web interface

¢ Command History for the Command Line Interface

The technical changes and additions are indicated by a vertical line (|) to the left of
the change.
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About This Manual

This manual describes how to service the MSS Server. The primary method of
problem determination by the Level 1 Support Center will be through the dial-in
connection through a standard PCMCIA modem in the 8210 MSS Server or the
MSS Server. Some diagnostics and service will be provided through a Web
browser. Level 1 Support Center will run the hardware tests.

There are two types of MSS Server: the standalone type is the 8210 MSS Server,

and the MSS Server Module is the blade, which can be installed in the 8260 Nways
Multiprotocol Switching Hub. Unless explicitly stated, the term MSS Server applies

to both the 8210 MSS Server and the MSS Server Module.

The hardware tests and removal and replacement procedures are described in this

manual. It can be used to train service representatives and for reference when
servicing an MSS Server. Service for the MSS Server is to be performed by a
trained person only.

How This Manual Is Organized
This manual is organized with the following sections:

Chapter 1 briefly describes the MSS Server and provides pointers to informa-
tion in this manual about tools for diagnosing hardware and operational code
problems for the MSS Server.

Chapter 2 describes the various methods for remotely accessing the MSS
Server.

Chapter 3 describes how to use the Operational Diagnostics utility.

Chapter 4 describes how to use the MSS Server Firmware.

Chapter 5 describes how to manage MSS Server configuration files.

Chapter 6 describes the removal and replacement procedures for the MSS
Server field replaceable units (FRUS).

Appendix A contains important safety information which you should read
before attempting any service procedure on the MSS Server.

Appendix B contains general and emission notices which your should read
before attempting any service procedure on the MSS Server.

Appendix C lists the part numbers for the FRUs and an exploded view of the
hardware components for the MSS Server.

Appendix D lists error codes for the MSS Server firmware.

Appendix E describes the electrical, environmental, and physical character-
istics of the MSS Server

Appendix F describes the LED status indicators for the 8210 MSS Server.
Appendix G describes the LED status indicators for the MSS Server Module.

MSS Server Library

The following hardcopy publications are shipped with the product. The manuals in
this list are also included in displayable softcopy form on the Multiprotocol Switched
Services (MSS) Softcopy Library CD-ROM (SK2T-0378). This CD-ROM is shipped

with initial orders for the MSS Server.

© Copyright IBM Corp. 1996, 1997
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The reference cards, the International Program License Agreement, License Infor-
mation, and the safety information booklet are shipped in hardcopy only and are not
included on the CD-ROM.

e |IBM 8210 Nways Multiprotocol Switched Services (MSS) Server Setup and
Problem Determination Guide, GA27-4140

IBM 8210 Nways Multiprotocol Switched Services (MSS) Server Operations
Reference Card, GX27-4017

CAUTION: Safety Information - Read This First, SD21-0030

* International Program License Agreement
e License Information

e |IBM Nways Multiprotocol Switched Services (MSS) Server Module Reference
Card, GX27-4018

IBM Nways Multiprotocol Switched Services (MSS) Server Module Setup and
Problem Determination Guide, GA27-4141

The following publications are not shipped in hardcopy, but are offered in softcopy
form on the Multiprotocol Switched Services (MSS) Softcopy Library CD-ROM
(SK2T-0378). All of these manuals can be separately ordered in hardcopy form
through your IBM marketing representative.

e IBM Multiprotocol Switched Services (MSS) Server Introduction and Planning
Guide, GC30-3820

IBM Multiprotocol Switched Services (MSS) Server Command Line Interface
Volume 1: User’s Guide and Protocol Reference, SC30-3818

IBM Multiprotocol Switched Services (MSS) Server Command Line Interface
Volume 2: User’s Guide and Protocol Reference, SC30-3819

e Event Logging System Messages Guide, SC30-3682

IBM 8210 Nways Multiprotocol Switched Services (MSS) Server Service
Manual, GY27-0354
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Chapter 1. Introduction

This chapter briefly describes the MSS Server, the functions it performs in an ATM
network, and the ways to provide hardware and operational code service using the
tools provided. Pointers are given to the individual chapters in this manual that
provide more detail.

Additionally, a section is provided to explain the various ways you can access the
MSS Server. This information is covered in the IBM Multiprotocol Switched Ser-
vices (MSS) Server Command Line Interface Volume 1: User’s Guide and Protocol
Reference, SC30-3818 but is repeated in this chapter for your convenience.

Product Description

A complete product description can be found in Multiprotocol Switched Services
(MSS) Server Introduction and Planning Guide, but a summary is given here for
your convenience. The MSS Server product consists of the hardware, firmware,
and the operational code. Each is briefly described as follows.

MSS Server Operational Code

The MSS Server will support devices that run on ATM, including ATM-attached
workstations, ATM bridges, and ATM LAN switches. In this environment, the MSS
Server performs these functions:

e ATM Forum-Compliant LAN emulation
e Classical IP over ATM
e Standards-based routing and bridging support

A brief description of these functions follows in this section. The MSS Server acts
as a LAN emulation server and a server for Classical IP over ATM. It enables you
to create emulated LANs (ELANS) and virtual IP subnetworks. Its bridging and
routing functions can connect these types of virtual LAN as if they were physical
LANSs, IP subnetworks, or IPX subnetworks.

The MSS Server provides ATM campuses with the following services:
e Adapter support for these ATM connections to an ATM switch:

— 155 Mbps multimode fiber ATM adapter
— 155 Mbps single-mode optical fiber ATM adapter
— Dual Ring optical fiber FDDI adapter

You can choose from among these connections to select the one that works
best for your ATM switch and environment.

e ATM-forum compliant and IBM LAN emulation service, including support for
both Ethernet emulated LANs and token-ring emulated LANs. LAN emulation
allows ATM networks to appear as LANs. Using LAN emulation, devices that
are connected to existing LANs and devices that are connected to the ATM
network can belong to the same emulated LAN (ELAN) and use existing LAN
applications.

Devices included in emulated LANs are organized according to their logical
groupings rather than their physical locations. Therefore, when a device in an

© Copyright IBM Corp. 1996, 1997 1-1



ELAN or a virtual IP subnet is moved or added to the network, you do not have
to provide it with new addresses.

e Enhanced LAN emulation broadcast management support for IP, Novell™ IPX™,
NetBIOS and source route bridge broadcasts. Reducing broadcasts reduces
the traffic on the network and allows better performance and scalability.

e Support for backup LAN emulation service components.
» The following types of bridging support:

— Source route bridging (SR)

— Transparent bridging (TB)

— Source route and transparent bridging without translation

— Source route transparent bridging (SRT)

— Source route to transparent bridging (SR-TB). SR-TB is supported only for
protocols that use IEEE 802.2 logical link control (such as SNA and
NetBIOS).

— Adaptive source route transparent bridging (ASRT). This is SRT bridging
combined with SR-TB. In this type of bridging, source routed traffic can be
converted to transparent bridge format. The conversion is not part of the
SRT standard.

— Dual Spanning Tree support

e Standards-based IP routing support on ATM, including support for Classical IP
and routing between an ELAN and Classical IP.

e Standards-based Novell IPX routing support on ATM between emulated LANS.
IPX routing is supported over emulated LAN interfaces and RFC 1483 con-
nections to other routers. The IP and IPX protocols treat emulated interfaces
implemented by LECs just like real Ethernet and Token-Ring interfaces.

e Super LANE for Ethernet ATM emulated LANs (SuperELAN )

e FDDI routing for connection to FDDI to ATM

e Quality of Service (QoS) for ATM emulated LANs

* Next Hop Routing Protocol (NHRP) support for reduction of routing hops
e AppleTalk routing support

e Support for RFC1483 bridging format

e Improved Broadcast Manager (BCM) for larger IPX networks

e Redundant ARP Server support

e Improved redundant IP gateway function

Descriptions of the Functions
The functions include ATM forum-compliant LAN emulation service, as well as IBM
LAN emulation services; Classical IP over ATM; and standards-based bridging and
routing support.

As a pioneer of ATM technology, IBM defined one of the early LAN Emulation
architectures. Although IBM submitted this architecture to the ATM Forum, the final
ATM Forum LAN Emulation Specifications diverged in a number of ways. Conse-

1 J. Heinanen, “Multiprotocol Encapsulation over ATM Adaptation Layer 5,” RFC 1483, Telecom Finland, July, 1993.
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quently, IBM, like several other vendors, now has products that implement two dif-
ferent LAN Emulation architectures: some earlier products implement the IBM LAN
Emulation Architecture, while other more recently developed products implement
the ATM Forum LAN Emulation Specification. Although ATM Forum LAN Emu-
lation is the strategic direction for multivendor interoperability, customers that have
installed products implementing the IBM LAN Emulation Architecture must also be
supported. These customers will generally fall into one of the following two
categories: (1) customers who wish to continue using IBM LAN Emulation, which
offers some technical advantages relative to the ATM Forum LAN Emulation, and
(2) customers who wish to migrate to ATM Forum LAN Emulation. By adding a
client for the IBM LAN Emulation Architecture, the MSS Server can provide routing
and bridging services that support both purposes.

From routing and bridging perspectives, IBM LECs are functionally equivalent to
ATM Forum LECs; both provide emulated Ethernet and Token-Ring interfaces with
operational characteristics of real interfaces. You can configure a LEC to be either
of these types:

» Ethernet-IBM

e Ethernet-Forum-Compliant

e Token-Ring-IBM

e Token-Ring-Forum-Compliant

ATM Forum-Compliant LAN Emulation Service

This function allows ATM networks to appear as LANs to provide a migration path
to ATM that protects your investment in current LAN hardware and software. The
MSS Server supports both Ethernet and token ring ELANs. Routable protocols
such as IP and IPX and non-routable NetBIOS can both be run over ELANS.

By providing ATM Forum-compliant LAN emulation, the MSS Server offers you the
opportunity to connect ATM devices with Ethernet or token-ring devices. You can
protect your investment in LAN hardware and applications when you add an ATM
backbone to your network. As your network expands, you can continue to add
ATM devices and gradually migrate to ATM.

Emulated LANs are not based on physical topology (like existing shared-media
LANSs) but are, instead, logical groupings of end stations. Having the stations log-
ically grouped allows much greater flexibility in handling moves, additions, and
changes of the end stations.

Enhanced LAN Emulation Functions: In addition to ATM forum-compliant LAN
emulation, IBM offers several enhanced LAN emulation features that improve
network security, manageability, and performance.

Security: The MSS Server offers additional security when emulated LANs are
established. The LAN emulation configuration server (LECS) can be used to check
that a workstation that is attempting to join an ELAN belongs in that ELAN. This
function helps to prevent unauthorized workstations from being admitted to an
ELAN.

Redundancy: Through IBM extensions of LAN emulation, the MSS Server can
support one backup (redundant) LAN emulation server on the same emulated LAN.
This additional server must remain in a backup state until needed. It can be acti-
vated if the original MSS Server goes down. This system ensures that the network
keeps running.

Chapter 1. Introduction  1-3



Performance—Enhanced LAN Emulation Broadcast Management: The broadcast
management function is an IBM enhancement to LAN emulation. When explicitly
enabled through configuration, BroadCast Manager (BCM) processes certain types
of broadcast frames and, whenever possible, sends them only to interested LAN
emulation clients and end stations. By reducing broadcast frames, BroadCast
Manager reduces traffic on the network, reduces the overhead incurred on each
end station, and thus enables better performance and scalability.

Manageability—BUS Monitor Monitor is a function in the MSS Server that provides
a mechanism to pinpoint end-users who could be overutilizing the BUS. Such
overuse may be due to faulty software or hardware, or may be intentional abuse of
network resources. When enabled, BUS Monitor periodically samples the BUS
traffic that occurs on a particular ELAN. At the end of each sample interval, the
BUS Monitor identifies the top users of the BUS by their source MAC addresses,
LEC ATM addresses, and the number of sampled frames each of them has sent to
the BUS. This information can be retrieved using SNMP or the monitoring func-
tions found in the command line interface and in the Web browser interface.

Classical IP over ATM:  The MSS Server supports Classical IP over ATM as
specified in RFC 1577. RFCs 1755 for signalling support and 1483 for packet
encapsulation are also supported. ATM devices on the network are configured with
IP subnet addresses as logical IP subnets (LISs). The MSS Server provides IP
routing between the LISs.

Standards-Based Bridging and Routing Support: The MSS Server supports six
bridging techniques (source route bridging, transparent bridging, source route trans-
parent bridging, source route and transparent bridging, source route to transparent
bridging, and adaptive source route transparent bridging).

The extensive IP routing implementation of the MSS Server includes OSPF, multi-
cast support, BGP-4, and classless addressing in addition to basic IP support like
ICMP, UDP, TCP, ARP, and RIP.

The MSS Server IPX routing support complies with the IPX Router Specification
from Novell. IPX is supported over emulated LANs. Connection to other IPX
routers is supported over ATM, as described in RFC 1483.

With its wide variety of bridging and routing support, the MSS Server protects your
investments in existing networking equipment and provides a migration path to
ATM. The bridging and routing support also allows emulated LANs to be parti-
tioned for better manageability. The MSS Server can enable Ethernet and token-
ring ELANS to communicate with one another and with Classical IP LISs. Using the
MSS Server, you can create and manage a network composed of shared-media
LANSs, switched LANs, and ATM devices.

For a more detailed description of the functions of the MSS Server, refer to the IBM

Multiprotocol Switched Services (MSS) Server Command Line Interface Volume 1:
User’s Guide and Protocol Reference.
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SuperELAN Support

I

| SuperELAN is a collection of emulated LANs that allows you to build large ATM

| networks. A client on any of the emulated LANs can establish a direct link, a data

| direct VCC, to any other client on the superELAN. In essence, the superELAN is

| emulating a standard ELAN, except that the LAN Emulation Server (LES) function

| is distributed throughout the ATM network. Reliability and performance of the LE

| services increase with the number of service entities. Resource utilization becomes
| less centralized, allowing for a much larger superELAN than a standard ELAN.

This distribution of LE services does not rely on a proprietary communications pro-
tocol between service entities. Instead, it is accomplished by an extension to trans-
parent bridging called “Short-Cut Bridging.” A short cut bridge (SCB) forwards
certain LAN emulation control frames between SCB ports. Control frame for-
warding allows client attached to distinct LESs to establish data direct VCCs to
each other.

Two functions are added to SCB to complete the SuperELAN function; Bridging
Broadcast Manager (BBCM) and Dynamic Protocol VLANs (D-PVLANs) . BBCM
and D-PVLANSs are added to control the broadcast traffic that would otherwise limit
the effectiveness of a large emulated LAN. BBCM, like Broadcast Manager (BCM)
in a single emulated LAN, resolves Layer 3 broadcasts into a Layer 2 unicast
frame. D-PVLANSs on the other hand, keeps track of what protocols and what
subnets are on each of the LES domains. When BBCM is unable to resolve a
broadcast, D-PVLANSs forwards it only to those segments that are interested.
D-PVLANS partitions the superELAN into protocol-specific ELANS.

| In Release 1.1, SCB is for Transparent Bridging only. It will support both Token-
| Ring and Ethernet emulated LANSs.

ATM Virtual Interfaces

I

| Currently only 32 protocol addresses can be configured on any single interface.

| This function eliminates this limitation. When more protocol interfaces are needed
| on a physical interface, additional virtual interfaces can be defined on the physical
| interface. To the protocol support in the MSS Server, a virtual interface looks just
| like an additional adapter and 32 addresses can be assigned to each virtual inter-
| face.

| This function can actually improve the performance in large complicated networks
| and will aid multicast routing protocols, such as OSPF.

BUS Performance

I

| In LAN emulation, BUS performance determines the ability of ATM to foward

| frames for which a data direct VCC has not been established. Release 1.1

| increases the number of frames forwarded to over 100Kpps in the standard BUS
| configuration.

| FDDI to ATM Support

| Release 1.1 adds support for dual ring fiber FDDI which allows you to route IP,
| IPX, and AppleTalk traffic between FDDI and ATM networks.
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Quality of Service (QoS)

One of the advantages of ATM is the ability to negotiate Quality of Service (QoS) .
Release 1.1 provides the ability to define a QoS for a LAN Emulation Client (LEC),
and emulated LAN, or an ATM interface. This function is being delivered before
the standards are finalized because many of our customers have requested it.

Next Hop Routing Protocol (NHRP) Support

Release 1.1 also provides one of the main functions of the expected Multiprotocol
Over ATM (MPOA) standard—Next Hop Routing Protocol (NHRP) . This function
allows NHRP clients to set up a data direct VCC and forward IP data frames
without traversing immediate routers.

| Enhanced Routing and Bridging Support

Release 1.1 provides Routing support for AppleTalk  and bridging support for
RFC1483 bridge format frames .

Redundant ARP Server Support

In Release 1.0, two MSS Servers could act as redundant ARP servers. However, it
was not possible to designate which one was primary and which was secondary.
Nor was it possible to switch back from the secondary to the primary when the
primary returned online.

In Release 1.1 adds control that allows you to configure which MSS Server will act
as the Primary ARP server, and which will act as the Secondary ARP server. If
both MSS Servers are active, the primary will always be the one to service
incoming calls.

Improved Redundant Default IP Gateway Function

This function allows end stations with manually configured default gateway IP
addresses to continue passing traffic to other subnets after their primary gateway
goes down. Without a backup gateway, an end station with a manually configured
default gateway address is unable to send packets to other subnets until either the
gateway comes up or the user changes the default gateway address.

MSS Server Hardware

1-6

There are two types of MSS Server: the (standalone) 8210 MSS Server, and the
MSS Server Module, which can be installed in the 8260 Nways Multiprotocol
Switching Hub, 8285 Nways ATM Workgroup Switch Expansion Unit.

Unless explicitly stated, the term MSS Server applies to both the 8210 MSS Server
and the MSS Server Module.

The standalone version, 8210 MSS Server, is connected to the ATM network with
155-Mbps optical fiber cable that is attached to industry-standard SC connectors.
See Appendix E, “8210 MSS Server Characteristics” on page E-1 for a description
of physical and environmental characteristics, and pin assignments for the service
port. The MSS Server Module is connected to the ATM network by installation in
the 8260 Nways Multiprotocol Switching Hub or 8285 Nways ATM Workgroup
Switch Expansion Unit.
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For both the standalone and the blade, all the connectors and light-emitting diodes
(LEDs) for the product are placed on the front.

Where to Go Next

Accessing the MSS Server

Because the MSS Server is remotely serviced, Chapter 2, “Accessing the MSS
Server” on page 2-1 has information about accessing it.

Diagnosing Hardware Problems

Generally, errors that occur before the operational code is loaded are
hardware-related. Light-emitting diodes (LEDs) on the front of the MSS Server are
indicators of faults with hardware components within the MSS Server

Go to Appendix F, “8210 Nways MSS Server LED Indicators” on page F-1 for LED
status and indicators for the 8210 MSS Server, or go to Appendix G, “MSS Server
Module LED Status Indicators” on page G-1 for LED status and indicators for the
MSS Server Module.

See Chapter 3, “Using Operational Diagnostics” on page 3-1 or Chapter 4, “Using
MSS Server Firmware” on page 4-1 (depending on how you are connected to the
MSS Server) to run hardware diagnostics before the MSS Server has been config-
ured.

Diagnosing Operational Code and Configuration Problems

Generally, errors that occur after the operational code is loaded indicate problems
with the operational code or configuration file.

Error codes and corrective action are described in Event Logging System Mes-
sages Guide, SC30-3682.

See Chapter 3, “Using Operational Diagnostics” on page 3-1 or Chapter 4, “Using
MSS Server Firmware” on page 4-1 to run diagnostics after operational code and
configuration files have been loaded. Also see Chapter 5, “Managing Operational
Code and Configuration Files” on page 5-1.
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Chapter 2. Accessing the MSS Server

This chapter explains how to access the MSS Server using a workstation.

Physical Access Methods

Before the MSS Server has been configured, it cannot yet function in the ATM
network. Therefore, you have to access it in one of the following ways:

e Through a null modem cable attached to the EIA 232 service port. This is
known as local connection.

e Through one of the PCMCIA modems, or through a modem attached to the EIA
232 service port. The PCMCIA modems are the Voice/Data/Fax PCMCIA
Modem and the Data/Fax PCMCIA Modem. These are the forms of remote
connection, which rely on the telephone lines.

You can set up both a local and a remote connection to the MSS Server.
However, only one port can be active at any given time. If a workstation is con-
nected locally to the serial port and a call comes in over the Voice/Data/Fax
PCMCIA Modem or the Data/Fax PCMCIA Modem, priority is given to the call.
After the call, the workstation will have to log back into the MSS Server.

With local or remote connection, you can use a teletypewriter (TTY) connection.
TTY requires communications software to enable file transfer.

Alternatively, you can use Serial Line Internet Protocol (SLIP) over the local or
remote connection. If you use SLIP, you must have Transmission Control
Protocol/Internet Protocol (TCP/IP) running on your workstation.

You can continue to use local or remote access to the MSS Server after it has
been configured. However, after configuration, you can also use Internet Protocol
(IP) or LAN emulation to access the MSS Server through the ATM network. For
the IBM 8210 Nways Multiprotocol Switched Services (MSS) Server, the connection
is made over optical fiber from one of the ATM connectors; for the IBM Nways
Multiprotocol Switched Services (MSS) Server Module, the connection is made
through the ATM switch in which the module is installed.

Figures 2-1, 2-2, and 2-3 show local connection, remote connection using the
PCMCIA modem, and connection over the network.
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MSS

Server PCMCIA Modem Connection
EIA
232
Port
Workstation
with SLIP or
TTY
Null
Modem
Figure 2-1. Local Serial Connection to the EIA 232 Port
MSS
Server PCMCIA Modem Connection
EIA
232
Port
Workstation
with SLIP or
TTY
Modem

Figure 2-2. Remote Serial Connection to the PCMCIA Modem (Voice/Data/Fax PCMCIA Modem or Data/Fax
PCMCIA Modem)

MSS

ATM Connection
Server

ATM Workstation

[ & W with IP

Figure 2-3. Connection Using IP Over the ATM Network. Shown with the server. The server or the module must
be operational in the network to use this connection.
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SLIP Addresses

To configure SLIP, use these addresses:

The IP address of the workstation
10.1.1.3

The IP address of the MSS Server
10.1.1.2

For instructions about installing SLIP, refer to the documentation for your version of
TCP/IP.

Serial Port and Data/Fax PCMCIA Modem Default Settings

These are the default settings for the serial port:

Speed 19.2 Kbps
Parity None
Data Bits 8

Stop Bits 1

The Data/Fax PCMCIA Modem is a 28.8 bps V.32 bis modem. It is set up with a
default speed of auto detect. The parity, data bits, and stop bits are the same as
those of the serial port: None, 8, and 1.

Once the MSS Server operational code has loaded, the line speed for the serial
port is automatically set to 9600 baud.

| Configuration and Monitoring Tools

These are the various configuration and monitoring tools that are supported by the
physical connections:

Multiprotocol Switched Services Configuration Program
This is a standalone program that is installed in a workstation that is con-
nected to the MSS Server. The workstation must be running TCP/IP. You
must use this program differently before and after the initial configuration of
the MSS Server.

Before configuration:

Connection to the MSS Server must be through the modem or the service
port, over a serial link. While the MSS Server is in this state, you cannot use
the Communications options of the Configuration Program. You can create
configuration files and download them to the MSS Server over the serial link
using TFTP over SLIP. The workstation must be running TCP/IP.

After configuration

The configuration file that you download over a serial link can provide an IP
address and subnet mask to the MSS Server, or establish LAN emulation.
After you have configured the MSS Server and made it operational in the
ATM network, you can access it through the network.

When the MSS Server is in this state, you can use the Communications Send
option of the Configuration Program to send configuration files from the work-
station over the network to the MSS Server. If you are using the version of
the Configuration Program that is supported by AlX, you can also use the
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Communications Retrieve option of the Configuration Program to retrieve con-
figuration files from the MSS Server.

Web browser Hypertext Markup Language (HTML) interface

The Web browser interface is a configurator that is a home page and is
accessed by a Web browser from a workstation that is connected to the MSS
Server. You need a Web browser that can display clickable images and
tables. The Web browser interface can be accessed using SLIP or IP. You
must use the serial line connection and SLIP before the MSS Server is opera-
tional in the network.

If you give the Web browser the SLIP address, one of the configured IP
addresses of the MSS Server, or its name (if you use an IP name server), the
Web browser interface will come up.

Note: The configured IP addresses of the MSS Server include the IP
addresses of all the LAN emulation servers and Classical IP clients.

Command line interface

The command line interface is a teletypewriter (TTY) text interface that
requires you to enter commands to use it. The workstation that accesses it
must be either an ASCII terminal or a personal computer (PC) or other intelli-
gent programmable workstation emulating an ASCII terminal.

This interface must be reached over a serial link before the MSS Server is
operational in the network; you can use TTY or SLIP to access it. If you use
SLIP, you can Telnet into the MSS Server.

After the MSS Server is operational in the ATM network, you can Telnet into
the MSS Server over IP to bring up this interface. If one connection to the
MSS Server is a Telnet session, the MSS Server can support two connections
at one time.

The command line interface is marked by an asterisk (*) prompt. Refer to the
IBM Multiprotocol Switched Services (MSS) Server Command Line Interface
Volume 1: User’s Guide and Protocol Reference for a full description of this
interface.

Important;  If you use a serial connection, (either local or remote), you must
press a key to bring up the asterisk that is the prompt for the command line

interface. When you make the connection, the message Please press a key
to obtain console appears and reminds you to do this.

Voice/Data/Fax PCMCIA Modem or Data/Fax PCMCIA Modem

The Voice/Data/Fax PCMCIA Modem is an integrated modem with both voice
and fax capabilities that is shipped with the MSS Server in the U.S. and
Canada. It provides access using touch tone telephone input with automated
voice responses. In addition to faxing an alert after the MSS Server has had
a failure and has restarted, it can fax other reports that monitor the MSS
Server and it can change a few dynamic parameters that help to maintain the
MSS Server in the network.

The Data/Fax PCMCIA Modem is an integrated PCMCIA modem that handles
data and can fax an alert from the MSS Server. For example, it can fax an
alert from the MSS Server if the MSS Server has had a failure and has then
automatically restarted.

Both of these modems provide full text console access to the command line
interface. They provide remote connection that supports either the TTY or
SLIP access. The Voice/Data/Fax PCMCIA Modem provides access using
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the voice interface to several configuration parameters, including enabling or
disabling thermal shutdown for the standalone server only.

Fax Accumulation

If several undeliverable faxes are sent from the Voice/Data/Fax interface, they will
not be deleted. They will accumulate as new faxes are added and sent when pos-
sible. The most common cause of fax delivery failure is a missing or incorrect fax
telephone number.

Local and Remote Console Access

When accessing the MSS Server locally on a null modem cable attached to the EIA
service port or remotely through the PCMCIA modem, use VT100 terminal emu-
lation. Because VT100 does not define function keys above F4, edit the keyboard
mapping manually as follows: For F6, enter the mapping (ESC)OU. For F9, enter
the mapping (ESC)(Left square bracket)009q.

Note: (ESC) represents the carat symbol followed by the left square bracket.

Also note that a PING done on the PCMCIA modem may take up to 2
minutes.

Remote Voice Access

When dialing the number for voice access to the MSS Server, detection of the user
is not automatic. The user will be asked to press the # key. If the user fails to do
this, the server assumes the caller is a modem and will subsequently send a carrier
signal. If the # key is pressed, operation proceeds.

Note: At this point, the functions offered by the Voice/Data/Fax PCMCIA Modem
are the same as certain functions that you can access using the command line
interface. Refer to the IBM Multiprotocol Switched Services (MSS) Command Line
Interface Volume 1: User’s Guide and Protocol Reference for more information
about these functions.
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Chapter 3. Using Operational Diagnostics

Operational diagnostics for the MSS Server can be invoked through either the
HTML interface or the command line interface. If the MSS Server is not configured
(booted up and in config only mode), operational diagnostics cannot be invoked.
The preferred access method is the HTML interface and it is recommended if you
are able to access the MSS Server through Telnet. You should use the command
line interface in any one of the following situations: (1) you are using a workstation
attached to the Service port (serial port) of the MSS Server, (2) you dialed in
through a modem and your workstation does not support SLIP, or (3) you do not
have a web browser.

The content of the HTML interface diagnostics panels is similar to that of the
command line interface. Words and choices are the same, only the methods you
use to make your selections differ. Point and click to make your selections if you
are using the HTML interface. Selections for the command line interface are num-
bered and enclosed in the less than symbol (<) and the greater than symbol (>) (for
example, <1. View Device Status> ). Type in the number of your choice and press
Enter to make a selection. At any time press E and Enter to return to the
command line interface top level prompt (*).

Chapter 2, “Accessing the MSS Server” on page 2-1 discusses what is required to
access the MSS Server. General procedures for invoking Operational Diagnostics
are described as follows in this section.

Using the HTML Interface Operational Diagnostics
If you access the MSS Server through the HTML interface:

1 Ensure that SLIP is configured in your workstation. The default SLIP address
for the workstation is 10.1.1.3 and the default SLIP address for the MSS
Server is 10.1.1.2.

2 Open your web browser and give it the SLIP address of the MSS Server.
The MSS Server Home Page will appear (Figure 3-1 on page 3-2).
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Figure 3-1. MSS Server Home Page

3 Select Diagnostics . The Diagnostics Menu will appear (Figure 3-2).

Figure 3-2. HTML Interface Diagnostics Menu

Select View Device Status and continue to point and click on your choices
to test the ATM devices in the MSS Server, to enable or disable a device,
and to view hardware test or error log data.
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4 When you have finished running diagnostics, close by clicking Exit Diagnos-
tics on the Diagnostics Menu.

Using the Command Line Interface Operational Diagnostics
If you access the MSS Server through the command line interface :

1 At the asterisk (*), type diags and press Enter.

2 The Diagnostics Menu appears (Figure 3-3). To make your selection, type in
the number of your choice and press Enter.

DIAGNOSTICS MENU

Select from the following;
<l. View Device Status>

<2. View Hardware Test Log>
<3. View Hardware Error Log>

<4 .Diagnostics>

Select 1-4 or (E)xit:

Figure 3-3. Operational Diagnostics Main Menu

Check the status of the ATM adapters in the MSS Server by selecting
<1. View Device Status >.

To check the contents of the test log, select <2. View Hardware Test Log >,
or to see entries in the error log, select <3. View Hardware Error Log >.

Additional panels are displayed based on your selections. For example, if
you select <1. View Device Status>, the Device Status panel (Figure 3-4 on
page 3-4) appears.
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Please Wait...
DEVICE STATUS

For more Information and Test Control...
Select from the following Devices:

Device Location 1D Operation
HDrive  Socket 0 PCMCIA 1  ENABLED
<1.ATM Ifc> NET#0 ENABLED

<2.Diagnostics Menu> - <3.Refresh>

Select 1-3 or (E)xit:

Diagnostics
INACTIVE
INACTIVE

Network
UNKNOWN
up

Figure 3-4. Device Status Panel

3 If you select <1. ATM Ifc > (on the Device Status panel), a Test Control panel

appears (Figure 3-5).

TEST CONTROL

ENABLED ACTIVE 0K
<l. View Device Status>

<2. View Hardware Test Log>
<3. View Hardware Error Log>

Select 1-3 or (E)xit:

Operation Diagnostics Fault Status

155Mb/s ATM over multi-mode fiber - Slot 1 - Net#0

Network Connection

<4.Diagnostics Menu> - <5.Device Status> - <6.Refresh>

Figure 3-5. Test Control Panel (Device Enabled)

The content of the Test Control Panel is dynamically built and displayed
depending on the state of the device (that is, whether it is enabled or disa-

bled).

If a device is enabled, the content of the Test Control panel would appear as

in Figure 3-5.

If a device is disabled, the content of the Test Control panel would appear as

in Figure 3-6 on page 3-5.
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Select from the following;

<1.
<2.
<3.
<4,
<5.
<6.

<7.Diagnostics> - <8.Device Status> - <9.Refresh>

TEST CONTROL

Operation Diagnostics Fault Status Network Connection
DISABLED INACTIVE NETWORK DOWN

Enable Device>

Run Default Test>

Test Until Error>

Loop and Log>

View Hardware Test Log>
View Hardware Error Log>

Figure 3-6. Test Control Panel (Device Disabled)

Note: You must disable a device before you test it. When on the Test
Control panel and if the status for the device is Enabled, you can disable the
device by selecting the Disable option. Once the test is complete, enable the
device before exiting the diagnostics utility.

Always select Refresh to ensure a test is stopped before enabling a device.

From this Test Control panel, you can select one of the following options:

<1. Enable Device>
to enable an ATM adapter.

<2. Run Default Test>
to execute the default diagnostics for the ATM adapter.

<3. Test Until Error>
to execute diagnostics on an ATM adapter until an error is detected or
you stop the test.

<4. Loop and Log>
to execute diagnostics on an ATM adapter and log the errors detected.
Select stop test to stop the diagnostics.

<5. View Hardware Test Log>
to display start/stop times of all operational diagnostics.

<6. View Hardware Error Log>
to display hardware error messages produced by operational diagnos-
tics.

5 Press E and Enter to return to the command line interface prompt (*).
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Chapter 4. Using MSS Server Firmware

The MSS Server contains firmware. This firmware tests the hardware each time
the MSS Server is powered on. If the MSS Server has not loaded its operational
code, the firmware should be running. The firmware can come up and pause when
the MSS Server is set up to boot up in “Attended Mode.” Attended Mode requires
direct intervention from console input to complete the boot-up process. Attended
mode can be configured from the Talk 6 command set or from the Firmware
command set.

Important:

1. You can also access the firmware by stopping the boot process. To do this,
you must have a TTY console directly attached to the serial port. When the
MSS Server starts its boot process, press and hold Ctrl-C at the terminal key-
board.

2. If the firmware screens do not appear after you complete the above step:

a. Be sure your workstation is connected to the serial port on the MSS Server
b. Restart or power down and power up the MSS Server.

Attended Mode

When the MSS Server is configured to come up in Attended mode, you are given
access to the Firmware command set. From this level of commands, you can
select the Image Bank from which to load. You can also choose the config file
from within that Image Bank. At this point, you can load new config files or image
files.

Connection in attended mode is either a TTY or Telnet connection. You can
transfer files using the Xmodem protocol for TTY or TFTP for IP connections.

In Attended mode, you can start booting the MSS Server by pressing F9 or <Esc>9
to start the operating system.

Unattended Mode

This is the normal mode for the MSS Server.

Reference Information

The following manuals contain information that may be helpful when diagnosing
and fixing a hardware problem:

8210 Nways Multiprotocol Switched Services (MSS) Server Setup and Problem
Determination Guide, GA27-4140.

Nways Multiprotocol Switched Services Server (MSS) Module Setup and
Problem Determination Guide, GA27-4141.
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Starting MSS Server Firmware

You are ready to begin using the information in this chapter after you have pre-

pared your service terminal (as described in Chapter 2, “Accessing the MSS

Server” on page 2-1) and have established connection with the MSS Server.

From the Main Menu panel (as shown in Figure 4-1), you can select from four ser-
vices. The following sections explain these services and provide instructions for

going through the associated panels:

* “Managing the Configuration” on page 4-4.
e “Selecting the Boot Sequence” on page 4-5.
e “Selecting a Device To Test” on page 4-6.

e “Using the Utilities” on page 4-8.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Manage Configuration
2. Boot Sequence Selection
3. Select Device to Test
4. Utilities

Enter -

Esc=Quit -

Fl=Help -

F3=Reboot -

F9=Start 0S -

Figure 4-1. Main Menu Panel
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Understanding the Function Keys

As seen in Figure 4-1 on page 4-2, various function keys appear at the lower part
of panels. These keys are common among the MSS Server Firmware panels. On
other panels the functions keys are stacked at the right of the panel. Use the F1

Help key to get descriptions for the function keys associated with the MSS Server
Firmware.

Obtaining Help

Online helps are available for panels whenever the F1 key is displayed at the lower
portion of the panel. Pressing F1 presents a pop-up help window with information
relating to the currently active panel.
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Managing the Configuration

Managing the configuration involves defining and changing some configuration
values. You can change the operational parameters for the serial ports. For
example, you could modify the serial ports or PCMCIA modem’s speed, parity, data
bits, and so on, by pressing the F6 Modify key.

1 Select 1. Manage Configuration from the main menu as shown in
Figure 4-1 on page 4-2.

2 The System Configuration Information panel is displayed as shown in
Figure 4-2.

Note: Only the fields under Serial Ports can be changed (modified).

3 To change the specifications for a port, move the cursor to the field, press
F6, and type in the new value.

4 Press Enter to make the change effective.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

B System Configuration Information-------------- +

Select one| Processor Data Type 603E

1. Manag| Memory 16 Megabytes >

2. Boot

3. Selec| PCI Slots

4, Utili Name of adapter Slot # Device ID Revision ID

IBM 060100 1 000a 03
512KB L2 Cache Installed

Serial Ports
COM1 (x' 8c0') Serial Port
coM2 (x' 2f8") PCMCIA Modem

Enter Enter - Esc=Quit - Fl=Help -  F6=Modify -

Figure 4-2. System Configuration Information
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Selecting the Boot Sequence

This function enables you to select a sequence for the several boot devices, display
the current boot device settings, restore the default setting, and boot from other
boot devices.

To select a boot sequence:
1 Select 2. Boot Sequence Selection from the main menu.

2 The Boot Sequence Selection panel is displayed as shown in Figure 4-3.

IBM MSS Server Firmware
Version 1.0
(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services
Select one:
1. Manage Configuration
2. Boot Sequence Select---------- Boot Sequence Selection----------- +
3. Select Device to Te
4, Utilities 1. Configure 1lst Boot Device
2. Configure 2nd Boot Device
3. Configure 3rd Boot Device Enter -
4, Configure 4th Boot Device W ----------
5. Configure 5th Boot Device Esc=Quit -
6. Display Current Settings ~ ----------
7. Restore Default Settings
8. Boot Other Device
S +
Enter - Esc=Quit - Fl=Help -  F3=Reboot - F9=Start 0S -

Figure 4-3. Boot Sequence Selection Panel

3 Selecting choices 1 through 5 causes a Boot Device Selection panel to be
displayed. Highlight your choice and press the Enter key to make your
device selection. Defaults boot devices are:

¢ Onboard Flash is first (1st) boot device.

e Hard drive is the second (2nd) boot device.

e SLIP using the PCMCIA modem is the third (3rd) boot device.
e SLIP using an external modem is the fourth (4th) boot device.

4 Repeat Step 3 to select as many boot devices as you want to define.

5 Press F3 to reboot the MSS Server to have your boot device change effec-
tive.

6 If you want to restore your current defaults, select 7. Restore Default Settings
from the Boot Sequence Selection panel before you reboot the MSS Server
and your default boot device settings will be restored.
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Selecting a Device To Test

Extensive hardware tests are performed by the firmware when the MSS Server
boots up. But there may be times when you have removed and replaced a failing
part and you want to run an individual test before a full boot up or reset. The
firmware allows you to run these individual tests:

e Test All Subsystems:This test runs all the subsystem tests that are listed on
this panel.

Note: This list is a variable list and the entries are based on diagnostic files.

* Test Memory:This test searches all available memory regions, tests the regions,
and presents a consolidated list of test results.

e Test Software Controlled LEDs:This test turns the LEDs on and off (you must
visually confirm that the LEDs are indeed on and off).

e Test Thermal Sensor Module:This tests the system board temperature sensor
and its interrupt mechanism.

e Test System Board:This tests the PowerPC CPU, the System Board interrupts,
and the PCMCIA controller.

1 Select 3. Test the System from the main menu.

2 The Select Device to Test panel is displayed (Figure 4-4).

Note: The Select Device to Test panel is created dynamically, depending on
what diagnostics have been loaded, but the items shown will always appear.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Manage Configuration
2. Boot Sequence +--------------- Select Device to Test------—————————- +
3. Select Device Esc=Quit -
4, Utilities | oo

} Test A11 Subsystems Spacebar=Choose -
} Test Memory oo
} Test Software Controlled LEDs F4=Parm Setup -
} Test Thermal Sensor Module W —-----mmmomeeea-
} Test System Board F6=Execute -

Figure 4-4. Test Selection Panel

3 Use the spacebar to select the test you want to run.
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4 Move the cursor to a selection and press F4 to define additional test parame-
ters.

5 The Test Parameters panel is displayed. From this panel you can select:

¢ Run Interactive Test
e Run Wrap Tests

e Stop On Error

e Loop Tests

¢ Loop Count

Press Esc to return to the Select Device Test panel.
6 Press F6 to start a test.

7 After the test is complete, press Esc to return to the main menu panel.
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Using the Utilities

The individual utilities are self-explanatory and are displayed on a panel after you
have indicated you want to use the utilities on the main menu panel.

1 Select 4. Utilities from the main menu.

2 A panel listing the available utilities is displayed (Figure 4-5).

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System Firmware
6. Display Error Log
7. View or Set Vital Product Data
8. Copy Remote Files
9. Remote Initial Program Load Setup
10. Manipulate Dead Man Timer
11. Display Event Log
12. Change Management

Enter - Esc=Quit - Fl=Help -

Figure 4-5. Utilities Selection Panel

3 Make your selection. Additional panels will be displayed to prompt you for
additional information, and messages are displayed to indicate that the task
was performed.
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Setting the Supervisory Password
You must set a supervisory password before operational code can be loaded in the
MSS Server, The MSS Server is initially shipped with a password of mss. This
utility allows you to set and change the password.

1 Select 1. Set Supervisory Password from the utilities panel. The Set
Supervisory Password panel is displayed (Figure 4-6).

2 Type your new password and press Enter. You are prompted to enter your
new password again.

Note: The supervisory password can consist of from 1 to 8 characters with
no restrictions on which characters can be used.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisor+-------- Set Supervisory Password---------- +
2. Enable Unatten

3. Disable Unatte| Type your new password, and then

4. Remove Supervi press Enter.

5. Update System

6. Display Error

7. View or Set Vi Enter - Fl=Help -

8. Copy Remote Fi| =-=--=-----= —-cmmmemn

9. Remote Initial+-==—-c=mmmm e +
10. Manipulate Dead Man Timer

11. Display Event Log

12. Change Management

Figure 4-6. Set Supervisory Password Panel

3 Type the password again and press Enter.

4 The Password Saved panel is displayed with the message that your supervi-
sory password has been saved.
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Enabling Unattended Start Mode

The default is that unattended start mode is enabled, which causes the MSS Server
to load operational code automatically.

1 Select 2. Enable Unattended Start Mode from the utilities panel.

2 The Unattended Start Mode Changed panel is displayed (Figure 4-7). Press
Enter.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattent------ Unattended Start Mode Changed------- +
3. Disable Unatte
4. Remove Supervi Unattended start mode has been
5. Update System enabled.
6. Display Error
7. View or Set Vi Enter -
8. Copy Remote Fi| ---------
9. Remove Injtial+--=-mmmmmm oo +

10. Manipulate Dead Man Timer
11. Display Event Log
12. Change Management

Enter - Esc=Quit - Fl=Help -

Figure 4-7. Unattended Start Mode Changed (Enabled) Panel

Note: Once unattended start mode has been enabled, the firmware can be
entered by pressing and holding Ctrl-C at the terminal keyboard when the boot
process begins.
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Disabling Unattended Start Mode

The default for the MSS Server firmware is that the unattended start mode is
enabled. You disable Unattended Start Mode using this utility.

1 Select 3. Disable Unattended Start Mode from the utilities panel.

2 The Unattended Start Mode Changed panel is displayed (Figure 4-8). Press
Enter.

3 This panel informs you that the unattended start mode has been disabled
and prompts you to press Enter.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisor Password
2. Enable Unattended Start Mode
3. Disable Unatte+------ Unattended Start Mode Changed------- +
4. Remove Supervi
5. Update System Unattended start mode has been
6. Display Error disabled.
7. View or Set Vi
8. Copy Remote Fi Enter -
9. Remote Initial| ---------

10. Manipulate Deat---=-===mm oo e +
11. Display Event Log
12. Change Management

Enter - Esc=Quit - Fl=Help -

Figure 4-8. Unattended Start Mode Changed (Disabled) Panel
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Removing Supervisory Password

The use of a supervisory password allows you a degree of security by preventing
unauthorized access to the MSS Server. Removing the enforcement of a password
however could be a convenience while servicing the MSS Server.

1 Select 4. Remove Supervisory Password from the utilities panel.

2 The Remove Supervisory Password panel is displayed (Figure 4-9).

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattended Start Mode
3. Disable Unatte+------- Remove Supervisory Password-------- +
4. Remove Supervi
5. Update System | Do you want to remove the
6. Display Error | Supervisory password?
7. View or Set Vi
8. Copy Remote Fi| Yes - No -
9. Remote Initial| ------- -------
10. Manipulate Deat--=-====—=— oo +
11. Display Event Log
12. Change Management

Enter - Esc=Quit - Fl=Help -

Figure 4-9. Remove Supervisory Password Panel

3 select Yes if you want to remove the supervisory password. Press Enter.

4 The Password Removed panel is displayed. This panel informs you that the
supervisory password has been removed.
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Updating System Firmware

Use this utility to update the MSS Server firmware. Only full images of the
firmware are shipped; therefore, when you select this option you completely replace

the previous level of firmware.

Note: Its important that the MSS Server not be powered off or reset during this
process. If the update fails, the MSS Server will boot a backup firmware image. |If
this happens, repeat the update procedure to reload the onboard firmware image.

1 Select 5. Update System Firmware from the utilities panel.

2 The System Firmware Update panel is displayed (Figure 4-10).

Version 1.0

Select one:

. Display Error
. View or Set Vi
. Copy Remote Fi
. Remote Initial
10. Manipulate Dea
11. Display Event
12. Change Managem

IBM MSS Server Firmware

1. Set Supervisory Password

2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System +
6
7
8
9

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

System Firmware Update---------- +

This selection will update your

system firmware. Do you want to

Figure 4-10. Update System Firmware Panel

3 Select Yes if you want to update the firmware, The firmware update process
begins. It informs you that the system firmware has been updated.

Attention: Do not power off the MSS Server during the process of updating

the firmware.
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Displaying the Error Log

4-14

The error log is resident in NVRAM (not on the hard drive). See Appendix D,
“Firmware Error Codes” on page D-1 to interpret the data that appears in the Error
Code field.

1 Select 6. Display Error Log from the utilities panel.

2 The Error Log panel is displayed (Figure 4-11).

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:

1. Set Supervisory Password

2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System Firmware
6. D
7
8
9

Dispt--=--==--mmmmmmmm - Error Log-----=--=----mmmmmmm - +
. View
. Copy Date Time Error Code Location
. Remo| Entry 1 02/19/96 10:07:51 00016000 System Board
10. Mani Entry 2 no error logged
11. Disp
12. Chan Esc=Quit - Fl=Help - F6=Clear Error Log -
F e +
Enter - Esc=Quit - Fl=Help -

Figure 4-11. Error Log Panel

3 The Error Log panel is displayed. See Appendix D, “Firmware Error Codes”
on page D-1 for and explanation of the data that appears in the Error Codes
field.

The Location field can contain any of the following entries:

¢ PCMCIA hard drive
e PCMCIA modem

¢ ATM adapter Port 1
e ATM adapter Port 2
e System Board
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Viewing or Setting Vital Product Data

This utility allows you to view vital product data (VPD) for the MSS Server. The
serial number is entered at the factory, but can be changed on the panel that
appears after you select to view or set the VPD.

1 Select 7. View or Set Vital Product Data from the utilities panel.

2 The View or set Vital Product Data panel is displayed (Figure 4-12). From

this panel you can select the type of vital product data you want to view or
set. The serial number field is the only field that is modifiable; Firmware Part
Number and System Management Services Part Number are only viewable.

IBM MSS Server Firmware
Version 1.0
(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.

Select one:

. Manipulate Dead Man Time| Firmware Part Number
. Display Event Log System Management Service Part Number
. Change Management Hardware Vital Product Data

Enter - Esc=Quit = | e e -

System Management Services

Set Supervisory Password
Enable Unattended Start Mode

Disable Unattended Start Mode

Remove Supervisory Password

Update System Firmware

Display Error Log

View or Set Vital Product+----- View or Set Vital Product Data----- +
Copy Remote Files

Remote Initial Program L

Enter - Esc=Quit - Fl=Help -

Figure 4-12. View or Set Vital Product Data Panel

3 For each selection, a View or Set Part Number panel is displayed that con-

tains the part number you selected. Version number and dates are provided
for the firmware and System Management Services.

4 Select Hardware Vital Product Data (VPD) if you want to view or change

vital product data. VPD is stored in keyword format and the following is a list
of the keywords and their meanings. Dependent on the configuration of your
system, all of the keywords listed may not be present or have meaningful
value. Vital product data fields are:

e AT - Main logic card type

¢ DS - Text description of card

e FN - FRU number

¢ PN - Manufacturing part number
e ML - Maintenance level

¢ MF - Manufacturing location

e SN - Serial number

e BF - Boot flash level and ID
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¢ NA - Burned in MAC Address in ASCIlI Format

e ZB - Burned in MAC Address in Hex Canonical Format
e TM - Machine type and model

e F# - Feature Number

¢ BS - Box serial number

¢ RC - Recycle count

e Z0 - Vendor ID
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Copying Remote Files

This utility allows you to copy remote files from another machine into memory or
into the hard file. There are two methods of file transfer: TFTP from a server using
SLIP, or Xmodem over one of the serial ports. A virtual RAM disk is automatically
created with a size of 600000 bytes for storing files in memory. Files can also be

stored to the hard file by appending c:\ to the local file name.

1 Select 8. Copy Remote Files from the utilities panel.

2 The Copy Remote Files panel is displayed (Figure 4-12 on page 4-15).

From this panel you select the method of file transfer. Subsequent panels

allow you to enter the names of the files you want to copy.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System Firmware
6. Display Error Log
7. View or Set Vital Product Data
8. Copy Remote Files e et Copy Remote Files------------ +
9. Remote Initial Program L
10. Manipulate Dead Man Time| 1. TFTP a Remote File
11. Display Event Log 2. Xmodem a Remote File
12. Change Management

Figure 4-13. Copy Remote Files Panel
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Setting Up Remote Initial Program Load

Before you can configure an MSS Server in the network, it must have an IP
address that is recognized within your network and it must have the addresses of
your ATM adapters. Use this utility to dial in with a BOOTP server.

This utility allows you to load this minimum information to install this device in your
network so that you can send it a configuration file, or otherwise communicate with
it. This utility allows you to Ping the MSS Server, after loading its minimum
network parameters, to see if you can communicate with it.

1 Select 9. Remote Initial Program Load Setup from the utilities panel.
2 The Network Parameters panel is displayed (Figure 4-14). From this panel

you can select to enter the IP address of the MSS Server, input PCMCIA
adapter parameters, or Ping the MSS Server.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password+---------- Network Parameters ---------- +
2. Enable Unattended Start
3. Disable Unattended Start 1. IP Parameters
4. Remove Supervisory Passw 2. PCMCIA Adapter Parameters
5. Update System Firmware 3. Ping
6. Display Error Log
7. View or Set Vital Produc
8. Copy Remote Files Enter - Esc=Quit - Fl=Help -
9. Remote Initial Program L| -—------=--- —ommmmmmme -
10. Manipulate Dead Man Time+-===-=m— oo mm oo +

11. Display Event Log
12. Change Management

Enter - Esc=Quit - Fl=Help -

Figure 4-14. Setup Remote Initial Program Load Panel

¢ |f you select IP Parameters , you will be presented a panel on which you
can enter:

Client IP Address (the IP address of the MSS Server)
— Server IP Address

Gateway IP Address

Subnet Mask

A MSS Server comes from the factory with the following default IP

addresses:

Client 111.11.11.11
Server 111.11.11.10
Gateway 111.11.11.10

Subnet mask 255.255.255.0
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¢ The PCMCIA Adapter Parameters option is not available for Release
1.0 of the MSS product.

3 The Ping option allows you to test connectivity.

Note: Do not Ping your current terminal connection.
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Manipulating the Dead Man Timer

This utility allows you to selectively enable or disable the dead man timer. The
dead man timer has a granularity of 0.25 seconds and expires in 10 seconds. This

tool would be useful in some troubleshooting procedures.

1 Select 10. Manipulate Dead Man Timer from the utilities panel.

2 A Dead Man Timer Options panel is displayed. From this panel you can

enable or disable the timer.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System Firmware
6. Display Error Log
7. View or Set Vital Product Data
8. Copy Remote Files
9. Remote Initial Program L

11. Display Event Log

Enter - Esc=Quit - Enter - Esc=Quit -

10. Manipulate Dead Man Time+--------- Dead Man Timer Options

12. Change Management 1. Enable Dead Man Timer
2. Disable Dead Man Timer

Figure 4-15. Manipulate Dead Man Timer Panel
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Display Event Log
This utility allows you to display the contents of the event log, which records events
that happen during the boot sequence before the operational code can log errors.

1 Select 11. Display Event Log from the utilities panel.

2 An Event Log panel is displayed. From this panel you can identify the events
that have been logged. Each event has an Event Type field, an Action Type,
and possibly a text description.

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

Select one:
1. Set Supervisory Password
2. Enable Unattended Start Mode
3. Disable Unattended Start Mode
4. Remove Supervisory Password
5. Update System Firmware
6. Display Error Log
7. View or Set Vital Product Data
8. Copy Remote Files
9. Remote Initial Program L
10. Manipulate Dead Man Timer

11. Display Ev#-----—mmmmmmemem o Event Log---------—-—-—-ommm +
12. Change Man| Event Type Action Code Informaton
Enter - E

o o e +

Figure 4-16. Event Log Panel

Xmodem Software Selection in Change Management

See Chapter 5, “Managing Operational Code and Configuration Files” for more
information about change management.

Xmodem is supported only from the Firmware prompt. To access the Firmware
prompt, you have either to interrupt the boot-up sequence or bring up the MSS
Server in Attended mode. The Change Management command is available from
the Firmware Utilities option of the Main Menu. From that point, the MSS Server
will direct you as to what to transfer in and where to put the image.

Note: When the MSS Server is in firmware mode, there is no Active configuration
or image. Therefore, you should use caution when specifying where to write new
images or configurations.

Included below are sample menus associated with Xmodem download. These

screens show the text that is displayed when you choose Xmodem Software from
the Change Management command.
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Examples:

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

MSS Software Control

Select one:

Describe Software

Control Dumping of Router
Copy Software

Erase Software

List Software

Set Boot Information

TFTP Software

XMODEM Software (<- for this example)

Esc=Quit -

Fl=Help -

IBM MSS Server Firmware

Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.
System Management Services

MSS Software Control

Select one:

Describe Software

Control Dumping of Router

Copy Software+----- Select Type------ +

Erase Softwar

List Software Enter -
Set Boot Info| = —=-mmemme-
TFTP Software| Config Esc=Quit -
XMODEM Softwa| MSS Load  ----------
Fl=Help -

o +

Enter - Esc=Quit - Fl=Help -
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Example:

IBM MSS Server Firmware
Version 1.0

(C) Copyright IBM Corporation, 1996 A1l Rights Reserved.

System Management Services

MSS Software Control

tommm oo BankA -------- Fommmmem- Description ------- EEEEEEE Date -------
IMAGE - NONE
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:01
CONFIG 2 - AVAIL = | test config for pubs 01 Jan 1970 01:13
CONFIG 3 - NONE 01 Jan 1970 00:58
CONFIG 4 - AVAIL 01 Jan 1970 00:14
REEEE T BankB -------- LEEEEEEEE Description ------- tomm-- Date -------
IMAGE - ACTIVE 01 Jan 1970
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:54
CONFIG 2 - AVAIL 01 Jan 1970 00:01
CONFIG 3 - AVAIL 01 Jan 1970 00:14
CONFIG 4 - ACTIVE = 01 Jan 1970 00:24
tommm oo BankF -------- Fommmmem- Description ------- EEEEEEE Date -------
IMAGE - AVAIL 01 Jan 1970
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:54
CONFIG 2 - AVAIL 01 Jan 1970 00:01
CONFIG 3 - AVAIL 01 Jan 1970 00:14
CONFIG 4 - ACTIVE = 01 Jan 1970 00:24
Fem e e e - Fomm e +
Enter - Esc=Quit - Fl=Help -
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Chapter 5. Managing Operational Code and Configuration
Files

This chapter explains how to manage the operational code images and configura-
tion files.

Initial Configuration

After the MSS Server has passed its hardware diagnostics, it is in a ready state for
configuration. These are two examples of ways to complete the first configuration:

First Example
1. Use the Configuration Program to create a binary configuration file.

2. Download the file to the MSS Server using TFTP over SLIP.

3. Restart the MSS Server to make the configuration active. If your configuration
file included all the necessary parameters, the MSS Server should now be com-
pletely operational in the network.

Second Example
1. Use a SLIP or a TTY connection over a serial link to access the MSS Server.

2. Bring up the Web browser interface or the command line interface.

3. Use quick configuration to do a minimal configuration of the MSS Server,
including IP address and SNMP. See “Quick Configuration” on page 5-2.

4. Restart the MSS Server to activate the quick configuration.

5. Next, make and save a configuration file using the Configuration Program. Use
either the TFTP Get command over SLIP or IP or use the Communications
Options Send command of the Configuration Program to download the config-
uration file.

If you use TFTP, you must use the Create option of the Configuration Program
to create binary files and then TFTP them to the MSS Server.

6. Restart the MSS Server to make the configuration active. If your configuration
file included all the necessary parameters, the MSS Server should now be com-
pletely operational in the network.

Tips for Managing Configuration Problems

Important:  After the MSS Server is configured and operational, always back up
the active configuration file. Keeping this file enables you to re-establish the
MSS Server on the network should the active configuration become cor-
rupted.

You can back up the active configuration file by retrieving it and storing it in
the workstation. See “File Transfer” on page 5-8 for more information.
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Reconfiguring

You can find it hard to detect problems caused by configuration errors. A config-
uration error can initially appear to be a hardware problem because the MSS
Server will not start or data will not flow through a port. In addition, problems with
configuration may not result in an error initially; an error may occur only when spe-
cific conditions are encountered or when heavy network traffic occurs.

If you cannot resolve a problem after making a few changes to your configuration
or after restoring the active configuration file, it is recommended that you generate
a new configuration. Too many changes to a configuration often compound the
problem, whereas you can usually generate and test a new configuration within a
few hours.

Quick Configuration

Quick configuration is a process for initial configuration that is available either from
the Web browser interface or from the command line interface. It produces a
simple configuration that will enable the MSS Server to run in the network. The
Web browser interface, which is the more usable of the two interfaces, is recom-
mended.

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for a complete description of
quick configuration using the Web browser interface.

Completing the Configuration After Quick Configuration

After you have completed quick configuration, you must reload the MSS Server to
activate the configuration. Then, you can access the MSS Server over the network,
if you have configured an IP address for it.

The configuration provided by QCONFIG depends upon many default values for
parameters, some of which may not be appropriate to your installation. You may
need to modify the configuration that you have created using QCONFIG to cus-
tomize the MSS Server to work on your network. You can do this using any of
these methods:

e Configuration Program
e Web browser HTML interface
e Command line interface

However, the Configuration Program is the preferred configuration method for these
reasons:

1. It can enable you to keep a number of copies of configuration files on a server
for uploading to the appropriate MSS Servers.

2. It does not alter any configuration parameters dynamically. This feature helps
you control changes to the MSS Server configurations.

3. It performs more input validation and cross-checking of the configuration
parameters than the other methods.

The command line interface and the Web browser interface cause certain parame-
ters to be altered dynamically. The binary files that they create are saved on the
hard disk of the MSS Server, not in the workstation. These characteristics make
them more difficult to use for managing the configuration of the MSS Server.

5-2  MSS Server Service Manual



However, they can be used to monitor the operations of the MSS Server, whereas
the Configuration Program cannot. They are also useful when you want to change
one of the parameters that can be dynamically altered.

How Software Files Are Managed

To help you manage operational software upgrades and configurations, the MSS
Server has a software change management feature. This utility enables you to
determine which operational software file and which configuration file is active while
the MSS Server is running. In addition to storing the active operational software
and the active configuration file, the MSS Server stores two backup images of the
operational software and up to 11 configuration files in memory.

How to View the Files

To use the change management tool in the command line interface to view the
operational software image and the configuration files, follow these steps:

1. From the prompt for OPCON, which is an asterisk (*), type talk 6. The prompt
Config> appears.

2. Enter boot. You will see the prompt Boot config>.

3. Enter list to display information about which load images and configuration files
are available and active.

Use the list command to display information about which load images and con-
figuration files are available and active.

Syntax: list

Example: Boot config>list

Fommmm BankA ----------- Fommmmmem Description ---------- EECEEE Date ------- +
IMAGE - AVAIL 01 Jan 1970
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:26
CONFIG 2 - AVAIL = test config for pubs 01 Jan 1970 01:13
CONFIG 3 - AVAIL 01 Jan 1970 00:58
CONFIG 4 - AVAIL 01 Jan 1970 00:39

ECEEE T BankB ----------- Fommmmmmem Description ---------- Fommmmm Date ------- +
IMAGE - ACTIVE 01 Jan 1970
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:54
CONFIG 2 - AVAIL 01 Jan 1970 00:01
CONFIG 3 - AVAIL 01 Jan 1970 00:14
CONFIG 4 - ACTIVE = 01 Jan 1970 00:24

LSRR BankF ----------- Fommmmmeem Description ---------- Fommmem Date ------- +
IMAGE - AVAIL 01 Jan 1970
CONFIG 1 - AVAIL test config for pubs 01 Jan 1970 00:54
CONFIG 2 - AVAIL 01 Jan 1970 00:01
CONFIG 3 - AVAIL 01 Jan 1970 00:14
CONFIG 4 - AVAIL 01 Jan 1970 00:24

R ittt D i B ittt +
* - Last Used Config L - Config File is Locked

The following are the possible file status descriptors:

ACTIVE

The file is currently loaded and is running on the MSS Server.
AVAIL

This is a valid file that can be made ACTIVE.
CORRUPT

The file was damaged or not loaded into the MSS Server completely.
The file must be replaced.
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LOCAL
The file will be used only on the next reload or reset. After use, the file is
placed in AVAIL state.

PENDING
This file will be loaded on the next reload, reset, or power-up of the MSS
Server.

How to Reset the MSS Server

Note: A reset interrupts the function of the MSS Server for up to 90 seconds. Be
sure that the network is prepared for the interruption.

As previously stated, PENDING and LOCAL files are not loaded into active memory
until you reset the MSS Server.

You can reset the MSS Server using any one of these methods:
e Press the hardware reset button.
e At the Config only> prompt, type reload .

Note: The Config only> prompt appears when no file is active. Lack of an
active file indicates that an active configuration has become corrupted or that
the MSS Server is not configured.

e At the OPCON prompt (*), type reload .

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.

File Transfer Using TFTP

Use the TFTP command to transfer a file from a workstation or server to the MSS
Server using TFTP. Use the tftp command to initiate TFTP file transfers between
MSS Server remote servers.

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.

Storing Configuration Files Using the Command Line Interface or the
Web Browser Interface
To store a configuration file that you have created using the command line inter-
face, type write at the Config> prompt. If you are using the Web browser inter-
face, select Write. The Write command creates a binary configuration file that
contains the most current value of each of the configuration parameters.

This file is stored in the ACTIVE bank and is given PENDING status. If the status
of the file is not changed by a Set command, it becomes the ACTIVE configuration
when the MSS Server is reset.
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| Changing the Statuses of Files

These are the ways to change the statuses of image and configuration files:

¢ You can cause the MSS Server to perform a reset by using the Send command
from the Communications Option of the Configuration Program. When you do
this, the file that you send can arrive as a PENDING file or as an AVAIL file. If
it is a PENDING file, it becomes the ACTIVE configuration and the previously
ACTIVE file becomes AVAIL when the MSS Server is reset.

If it is an AVAIL file, resetting the MSS Server does not change its status.

e You can use the Set config (set config) commands from the Boot config>
prompt manually to change the status of any files except the ACTIVE files. If
you set a file to PENDING, it becomes ACTIVE and the ACTIVE file becomes
AVAIL when a reset is performed.

¢ When you use the Write command to store a configuration file that you have
created using the command line interface or the Web browser interface, it is
stored with a PENDING status.

e If you copy a file from one location to another, the file receives the status of the
file that was there before it and that it overwrites. For example, if you copy a
file with the status of AVAIL over a file that has the status of PENDING, the
new file will keep the status of the original file, which is PENDING.

Using the Configuration Program to Manage the Configuration Files

For optimal configuration management, it is recommended that you use the Config-
uration Program and its configuration data base to manage all your MSS Server
configuration files.

The design of change management facilitates good control of the configuration files.
Keeping the ACTIVE file and the file that is stored in the configuration data base
the same assures that a copy of the ACTIVE file is always available.

When you use the Send option to send a new configuration to the MSS Server, the
new configuration is written to the ACTIVE bank and overwrites the file located in
the position just below the currently ACTIVE configuration. The new configuration
is PENDING if a time is set for a reset. If the configuration file is sent without a
specified time for the reset to occur, it gets AVAIL status.

For example, suppose that CONFIG 2 is ACTIVE. The new configuration file is
written to CONFIG 3. It has a status of PENDING if a reset time is associated with
it; if not, it has a status of AVAIL.

If the file has a status of PENDING, CONFIG 2 becomes AVAIL and CONFIG 3
becomes ACTIVE when a reset occurs. The next file that is sent from the Config-
uration Program will be placed in CONFIG 4. If a reset time is associated with the
file, it will have the PENDING status and will become ACTIVE when the next reset
occurs. If another file is then sent, it is placed in CONFIG 1 because the currently
ACTIVE file is now in CONFIG 4. This arrangement results in a circular queue.

If the downloaded file has a status of AVAIL, a reset does not change its status. If
another file is sent down, it overwrites that file because the ACTIVE file has not
changed and the newly downloaded file always occupies the location just behind
the ACTIVE file.
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| Using the Set Commands

Use the set command to select the code bank and the configuration to use and the
duration of use. The valid durations are:

once The configuration is active for the next boot only.
always The configuration is active for all subsequent boots until changed again.
Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-

face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.

Other Change Management Functions

These change management commands are briefly discussed in this section:

* Describe load images
e Describe config images
e Disable dumping

e Enable dumping

e Erase files

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
these commands.

Describe Use the describe command to display information about a stored
image.

Disable Dumping The MSS Server can be set up to dump the contents of memory
to permanent storage in the unlikely event of a complete system failure.
If dumping is enabled, using this selection will cause the MSS Server
NOT to dump to disk.

Enable Dumping This command enables the dumping of memory without inter-
vention from anyone in the event that the MSS Server has a cat-
astrophic error. The MSS Server will dump memory onto the hard disk
or flash memory. Once a successful dump has been taken, the MSS
Server attempts to restart. Depending upon the failure of the MSS
Server, it cannot always restart. In this case, you should restart it man-
ually and call a service person, who will dial into the MSS Server to
determine the nature and the causes of the failure.

The default state is to have dumping enabled.

Erase Files Use the erase command to erase a stored image or a configuration
file.

Using the Copy Command

The Copy command allows you to move a file from one location in the storage area
to another. This command allows you to change the status as well. The file that
you move always receives the status of the storage area that it is moved to. For
example, suppose that you have this scenario:

e The configuration file in BANK A CONFIG 1 is AVAIL. The configuration file in
BANK B CONFIG 1 is PENDING.

e You copy the configuration in BANK A CONFIG 1 to BANK B CONFIG 1.

5-6 MSS Server Service Manual



In this case, the original configuration file in BANK A CONFIG 1 remains
unchanged and AVAIL. The configuration that was in BANK B CONFIG 1 is over-
written by a copy of the configuration file that is in BANK A CONFIG 1. This copy
retains the status of the file that it overwrote, in this case, PENDING.

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.

Using the Lock Command

The lock command allows you to prevent the MSS Server from overwriting the
selected configuration with any other configuration.

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-
face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.

Using the Unlock Command

The unlock command removes the lock from a configuration allowing the config-
uration to be updated.

Refer to IBM Multiprotocol Switched Services (MSS) Server Command Line Inter-

face Volume 1: User’s Guide and Protocol Reference for syntax and examples for
this command.
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File Transfer

Table 5-1 defines the ways in which configuration files and operational software

files can be transferred to and from the MSS Server.

Table 5-1. File Transfer

File Transfer Method

Type of Connection

TFTP Get command from the MSS Server to the work-
station that has the binary configuration file, to download
operational software images and configuration files to the
MSS Server. Files sent using TFTP must be binary, or the
MSS Server cannot use them. You should use the Create
command of the Configuration Program to save configura-
tion files in binary format before downloading them to the
MSS Server.

After the MSS Server is operational in the network, you can
use the TFTP Put command over IP to upload a file from
the MSS Server to a workstation. The file will be uploaded
in binary format. Both operational software and configura-
tion files can be uploaded.

You should use the Read router configuration option of the
Configuration Program to make an uploaded configuration
file usable by the Configuration Program so that you can
change some parameter values in it.

Note: Using TFTP Put is a way to retrieve files from the
MSS Server if the Retrieve option of the Configuration
Program is not available.

1. SLIP connection (using
the TFTP Get command
to download files to the
MSS Server).

2. IP connection of opera-
tional MSS Server over
functioning network
(using the TFTP Get
and Put commands to
download and upload
files).

The Communications Option of the Configuration Program
(actually, the protocol for this is SNMP). This method
cannot be used until the MSS Server is operational in the
network. The files are not binary, but are in a format that is
internal to the Configuration Program. This function can
send configuration files to the MSS Server and retrieve
them from the server.
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Chapter 6. Removal and Replacement Procedures

This chapter provides the following information on removal and replacement proce-
dures for field-replaceable units (FRUSs):

e Preparatory information that applies to all the removal and replacement proce-
dures (see “Before You Start”). This information includes:

— An overview of the common procedures that you must carry out before you
remove or replace FRUs.

— A list of the equipment you will need.
— A description of the required safety precautions.

e Descriptions of the common removal and replacement procedures (see
“Common Removal and Replacement Procedures” on page 6-2).

e Descriptions of the individual FRU removal and replacement procedures (see
“FRU Removal and Replacement Procedures” on page 6-7).

For an overall perspective on the FRUs and their relative positioning to each other
and the chassis, see Appendix C, “Parts Listings” on page C-1.

Before You Start

Several common procedures need to be performed in sequence to gain access to
the FRUs in the 8210 MSS Server. These common procedures are placed at the
beginning of this chapter because they must be performed before you actually
begin removing or replacing the FRUSs.

Before you begin any removal replacement activity, review the list of equipment you
will need, read the common safety precautions and then proceed to the “Common
Removal and Replacement Procedures” on page 6-2.

Equipment You Need

You need the following equipment to remove and replace the FRUs in the 8210
MSS Server.

e 7-mm nut driver

e 5/32-inch nut driver

e Flat-blade screwdriver

e Torx** screwdriver T15 (P/N 93F2835)

e Torx screwdriver T20 (P/N 93F2836)

e Screw starter (optional)

¢ ATM adapter wrap plug, P/N 16G5609 (separately orderable)

Safety Precautions

The MSS Server Module does not have its own power supply and can function only
while correctly installed in the 8260; therefore the safety notices in this chapter and
Appendix A, “Safety Information” on page A-1 only apply to the 8210 MSS Server.
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DANGER

To avoid a shock hazard, do not connect or disconnect any cables or
perform installation, maintenance, or reconfiguration of this product
during an electrical storm. (Refer to DANGER 1 in Appendix A,
“Safety Information” for translations.)

DANGER

Hazardous voltages exist inside this machine when it is powered on.
Anytime you service this unit with the cover off, be sure to unplug the
power cord. (Refer to DANGER 5 in Appendix A, “Safety Information”
for translations.)

Common Removal and Replacement Procedures

This section describes the procedures you need to perform to gain access to FRUs
in the MSS Server.

Disconnecting the Power Cord

Note: Disconnecting the power cord will disrupt users in your network. Consult
the network administrator before disconnecting the power cord.

You need to disconnect the power cord if you need to replace any of the following
FRUs:

e AC power supply

e Cooling fan

e Adapter in Port 1

e Adapter in Port 2

e PCI logic card

* Riser

e Memory SIMMs

e Processor logic card

Disconnect the power cord from the ac power outlet and then from the MSS Server.
Where to Go Next

If you are replacing the power cord, continue with “Reconnecting the Power Cord,”
otherwise, continue to “Removing the MSS Server from the Rack” on page 6-4.
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Reconnecting the Power Cord
DANGER

To avoid shock hazard:

* The power cord must be connected to a properly wired and
grounded receptacle.

e Any equipment to which this product will be attached must also
be connected to properly wired receptacles.

(Refer to DANGER 4 in Appendix A, “Safety Information” for trans-
lations.)

Connect the power cord to the MSS Server and then to the ac power outlet.
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Removing the MSS Server from the Rack

Note: Disconnecting the power cord will disrupt users on your network. Consult
the network administrator before disconnecting the power cord.

CAUTION:

You must support the unit while you are removing or tightening the screws to
avoid dropping it on the floor or on other equipment beneath it in the rack.
The unit weighs approximately 6,7 kg (14.5 Ib). (Refer to CAUTION 1 in
Appendix A, “Safety Information” for translations.)

1 pisconnect the power cord from the ac outlet and then from the MSS Server.
2 Label the cable attached to the ATM adapter connectors.

3 Disconnect the cable.

4 Remove the PCMCIA devices (the hard drive and modem).

5 Remove all loose items from the top of the MSS Server.

6 Remove the four screws that hold the MSS Server in the rack.

7 Remove the MSS Server from the rack by pulling it toward you.

8 Place the MSS Server on a flat surface.
Where to Go Next

You need to remove the top cover if you need to remove and replace any of the
following FRUs:

e AC power supply

e Cooling fan

e Adapter in Port 1

e Adapter in Port 2

e PCI logic card

* Riser

e Memory SIMMs

e Processor logic card

Go to “Removing the Top Cover” on page 6-5 for instructions about removing the
top cover.

Replacing the MSS Server

CAUTION:

You must support the unit while you are removing or tightening the screws to
avoid dropping it on the floor or on other equipment beneath it in the rack.
The unit weighs approximately 6,7 kg (14.5 Ib). (Refer to CAUTION 1 in
Appendix A, “Safety Information” for translations.)

1 insert one of the screws into the MSS Server bracket.
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2 Lift the MSS Server into position, lining up the screw and the MSS Server
with the rack.

Partially tighten the screw.
Insert and partially tighten the screw in the other bracket.

Insert the other screw in each bracket and tighten all screws.

o O~ W

Install the PCMCIA modem into the rightmost slot (when facing the front of
the 8210 MSS Server), or top slot (when facing the front of the MSS Server
Module). Install and connect the modem cable.

 Install the PCMCIA hard drive.
Connect the power cord to the MSS Server and then to the ac outlet.

Test the MSS Server as outlined in “Selecting a Device To Test” on
page 4-6.

Removing the Top Cover
DANGER

Hazardous voltages exist inside this machine when it is powered on.
Anytime you service this unit with the cover off, be sure to unplug the
power cord. (Refer to DANGER 5 in Appendix A, “Safety Information”
for translations.)

Note: Disconnecting the power cord will disrupt users connected to this MSS
Server. Consult the network administrator before disconnecting the power cord.

1 Disconnect the power cord from the ac outlet and then from the MSS Server.

2 Remove the MSS Server from the rack.

3 Place the MSS Server on a flat surface.

4 Remove the three screws on each side of the MSS Server and remove the
brackets that hold the MSS Server in the rack. Save the screws to use when

you reinstall the top cover.

5 Lift the rear edge of the top cover and pull it to the rear of the MSS Server to
disengage the tabs on the top cover that engage the front of the 8210.

6 Lift up the rear of the top cover and pull it up and away from the front of the
MSS Server.

Where to Go Next

Go to “FRU Removal and Replacement Procedures” on page 6-7 to find the appro-
priate procedures for the FRU you need to remove or replace.
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When you have removed and replaced the FRU, go to “Reinstalling the Top Cover”
on page 6-6.

Reinstalling the Top Cover

1 Align the top cover tabs with the slots in the inside of the front of the MSS
Server and slide the top cover forward until the tabs engage the slots.

2 Secure the brackets on each side of the MSS Server with the six screws you
removed during removal of the cover.

3 Place the MSS Server in the rack.

4 Reinstall the PCMCIA hard drive.

5 Reinstall the PCMCIA modem and cable.
6 Connect the ATM adapter cable.

{ Connect the ac power cord to the MSS Server and then to the power source.
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FRU Removal and Replacement Procedures

This section outlines the removal and replacement procedures for each of the
FRUs in the MSS Server.

Note: The figures in this section do not always show all the parts (FRUs). Do not
remove a part just because it is not shown in a figure.

Use the following table to find the appropriate procedure for the FRU you need to
remove or replace.

FRU Procedure

AC power supply Go to “Removing the Power Supply” on page 6-8.

Cooling fan Go to “Removing the Cooling Fan” on page 6-10.

Adapter in Port 1 Go to “Removing the Adapter from Port 1 (Bottom Slot)” on
page 6-14.

Adapter in Port 2 Go to “Removing the Adapter from Port 2 (Top Slot)” on
page 6-12.

Memory SIMMs Go to “Removing the Memory SIMMs” on page 6-20.

PCI logic card Go to “Removing the PCI Logic Card” on page 6-16.

Riser Go to “Removing the Riser” on page 6-18.

Processor logic card Go to “Removing the Processor Logic Card” on page 6-23.

Familiarize yourself with the location of each FRU (Figure 6-1).

Power DC Power Fans Fan Power
Supply Cable Cable Connectors
] O | | A
D% 1.©
EIA232 ]
Cable O
) — -

Power [ ] 0o0gd |
Cable I: DDDDD ||
[]

U o
&) (oo, B :
PARN

AC EIA232 Processor Memory  Adapter in Port 2 Riser
Power Port  Logic SIMMS  (Adapterin Port1  Card
Plug Card is directly beneath

Port 2)

Figure 6-1. View of the MSS Server with Top Cover Removed
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Removing the Power Supply

Figure 6-2. 8210 MSS Server Power Supply

1 With the top cover off, set the MSS Server on its edge where you can see
the four screws that fasten the ac power supply in place (from the bottom
side). See Figure 6-2.

2 Loosen and remove the four screws while supporting the ac power supply to
avoid dropping it or otherwise damaging the unit.

3 Set the MSS Server down on the flat surface (bottom side down).
4 Disconnect the ac and dc power cable connectors from the ac power supply.
5 Carefully remove the ac power supply from the MSS Server.

6 Obtain the replacement ac power supply, place the MSS Server on its edge,
and fasten the new ac power supply into position with the four screws.
Reconnect the ac and dc power cable connections.
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Where to Go Next

1 If your only task was to remove and replace the ac power supply, you are
ready to go to reinstall the top cover and side brackets. Go to “Reinstalling
the Top Cover” on page 6-6.

2 Reinstall the MSS Server into the rack with its cable bracket if it was
rack-mounted, or place it in its position if it was table-mounted. Go to
“Replacing the MSS Server” on page 6-4 and return here to continue.

3 Reattach the ATM cable and modem cable.

4 Connect the ac power cord to the MSS Server and then to the power source.
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Removing the Cooling Fan

Figure 6-3. Fan Locations in the MSS Server

1 Using a 5/32-inch nut driver or a screwdriver, remove the four screws that
hold the cooling fan assembly in place.

2 Disconnect the cable that connects the cooling fan to the processor logic
card.

3 Ensure that the cable is free from the cable clamps in the bottom of the MSS
Server.

4 Carefully remove the cooling fan from the MSS Server.
Where to Go Next

If your only task was to remove and reinstall the cooling fan, you are ready to go to
“Installing the Cooling Fan” on page 6-11.
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Installing the Cooling Fan

1 Using a 5/32-inch nut driver or a screwdriver, and holding the cooling fan
assembly in place, reinstall the four screws that secure the cooling fan
assembly in the MSS Server

2 Connect the cable that connects the cooling fan to the processor logic card.
3 Run the cable through the cable clamps in the bottom of the MSS Server.

4 If your only task was to remove and replace the cooling fan, you are ready to
reinstall the top cover and side brackets. Go to “Reinstalling the Top Cover”
on page 6-6, and then return here to continue.

5 Reinstall the MSS Server into the rack with its cable bracket if it was
rack-mounted, or place it in its position if it was table-mounted. Go to
“Replacing the MSS Server” on page 6-4 and return here to continue.

6 Reattach the ATM cable and PCMCIA modem cable.

7 Connect the ac power cord to the MSS Server and then to the power source.
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| Removing the Adapter from Port 2 (Top Slot)

| Figure 6-4. Adapter from Port 2

| Note: FDDI and ATM adapters may be installed in Port 2 (top slot). This is the
| only slot in which FDDI adapters may installed.

1 Using a T-20 Torx screwdriver, remove the two screws (front cover side) that
hold the adapter in Port 2 (top slot).

2 Gently press the adapter face plate toward the back of the MSS Server while

pulling the back corner of the printed circuit card (opposite the connector-side
of the card) until the card connector clears its connector socket.

3 Holding the adapter by the front plate, remove it from the MSS Server.

Where to Go Next

| If your only task was to remove and reinstall an adapter in Port 2, you are ready to
| go to “Replacing the Adapter in Port 2" on page 6-13.
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| Replacing the Adapter in Port 2

| Note: FDDI and ATM adapters may be installed in Port 2 (top slot). This is the
| only slot in which FDDI adapters may installed.

1 Obtain the new adapter for Port 2.

2 Remove the adapter, in its antistatic bag, from its shipping container.

Attention; Electrostatic discharge (ESD) can damage the static-sensitive
devices on circuit boards. To avoid this kind of damage, use the following
precautions:

¢ Do not remove the adapter from its antistatic bag until you are ready to
insert it into the MSS Server.

¢ Use correct grounding techniques when inspecting and installing the
adapter. Use a foot strap or grounding mat, or wear a grounded static
discharge wrist strap, or touch a grounded rack or other source of ground
before you handle the adapter.

3 Remove the adapter from the antistatic bag. Inspect it for damage. Always
handle the adapter by the faceplate; do not touch its components. If the
adapter appears to be damaged, return it to the antistatic bag and contact
the supplier.

4 Holding the adapter by the faceplate and by the back corner of the circuit
card (opposite the connector side), guide the adapter faceplate into the slot.
Move it forward until the connector is correctly aligned with the riser con-
nector. Press firmly on the edge of the card (opposite the connector side) to
correctly seat the adapter into the riser.

5 Re-install the two T-20 Torx screws.

| 6 If your only task was to remove and reinstall the adapter in Port 2, you are
| ready to reinstall the top cover and side brackets. Go to “Reinstalling the
Top Cover” on page 6-6 and return here to continue.

[ Reinstall the MSS Server into the rack with its cable bracket if it was rack-
mounted, or place it in its position if it was table-mounted. Go to “Replacing
the MSS Server” on page 6-4 and return here to continue.

8 Reattach the adapter and modem cables.

9 Connect the ac power cord to the MSS Server and then to the power source.
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| Removing the Adapter from Port 1 (Bottom Slot)

| Figure 6-5. Adapter in Port 1
| Note: Only ATM adapters may be installed in Port 1 (bottom slot).

To remove the adapter from Port 1 (bottom slot):

| 1 If your MSS Server has two adapters, you must remove the adapter from

| Port 2 (top slot) before you can gain access to the adapter in Port 1. If this

| is the case, follow the instructions in “Removing the Adapter from Port 2 (Top
| Slot)” on page 6-12 and return here to continue.

2 Using a T-20 Torx screwdriver, remove the two screws (front cover side) that
hold the adapter in place.

3 Gently press the adapter faceplate toward the back of the MSS Server while
pulling the back corner of the printed circuit card (opposite the connector-side
of the card) until the card connector clears its riser connector socket.

4 Holding the adapter by the front plate, remove it from the MSS Server.

5 Obtain the new adapter for Port 1, and install it by following the steps out-
lined in “Replacing the Adapter in Port 1” on page 6-15.

Where to Go Next

| If your only task was to remove and reinstall the adapter in Port 1, you are ready to
| go to “Replacing the Adapter in Port 1” on page 6-15.
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| Replacing the Adapter in Port 1
| 1 Obtain the new adapter for Port 1.

2 Remove the adapter, in its antistatic bag, from its shipping container.

Attention: Electrostatic discharge (ESD) can damage the static-sensitive
devices on circuit boards. To avoid this kind of damage, use the following
precautions:

¢ Do not remove the adapter from its antistatic bag until you are ready to
insert it into the MSS Server.

¢ Use correct grounding techniques when inspecting and installing the
adapter. Use a foot strap or grounding mat, or wear a grounded static
discharge wrist strap, or touch a grounded rack or other source of ground
before you handle the adapter.

3 Remove the adapter from the antistatic bag. Inspect it for damage. Always
handle the adapter by the faceplate; do not touch its components. If the
adapter appears to be damaged, return it to the antistatic bag and contact
the supplier.

4 Holding the adapter by the faceplate and by the back corner of the circuit
card (opposite the connector side), guide the adapter faceplate into the slot.
Move it forward until the connector is correctly aligned with the riser con-
nector. Press firmly on the edge of the card (opposite the connector side) to
correctly seat the adapter into the riser.

| 5 If you had an adapter in Port 2, reinstall the adapter in Port 2 as previously
| described.

6 Re-install the two T-20 Torx screws.

| ! if your only task was to remove and reinstall the adapter in Port 1, you are
| ready to go to reinstall the top cover and side brackets. Go to “Reinstalling
the Top Cover” on page 6-6.

8 Reinstall the MSS Server into the rack with its cable bracket if it was rack-
mounted, or place it in its position if it was table mounted. Go to “Replacing
the MSS Server” on page 6-4 and return here to continue.

9 Reattach the adapter cable and modem cable.

10 connect the ac power cord to the MSS Server and then to the power source.
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Removing the PCI Logic Card

Figure 6-6. PCI Logic Card

1 Remove the ATM adapter in Port 2 (see “Removing the Adapter from Port 1
(Bottom Slot)” on page 6-14).

2 Remove the ATM adapter in Port 1 (see “Removing the Adapter from Port 2
(Top Slot)” on page 6-12).

3 Using a 5/32-inch nut driver, remove the two screws fastening the PCI logic
card and riser bracket.

4 Gently lift the PCI logic card out of its connector socket on the processor
logic card and remove it from its connector in the riser.

Where to Go Next

If your only task was to remove and reinstall the PCI logic card, you are ready to
go to “Replacing the PCI Logic Card” on page 6-17.
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Replacing the PCI Logic Card
1 Obtain the new PCI logic card.

2 Remove the PCI logic card, in its antistatic bag, from its shipping container.

Attention: Electrostatic discharge (ESD) can damage the static-sensitive
devices on circuit boards. To avoid this kind of damage, use the following
precautions:

¢ Do not remove the PCI logic card until you are ready to insert it into the
MSS Server.

¢ Use correct grounding techniques when inspecting and installing the PCI
logic card. Use a foot strap or grounding mat, or wear a grounded static
discharge wrist strap, or touch a grounded rack or other source of ground
before you handle the PCI logic card.

3 Remove the PCI logic card from the antistatic bag. Inspect it for damage.
Always handle the PCI logic card by the edges (preferably grasp it between
the middle finger and thumb; do not touch the components). If the PCI logic
card appears to be damaged, return it to the antistatic bag and contact the
supplier.

4 Grasping the PCI logic card between the middle finger and thumb, position its
bottom connector over its processor logic card connector socket, and aligned
with its riser connector.

5 Gently insert the PCI logic card into its connector socket in the riser and posi-
tion it into its connector on the processor logic card. Correctly seat the PCI
logic card into its connectors.

6 Align and reinstall the two 5/32-inch screws; one in the outer edge of the PCI
logic card and the other in the riser metal bracket.

Where to Go Next

If your only task was to remove and replace the PCI logic card:

1 Replace the ATM adapter in Port 1 (see “Replacing the Adapter in Port 1" on
page 6-15).

2 Replace the ATM adapter in Port 2 (see “Replacing the Adapter in Port 2” on
page 6-13). You are ready to reinstall the top cover and side brackets. Go
to “Reinstalling the Top Cover” on page 6-6.

3 Reinstall the MSS Server into the rack with its cable bracket if it was rack-
mounted, or place it in its position if it was table mounted. Go to “Replacing
the MSS Server” on page 6-4 and return here to continue.

4 Reattach the ATM cable and PCMCIA modem cable.

5 Connect the ac power cord to the MSS Server and then to the power source.
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Removing the Riser

Figure 6-7. Riser

1 Using a 5/32-inch nut driver, remove the screws fastening the PCI logic card
and riser bracket.

2 Using a 7-mm nut driver, remove the two screws and spacers that hold the
riser bracket to the backside of the MSS Server faceplate.

3 Gently lift the PCI logic card out of its connector socket on the processor
logic card and remove it from its connector in the riser. Place it on a

grounded surface to avoid damage to the circuitry.

4 Move the riser bracket toward the back of the MSS Server until it clears the
studs (back side of MSS Server faceplate).
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Replacing the Riser
1 Obtain the new riser

2 Handling it by its metal bracket, position it over the studs (back side of MSS
Server faceplate).

3 Gently insert the PCI logic card into its connector socket in the riser and posi-
tion it into its connector on the processor logic card. Correctly seat the PCI
logic card connectors.

4 Align and reinstall the two 5/32-inch screws. Place the two spacers over the
studs (backside of the MSS Server) and reinstall the two 7-mm screws.

Where to Go Next

If your only task was to remove and replace the riser:
1 Reinstall the adapters in ports 1 and 2. Follow the instructions in “Replacing
the Adapter in Port 1” on page 6-15 and in “Replacing the Adapter in Port 2”

on page 6-13 and then return here to continue.

2 You are ready to reinstall the top cover and side brackets. Follow the
instructions in “Reinstalling the Top Cover” on page 6-6 and return here to
continue.

3 Reinstall the MSS Server into the rack with its cable bracket if it was rack-
mounted, or place it in its position if it was table mounted. Go to “Replacing
the MSS Server” on page 6-4 and return here to continue.

4 Reattach the ATM cable and modem cable.

5 connect the ac power cord to the MSS Server and then to the power source.
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Removing the Memory SIMMs

The MSS Server comes from the manufacturer with a minimum of 32 MB (two
SIMMs). SIMM sockets are located directly below the ATM adapters (see
Figure 6-8). SIMM sockets are accessible only after the two ATM adapters are
removed.

This procedure can be used for removing faulty SIMM modules or to install memory
upgrades to your MSS Server.

Figure 6-8. Memory (SIMM) Modules

1 Remove the ATM adapter in Port 2 (see “Removing the Adapter from Port 1
(Bottom Slot)” on page 6-14).

2 Remove the ATM adapter in Port 1 (see “Removing the Adapter from Port 2
(Top Slot)” on page 6-12).
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3 The SIMM sockets are exposed. SIMM-A is positioned closest the front of
the MSS Server, and SIMM-B is positioned in the back.

4 Identify the faulty memory module. Spring latches, at each end of the SIMM
socket, secure the memory module. Using your thumbnail or a small
non-metallic device, gently move the spring latch away from the end of the
SIMM while moving the SIMM card toward the back of the MSS Server.

5 When the SIMM card ends are free of the latches, lift the SIMM module up,
out of its connector socket, and out of the MSS Server.

Where to Go Next

If your only task was to remove and replace the memory SIMM, you are ready to
go to “Replacing the Memory SIMMS” on page 6-22.
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Replacing the Memory SIMMs
1 Obtain the new memory SIMM.

2 Remove the memory SIMM, in its antistatic bag, from its shipping container.

Attention: Electrostatic discharge (ESD) can damage the static-sensitive
devices on circuit boards. To avoid this kind of damage, use the following
precautions:

¢ Do not remove the memory SIMM until you are ready to insert it into the
MSS Server.

¢ Use correct grounding techniques when inspecting and installing the
memory SIMM. Use a foot strap or grounding mat, or wear a grounded
static discharge wrist strap, or touch a grounded rack or other source of
ground before you handle the memory SIMM.

3 Remove the memory SIMM from the antistatic bag. Inspect it for damage.
Always handle the memory SIMM by the ends (preferably grasp it between
the middle finger and thumb; do not touch the components). If the memory
SIMM appears to be damaged, return it to the antistatic bag and contact the
supplier.

4 Grasping the memory SIMM between the middle finger and thumb, place it
connector edge down into the SIMM socket. Applying slight pressure to the
top edge of the memory SIMM, move it forward until it is correctly aligned
and snaps in place in the spring clips.

5 Replace the ATM adapter in Port 1 (see “Replacing the Adapter in Port 1" on
page 6-15).

6 Replace the ATM adapter in Port 2 (see “Replacing the Adapter in Port 2" on
page 6-13).

7 If your only task was to remove and replace or initially install a memory
SIMM, you are ready to reinstall the top cover and side brackets. Go to
“Reinstalling the Top Cover” on page 6-6 and return here to continue.

8 Reinstall the MSS Server into the rack with its cable bracket if it was
rack-mounted, or place it in its position if it was table-mounted. Go to
“Replacing the MSS Server” on page 6-4.

9 Reattach the ATM cable and modem cable.

10 Connect the ac power cord to the MSS Server and then to the power source.
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Removing the Processor Logic Card

Figure 6-9. Processor Logic Card

1 Ensure the PCMCIA hard drive and modem are removed and set them safely
aside.

2 If the ATM adapter in Port 2 is reusable, remove it and set it safely aside for
reinstallation (see “Removing the Adapter from Port 1 (Bottom Slot)” on
page 6-14).

3 If the ATM adapter in Port 1 is reusable, remove it and set it safely aside for
reinstallation (see “Removing the Adapter from Port 2 (Top Slot)” on
page 6-12).

4 If the PCI logic card is reusable, remove it and set it safely aside for reinstal-
lation (see “Removing the PCI Logic Card” on page 6-16).

5 If the riser is reusable, remove it and set it safely aside for reinstallation (see
“Removing the Riser” on page 6-18).

O If the memory SIMMs are reusable, remove them and set them safely aside
for reinstallation (see “Removing the Memory SIMMs” on page 6-20).

7 Disconnect the cable connectors for the cooling fan, ac power supply, and
the service port cable connector. Position them to prevent damaging them in
the replacement procedure.

8 Using a 7-mm nut driver, loosen and remove the long and short standoffs
that support the riser and PCI logic card. Set them safely aside for reuse in
the replacement procedure.
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9 Using a 5/32-inch nut driver, remove the screws that secure the processor
logic card to the inside bottom of the MSS Server. Set them safely aside for
reuse in the replacement procedure.

10 Remove the processor logic card.

11 remove any unidentified items from the inside of the MSS Server chassis.
Clean the bottom inside surface to remove dust and so forth.

Where to Go Next

If your only task was to remove and replace the processor logic card, you are ready
to go to “Replacing the Processor Logic Card” on page 6-25.
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Replacing the Processor Logic Card

1
2

6

v

8

9
10

11

12

Obtain the new processor logic card.

Remove the processor logic card, in its antistatic bag, from its shipping con-
tainer.

Attention: Electrostatic discharge (ESD) can damage the static sensitive
devices on circuit boards. To avoid this kind of damage, use the following
precautions:

¢ Do not remove the processor logic card until you are ready to insert it
into the MSS Server.

¢ Use correct grounding techniques when inspecting and installing the
processor logic card. Use a foot strap or grounding mat, or wear a
grounded static discharge wrist strap, or touch a grounded rack or other
source of ground before you handle the processor logic card.

Remove the processor logic card from the antistatic bag. Inspect it for
damage. Always handle the processor logic card by the edges (preferably
grasp it between the fore finger and thumb); do not touch the components. If
the processor logic card appears to be damaged, return it to the antistatic
bag and contact the supplier.

Ensure that the inside bottom of the MSS Server is clear and clean.

Correctly grasping the processor logic card, place it in the bottom of the MSS
Server, aligning the hold-down screw holes, and ensuring the cable connec-
tors are positioned to the rear of the MSS Server (toward the cooling fan and
ac power supply).

Reinstall the long and short standoffs that support the riser and PCI logic
card.

Reinstall the 5/32-inch screws that secure the processor logic card to the
bottom of the chassis.

Replace the memory SIMMs (see “Replacing the Memory SIMMs” on
page 6-22).

Replace the riser (see “Replacing the Riser” on page 6-19).

Replace the PCI logic card (see “Replacing the PCI Logic Card” on
page 6-17).

Replace the ATM adapter in Port 1 (see “Replacing the Adapter in Port 1" on
page 6-15).

Replace the ATM adapter in Port 2 (see “Replacing the Adapter in Port 2" on
page 6-13).
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13 Reinstall the PCMCIA modem (see “Replacing the PCMCIA Modem” on
page 6-29).

14 Reinstall the PCMCIA hard drive (see “Replacing the PCMCIA Hard Drive” on
page 6-27).

15 Using the firmware utility (“Viewing or Setting Vital Product Data” on

page 4-15), access the VPD record and enter the new processor card serial
number in Box serial number field.

16 Reconnect the cable connectors for the cooling fan, power supply, and
service port to the processor logic card.

Where to Go Next

1 If your only task was to remove and replace the processor logic card, you are
ready to reinstall the top cover and side brackets. Go to “Reinstalling the
Top Cover” on page 6-6 and return here to continue.

2 Reinstall the MSS Server into the rack with its cable bracket if it was
rack-mounted, or place it in its position if it was table-mounted. Go to
“Replacing the MSS Server” on page 6-4 and return here to continue.

3 Reattach the ATM cable and modem cable.

4 Connect the ac power cord to the MSS Server and then to the power source.
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Replacing the PCMCIA Hard Drive

Attention: The PCMCIA modem must be located in the rightmost slot (when
facing the front of the 8210 MSS Server), or top slot (when facing the front of the
MSS Server Module). The PCMCIA hard drive and modems are “hot pluggable”
devices; therefore, it is not necessary to disconnect power before removing and
reinstalling these PCMCIA devices.

To remove and replace the PCMCIA hard file:

1 Holding one hand beneath the PCMCIA device slot, press the device eject
button (located to the right or top of the device).

2 Obtain the replacement device and insert it in the slot. Ensure that the
device is completely seated (yellow LED goes off).

3 See Appendix G, “MSS Server Module LED Status Indicators” on page G-1
or Appendix F, “8210 Nways MSS Server LED Indicators” on page F-1 and
verify that the replacement device is operational by the correct state of the
LEDs.

Installing Operational Software on the Hard Drive

Note: This procedure should be performed by trained IBM service personnel.
Customers who need this done should contact IBM service.

Follow these steps to install the operational software on the PCMCIA hard drive:

1 First, restart the MSS Server in attended mode or enter Ctrl C during the
load sequence from a console. More information about attended mode is
found in the IBM Multiprotocol Switched Services (MSS) Server Command
Line Interface Volume 1: User’s Guide and Protocol Reference.

2 Enter the supervisory password or the IBM service password.

3 From the Menu screen choose DIAGS. When the PCMCIA box appears,
enter the supervisory password or the IBM service password.

4 Press Esc to exit DIAGS and to bring up the Resident Monitor prompt.
5 At the Resident Monitor prompt, type fdisk O . Press Enter.
6 When the formatting is done, type c:. Press Enter.

{ Enter the following commands, which are similar to DOS commands, to gen-
erate directories for the hard drive.

md c:\sys0

md c:\sysl

md c:\vru

md c:\vru\vfiles
md c:\vru\fax
md c:\vru\maint
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8 Type core init and press Enter. This command sets up a dump area on the
hard disk. The hard drive is now prepared to receive operational software
files.

9 Use TFTP to transfer the complete set of operational software files from a
workstation to the MSS Server hard drive.

See “File Transfer Using TFTP” on page 5-4 and “File Transfer” on page 5-8
for instructions. Note that you transfer the files to Banks within the MSS
Server. These Banks represent the directories that you have just created,;
you do not have to be concerned about transferring the files to a particular
directory within the MSS Server.

10 After you have successfully transferred the operational software, you must go
through the configuration steps outlined in Chapter 5, “Managing Operational
Code and Configuration Files.”, specifically the Set commands.

6-28 MSS Server Service Manual



Replacing the PCMCIA Modem

Attention: Proper installation according to these instructions is a condition for com-
pliance with the regulations of electromagnetic interference.

The PCMCIA modem must be located in the rightmost slot (when facing the front of
the 8210 MSS Server), or top slot (when facing the front of the MSS Server
Module). The PCMCIA hard drive and modems are “hot pluggable” devices; there-
fore, it is not necessary to disconnect power before removing and reinstalling these
PCMCIA device.

To remove and replace the PCMCIA modem:

1 Disconnect the cable from the PCMCIA modem.

2 Holding one hand beneath the PCMCIA device slot, press the device eject
button (located to the right or top of the device).

3 Obtain the replacement device and insert it in the slot. Ensure that the
device is completely seated (yellow LED goes off).

4 Reconnect the PCMCIA modem cable.
5 See Appendix G, “MSS Server Module LED Status Indicators” on page G-1
or Appendix F, “8210 Nways MSS Server LED Indicators” on page F-1 and

verify the replacement device is operational by the correct status of the
LEDs.
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Appendix A. Safety Information

A Danger: Before you begin to install this product, read the safety information
in Caution: Safety Information—Read This First, SD21-0030. This booklet
describes safe procedures for cabling and plugging in electrical equipment.

A Varning — livsfara:  Innan du borjar installera den har produkten bor du
lasa sakerhetsinformationen i dokumentet Varning: Sékerhetsféreskrifter— L&s
detta forst, SD21-0030. Dar beskrivs hur du pa ett sakert satt ansluter elektrisk
utrustning.

A Fare: For du begynner & installere dette produktet, ma du lese
sikkerhetsinformasjonen i Advarsel: Sikkerhetsinformasjon — Les dette forst,
SD21-0030 som beskriver sikkerhetsrutinene for kabling og tilkobling av elektrisk
utstyr.

Fare! Fgr du installerer dette produkt, skal du leese sikkerhedsforskrifterne i
NB: Sikkerhedsforskrifter—Laes dette forst SD21-0030. Vejledningen beskriver

den fremgangsmade, du skal bruge ved tilslutning af kabler og udstyr.

A Gevaar: Voordat u begint met de installatie van dit produkt, moet u eerst de
veiligheidsinstructies lezen in de brochure PAS OP! Veiligheidsinstructies—Lees dit
eerst, SD21-0030. Hierin wordt beschreven hoe u electrische apparatuur op een
veilige manier moet bekabelen en aansluiten.

A Gevaar Voordat u begint met het installeren van dit produkt, dient u eerst
de veiligheidsrichtlijnen te lezen die zijn vermeld in de publikatie Caution: Safety
Information - Read This First, SD21-0030. In dit boekje vindt u veilige procedures
voor het aansluiten van elektrische appratuur.

A Vorsicht: Bevor mit der Installation des Produktes begonnen wird, die
Sicherheitshinweise in Achtung: Sicherheitsinformationen—Bitte zuerst lesen, IBM
Form SD21-0030. Diese Verdffentlichung beschreibt die Sicherheitsvorkehrungen
fur das Verkabeln und Anschliel3en elektrischer Geréte.

A

fEbg : BAEEZRRT DHAIIC. RL2ICEAT S
IMBFSD21-0030 D TRAZBHTEA K FFELV]
(Read This First) DIEZHFEH 2SN,
ZO/MRFIE. EREBORELERR SERD
FIRIZDOWTEHBALTWET,
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A Danger : Avant d'installer le présent produit, consultez le livret Attention :
Informations pour la sécurité — Lisez-moi d'abord, SD21-0030, qui décrit les
procédures a respecter pour effectuer les opérations de cablage et brancher les
équipements électriques en toute sécurité.

A Danger: Avant de procéder a l'installation de ce produit, lisez d'abord les
consignes de sécurité dans la brochure ATTENTION: Consignes de sécurité—A
lire au préalable, SD21-0030. Cette brochure décrit les procédures pour cabler et
connecter les appareils électriques en toute sécurité.

A Pericolo: prima di iniziare l'installazione di questo prodotto, leggere le
informazioni relative alla sicurezza riportate nell'opuscolo Attenzione: Informazioni
di sicurezza — Prime informazioni da leggere in cui sono descritte le procedure per
il cablaggio ed il collegamento di apparecchiature elettriche.

A Perigo: Antes de iniciar a instalagdo deste produto, leia as informagfes de
seguranca Cuidado: Informacées de Seguranca — Leia Primeiro, SD21-0030.
Este documento descreve como efectuar, de um modo seguro, as ligagdes
eléctricas dos equipamentos.

A Peligro: Antes de empezar a instalar este producto, lea la informacién de
seguridad en Atencién: Informacién de Seguridad — Lea Esto Primero, SD21-0030.
Este documento describe los procedimientos de seguridad para cablear y enchufar
equipos eléctricos.

A Perigo: Antes de comecar a instalar este produto, leia as informacdes de
seguranca contidas em Cuidado: Informacbes Sobre Seguranca—Leia Isto
Primeiro, SD21-0030. Esse folheto descreve procedimentos de seguranca para a
instalacao de cabos e conexdes em equipamentos elétricos.

A VAARA: Ennen kuin aloitat taman tuotteen asennuksen, lue julkaisussa
Varoitus: Turvaohjeet—Lue tdmé ensin, SD21-0030, olevat turvaohjeet. Tassa

kirjasessa on ohjeet siita, miten sahkolaitteet kaapeloidaan ja kytketaan turvallisesti.

A\

8l ol MES Mx|5t7| Ho| BEA|
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(SD21-0030) o U= OFN HEE
OIoAIA|o
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fabs « LERERSZA > FHRE
"Caution: Safety Information--Read
This First" SD21-0030 it ArE
PR ESEIE - EARTFME &R
1o I PE AR e i H M AR R FEIRA 22 A8 -

A

Uwaga:

Przed rozpoczeciem instalacji produktu nalezy zapozna¢ sie z instrukcja;
"Caution: Safety Information - Read This First", SD21-0030.

Zawiera ona warunki bezpieczenstwa przy podtaczaniu do sieci elektrycznej
i eksploatacji.

A

Upozornéni: nez zahajite instalaci tohoto produktu, prectéte si
nejprve bezpe€nostni informace v pokynech ,Bezpecnostni
informace” ¢. 21-0030. Tato brozurka popisuje bezpec¢nostni
opatreni pro kabelaz a zapojeni elektrického zafizeni.

A Vigyazat: Mieldtt megkezdi a berendezés izembe helyezését, olvassa el a
Caution: Safety Information— Read This First, SD21-0030 kényvecskében leirt

biztonsagi informacidkat. Ez a kdnyv leirja, milyen biztonsagi intézkedéseket kell
megtenni az elektromos berendezés huzalozésakor illetve csatlakoztatasakor.

A

Pozor: Preden zaénete z instalacijo tfega produkta
preberite poglavie: ‘Opozorilo: Informacije

0 vamem rokovanju-preberi pred uporato,”
SD21-0030. To poglavie opisuje praviine
postopke za kabliranje,

A

BHuMaHMe: VIHCTPyKUMS NO TEXHUKE BE30NacHOCTU --
lMpoyecTb B NEPBYIO O4eEpEenb
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Danger Notices

DANGER:

1 To avoid a shock hazard, do not connect or disconnect any cables or perform
installation, maintenance, or reconfiguration of this product during an electrical
storm.

PELIGRO:

1 Para evitar la posibilidad de descargas, no conecte o desconecte ningun cable,
ni realice ninguna instalacién, mantenimiento o reconfiguracién de este producto
durante una tormenta eléctrica.

GEVAAR !

1 Om het gevaar voor elektrische schokken te vermijden, mag u geen kabels
aansluiten of loskoppelen en dit product niet installeren, onderhouden of opnieuw
instellen tijdens een onweer.

DANGER:

1 Pour éviter tout risque de choc électrique, ne manipulez aucun céble et
n'effectuez aucune opération d'installation, d'entertien ou de reconfiguration de ce
produit au cours d'un orage.

Fare!

1 Undga elektrisk sted:

Produktet ma hverken installeres, vedligeholdes eller omkonfigureres i tordenvejr.
Det samme gaelder for tilslutning eller afmontering af kabler.

VAARA:
1 Ala kytke tai irrota kaapeleita 4laka asenna tai huolla tata laitetta tai muuta sen
kokoonpanoa ukonilman aikana. Muutoin voit saada sahkdiskun.

VORSICHT:

1 Aus Sicherheitsgriinden bei Gewitter an diesem Gerét keine Kabel
angeschlieRen oder l6sen. Ferner keine Installations-, Wartungs oder
Rekonfigurationsarbeiten durchfiihren.

PERICOLO:

1 Per evitare scosse elettriche, non collegare o scollegare cavi o effettuare
installazioni, riconfigurazioni 0 manutenzione di questo prodotto durante un
temporale.

FARE:

1 For a unnga elektrisk stat ma ikke kabler kobles til eller fra. Du ma heller ikke
foreta installering, vedlikehold eller rekonfigurering av dette produktet under
tordenveer.
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PERIGO:
1 Para evitar possiveis choques eléctricos, ndo ligue nem desligue cabos, nem
instale, repare ou reconfigure a maquina, durante uma trovoada.

VARNING — LIVSFARA

1 Vid askvader ska du aldrig ansluta eller koppla ur kablar eller arbeta med instal-

lation, underhall eller omkonfigurering av utrustningen.

PERIGO:
1 Para evitar possiveis choques eléctricos, ndo ligue nem desligue cabos, nem
instale, repare ou reconfigure a maquina, durante uma trovoada.

yed
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NEBEZPECI!

Za bourky s vyrobkem nijak nemanipulujte: nepfipojujte ani neodpojujte
zadné kabely a neprovadéjte zadnou instalaci, udrzbu ani upravy. Nebezpeci
urazu elektrickym proudem!

NEVARNOST

Da se izognete udaru elektricnega toka, ne prikljucevati oziroma izkljuCevat
nikakr$njin kablov ali izvajati instalacijo, vzdrzevanije, ali rekonfiguracijo te
naprave med nevihto.,

VESZELY!

Az aramutés elkerllése végett elektromos vihar kdzben ne dugja be és ne
hlazza ki e termék semmilyen kabelét, illetve ne végezzen azon szerelési,
karbantartasi vagy Gjrakonfiguralasi munkat.

NIEBEZPIECZENSTWO

W celu unikniecia porazenia pradem nie wolno podtacza¢ lub roztaczaé zadnych
kabli, ani przeprowadza¢ instalacji, konserwaciji lub rekonfiguracji urzadzenia
znajdujacego sie pod napieciem.

OCTOPOXXHO

Bo n3GexaHne nopaxeHns aNneKTpU4eckum TOKOM BO BPEMS MPO3bl 3arpeLuaeTcs
npunucoegnHATb U OTCOEeANHATb Ka6en|/|, NHCTaNNIMPOBAaTh, O6Cﬂy)KI/IBaTb 7N
pekoHdUryprpoBaTh AaHHOe U3aenue.
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DANGER:
2 To avoid the possibility of electrical shock, switch power off and unplug the
power cord from the outlet before detaching the power cord from the base unit.

PELIGRO:

2 Para evitar la posibilidad de descargas, coloque el interruptor de encendido en la
posicién de apagado y desenchufe el cable de alimentacién del tomacorriente
antes de desconectar dicho cable de la unidad base.

GEVAAR:
2 Schakel de IBM 8210 uit en trek het netsnoer uit het stopcontact vooraleer u het
netsnoer van de basiseenheid verwijdert, dit om elektrische schokken te vermijden.

DANGER:

2 Pour éviter tout risque de choc électrique, mettez I''BM 8210 hors tension et
débranchez le cordon d'alimentation du socle de prise de courant avant de le
débrancher de l'unité de base.

Pas pa!

2 Undga risiko for elektrisk sted!

Sluk for strammen, og traek netledningen ud af stikket, far du fijerner netledningen
fra basisenheden.

VAARA:
2 Valttaaksesi sahkdiskun vaaran katkaise virta ja irrota verkkojohto pistorasiasta,
ennen kuin irrotat verkkojohtoa perusyksikosta.

DANGER

Pour éviter tout risque de choc électrique, mettez la machine hors
tension et débranchez le cordon d'alimentation du socle de prise de
courant avant de le débrancher de I'unité de base.

VORSICHT:
2 Aus Sicherheitsgriinden das Gerat ausschalten und den Netzstecker ziehen,
bevor das Netzkabel von der Grundeinheit geldst wird.

PERICOLO:
2 Per evitare la possibilita di scosse elettriche, spegnere la macchina e scollegare il
cavo di alimentazione dalla presa prima di staccarlo dall'unita base.

FARE:
2 For & unnga faren for elektrisk stgt, ma du sl& av strammen og koble nettkabelen
fra stikkontakten fagr du fijerner den fra hovedenheten.

PERIGO:

2 Para evitar a possibilidade de choques eléctricos, desligue o interruptor da
corrente eléctrica e retire o cabo de corrente eléctrica da tomada antes de desligar
0 cabo de corrente eléctrica da unidade base.

VARNING — livsfara:
2 For att undvika elolycksfall ska du sla av strommen och lossa natkabeln fran
eluttaget innan du lossar den fran basenheten.
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PERIGO:

2 Para evitar a possibilidade de choque elétrico, desligue a forca e retire o cabo de

forca da tomada antes de desliga-lo da unidade bésica.
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NEBEZPECI!

Kdyz je zafizeni pfipojeno k siti, je uvnitf nebezpecné napéti. Pfed kazdym
zasahem do odkrytého zafizeni je tfeba se presveédcit, ze je pfivodni kabel od
sité odpojen.

NEVARNOST

Da se izognete nevamosti udara elekirienega
toka, izkljueite sistem in iztaknite napaijalni kabel
iz vtienice, $ele nato izloeite napajalni kabel iz
osnovne enofte.

Niebezpieczenstwo!

Aby unikng¢ porazenia pradem elektrycznym,

przed odtgczeniem przewodu zasilajgcego modutu
gtdwnego, nalezy wytgczy¢ zasilanie | wyciggnac przewdd
zasilajgey z gniozdka.

OCTOPOXHO

Bo nsbexaHne BO3MOXHOI0 NOpaxeHUs anek-
TPUYECKUM TOKOM BbIK/OYMTE NMUTAHUE U
BbIHbTE Kabenb U3 PO3ETKN Npexae, Yem OT-
CoenVHATb CUIOBOM kaGeNb OT OCHOBHOMO y3na.
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DANGER:
4 To avoid shock hazard:

e The power cord must be connected to a properly wired and earthed receptacle.
* Any equipment to which this product will be attached must also be connected
to properly wired receptacles.

PELIGRO:
4 Para evitar peligro de descargas:

e El cable de alimentacion debe estar conectado a una toma de corriente
adecuadamente cableada y con toma de tierra.

e Cualquier equipo al que se conecte este producto debe estar también
conectado a tomas de corriente adecuadamente cableadas.

GEVAAR !
4 Om elektrische schokken te vermijden:

e moet het netsnoer aangesloten zijn op een correct bedraad en geaard
stopcontact.

* moeten alle machines waarmee dit product zal worden verbonden ook op
correct bedrade stopcontacten zijn aangesloten.

DANGER:
4 Pour éviter tout risque de choc électrique:

e Le cordon d'alimentation doit étre branché sur une prise d'alimentation
correctement cablée et mise a la terre.

e D'autre part, tout le matériel connecté a ce produit doit également étre branché
sur des prises d'alimentation correctement cablées et mises a la terre.

FARE!
4 Undga elektrisk stad:

* Netledningen skal tilsluttes en korrekt installeret stikkontakt med forbindelse til
jord.

» Sgarg for korrekt installation af stikkontakterne, bade til produktet og til det
udstyr, det tilsluttes.

VAARA:
4 Voit saada sahkoiskun, jos et noudata seuraavia ohjeita:

e Taman laitteen verkkojohdon saa kytkea vain toimintakunnossa olevaan
maadoitettuun pistorasiaan.

e Tahan laitteeseen liitettavat laitteet on kytkettdva toimintakunnossa olevaan
maadoitettuun pistorasiaan.

DANGER

Pour éviter tout risque de choc électrique :

- les cordons d'alimentation du présent produit et de tous les
appareils qui lui sont connectés doivent étre branchés

sur des socles de prise de courant correctement céblés et
mis a la terre.
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VORSICHT
4 Aus Sicherheitsgrinden

e Gerat nur an eine Schutzkontaktsteckdose mit ordnungsgeméan geerdetem
Schutzkontakt anschlieRen.

¢ Alle angeschlossenen Gerate ebenfalls an Schutzkontaktsteckdosen mit
ordnungsgemal geerdetem Schutzkontakt anschliel3en.

PERICOLO:
4 Per evitare scosse elettriche:

* |l cavo di alimentazione deve essere collegato a una presa munita di terra di
sicurezza e propriamente cablata.

e Tutte le unita esterne di questo prodotto, devono essere collegate a prese
munite di terra di sicurezza e propriamente cablate.

FARE:
4 For & unnga elektrisk stat:

» Nettkabelen ma veere plugget i en korrekt koblet og jordet stikkontakt.
» Alt utstyr som er koblet til dette produktet ma vaere plugget i en korrekt koblet
stikkontakt.

PERIGO:
4 Para evitar choques eléctricos:

e O cabo de alimentagdo tem de estar ligado a uma tomada de corrente
correctamente instalada e com ligagéo a terra.

e Todo o equipamento ligado a esta maquina também deve estar ligado a
tomadas correctamente instaladas.

VARNING — LIVSFARA
4 For att undvika elolycksfall:

» Natkabeln maste anslutas till ett ratt kopplat jordat eluttag.
« Aven annan utrustning som ska anslutas till den har produkten maste anslutas
till jordat uttag.

PERIGO:
4 Para evitar choques eléctricos:

e O cabo de alimentacdo tem de estar ligado a uma tomada de corrente
correctamente instalada e com ligagédo a terra.

e Todo o equipamento ligado a esta maquina também deve estar ligado a
tomadas correctamente instaladas.

yed o
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NEBEZPECI!
PFivodni kabel smi byt pfipojen pouze ke spravné zapojené a uzemnéné
zasuvce.

° Také kazdé zafizeni, ke kterému je tento vyrobek pfipojen, smi byt
pfipojeno pouze ke spravné zapojené zasuvce.

. V opacném pfipadé hrozi nebezpeci Urazu elektrickym proudem.

Nebezpecenstvo:

Aby sa prediSlo hazardu elektrického Soku:

1. sietova Snura musi byt zapojena do spravne zapojenej
a uzemnenej zasuvky.

2. kazdé iné zariadenie , ktoré bude pripojené na dany
produkt, musi byt tiez zapojeny na spravne pripojené
zasuvky.

NEVARNOST

Da se izognete udaru elekfricnega toka:

o Napajalni kabel mora biti priklju¢en v pravilno
instalirano in ozemljeno vticnico.

O Katerakoli druga oprema, na katero se
veze ta sistem, mora biti ravno tako
pravilno priklju¢ena v ustrezno vti¢nico.

VESZELY!

Az aramutés elkerlilése végett:

o A halozati csatlakoz6zsinért megfelel6en bekotott és foldelt
dugaszolbaljzatba kell csatlakoztatni.

. Minden olyan berendezést megfeleléen beko6tott dugaszolbaljzatba
kell csatlakoztatni, amelyhez a terméket kapcsolja.

UWAGA

Aby unikng¢ porazenia pradem elektrycznym:

o Wityczka musi by¢ podtaczona do prawidtowo
zainstalowanego i uziemionego gniazdka.

o Wszystkie inne urzadzenia, z ktérym to urzadzenie
jest potaczone, musza by¢ podtaczone do
prawidtowo zainstalowanych gniazdek.
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OCTOPOXXHO

Bo n3bexaHne nopaxeHust SNeKTPUHECKUM TOKOM:

0 Kabenb nutaHns [OMKEH ObITb NPUCOEANHEH K
3NEeKTPMYECKON po3eTke, KabnmpoBaHHOM 1 3a-
3eMJIEHHOW Haanexalmm o6pasom.

o Bcé obopynoBaHue, Kk koTopoMy OyaeT NOAK/Io-
4YeHO AaHHOEe u3penve, Takke A0SKHO ObiTb
npucoeanHeHOo K 3N1IEKTPUHECKM po3eTKaMm,
KabnMpoBaHHbIM Haanexalmm obpa3om.

DANGER:
5 Hazardous voltages exist inside this machine when it is powered on. Anytime
you service this unit with the cover off, be sure to unplug the power cord.

PELIGRO:

5 Aun cuando esta apagada, hay voltajes peligrosos en esta maquina. Siempre
gue dé servicio a esta maquina sin la cubierta, asegurese de desenchufar el cable
de alimentacion.

GEVAAR:

5 Er bevindt zich gevaarlijke spanning binnenin deze machine, wanneer ze is
ingeschakeld. Telkens als u onderhoud uitvoert op deze eenheid, met de behuizing
verwijderd, moet u het netsnoer loskoppelen.

DANGER:
5 Tension dangereuse a l'intérieur de la machine lorsque celle-ci est sous tension.
Avant toute intervention a l'intérieur, débranchez le cordon d'alimentation.

FARE!
5 Der er hgj spaending i denne maskine, nar den er teendt. Treek derfor altid
netledningen ud, nar enheden skal efterses.

VAARA: 5 Virran ollessa kytkettyna koneen sisélla on vaarallisia jannitteitd. Muista
aina irrottaa verkkojohto, jos huollat konetta sen suojakannen ollessa irrotettuna.

VORSICHT:

5 Bei eingeschaltetem Gerét liegen im Innern gefahrliche Spannungen an.
Sicherstellen, dal3 bei Arbeiten an der gedffneten Maschine der Netzstecker
gezogen ist.

PERICOLO:

5 Quando la macchina € alimentata, vi sono tensioni pericolose all'interno. Ogni
volta che si effettuano interventi di manutenzione, se il coperchio non & inserito,
scollegare il cavo di alimentazione.

FARE:

5 Det er farlig spenning inni maskinen nér den er slatt pd. Hver gang du utfarer
service pad maskinen mens dekselet er tatt av, ma du huske pa & trekke ut
nettkabelen.

PERIGO:

5 Este equipamento, quando ligado, apresenta tensdes perigosas no seu interior.
Sempre que proceda a assisténcia nesta unidade com a cobertura retirada,
certifiqgue-se que o cabo de alimentacdo da unidade se encontra desligado.
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VARNING — LIVSFARA:
5 Farliga spanningar i maskinen nar den &r paslagen. Se till att natkabeln ar
urkopplad innan du 6ppnar enheten.

PERIGO:

5 Existem voltagens perigosas no interior desta maquina quando ela esta ligada.
Toda vez que vocé for fazer a manutencdo desta unidade com a tampa aberta,
certifique-se de desconectar o cabo de forca.

DANGER:

5 Une tension dangereuse existe dans cette machine lorsqu'elle est branchée.
Déconnectez toujours le cordon d'alimentation avant de retirer le couvercle, lorsque
vous effectuez des procédures de maintenance.

5

VESZELY!

Bekapcsolt allapotban a gépen belil veszélyes fesziiliségek Iépnek fel.
Amikor a késziiléket eltavolitott fedél mellett javitja, feltétlentl hizza ki a
hal6zati csatlakozdzsinoért.

5
falR
TR R R S,
5
Gl

AR B RS LTI -
U AT S e - 25
DIAER R

5

Uwaga wysokie napiecie!

Przed zdjeciem obudowy, nalezy wytaczy¢ przewod zasilajgcy z gniazdka.
5

OCTOpPOXHO:

Mpv BKIIOYEHHOM MUTaHWUM B YCTPOMCTBE MMEETCS HanpsKeHne, onacHoe

ons kn3Hn. Mpu o6Ccny>XMBaHNM YCTPOMCTBA CO CHATON KPBbILLIKOM OTCOe-
OVHUTE Kabenb NUTaHUs.
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5

OPASNO

Unutar ovog uredjaja prilikom njegovog uklju¢ivanja u mrezu nastaje opasan
napon. Svaki put kad radite s ovim uredjajem s otvorenim poklopcem morate
biti sigurni da mrezna zica nije spojena s priklju¢nicom.

5

NEBEZPECI!

Kdyz je zafizeni pfipojeno k siti, je uvnitf nebezpeéné napéti. Pred kazdym
zdsahem do odkrytého zarizeni je tfeba se presvedcit, ze je privodni kabel od
sité odpojen.

5

NEBEZPECENSTVO!

Ked' je zariadenie pripojené na siet, je vo vnitri nebezpecné

napatie. Pred kazdym zdsahom do odkrytého zariadenia je
potrebné sa presvedcit, ze privodny kabel je odpojeny od siete.
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Caution Notices

A

Cuidado:

Vocé deve segurar a unidade de base enquanto estiver

removendo os parafusos para evitar que caiam no chdo ou em outro
equipamento abaixo dela no rack. A unidade pesa aproximadamente
6.7 kg (14.5 Ib).

A

Fery

BAETFERIRETIN - WCRPREAT Y - DB BRAEH b > SifE B2 T HAL
ERCENIR LR - XEMFRAE 6.7~ (14.58) -

A

OPREZ:

Potrebno je pridrzavati sistemsku jedinicu dok skidate vijke da bi
sprijecili moguci pad na pod ili na druge uredaje smjestene u ormaru
ispod nje. Sistemska jedinica je teska otprilike 6.7 kg (14.5 funti)

A

Pri odstrafiovani Sroubtl podpirejte zakladni jednotku tak,
aby nespadla na zem nebo na jiné zafizeni pod stojanem.
Tato jednotka vazi asi 6.7 kg (14.5 Ib).

A\

Pas pa!

Undga at tabe basisenheden pa gulvet eller ned i udstyr monteret under den i
racket: Understgt basisenheden, mens du fjerner skruerne. Enheden vejer ca. 6,7

kg.

A\

ATTENTIE:

Tijdens het verwijderen van de schroeven moet u de basiseenheid ondersteunen,
om te voorkomen dat deze op de grond of op de andere apparatuur in het rek valt.
De eenheid weegt ongeveer 6,7 kg.
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A Varoitus:

Tue keskusyksikk6a, kun irrotat ruuveja. Muutoin se voi pudota lattialle tai telineen
muiden laitteiden pé&élle. Keskusyksikkd painaa noin 6,7 kiloa.

A

Attention :

L'unité de base pése 6,7 kg. Lorsque vous en desserrez les vis,
maintenez-la fermement pour éviter qu'elle ne tombe a terre ou
sur un autre équipement de l'armoire.

A

ACHTUNG

Die Basiseinheit beim L]sen der Schrauben unbedingt
festhalten.
Die Basiseinheit wiegt etwa 6,7 kg.

A

FIGYELMEZTETES!

Fogja meg jol az alap egységet a csavarok kicsavarasakor, hogy elkerilje annak a padléra vagy
a keretben alatta Iév6 mas berendezésre esését! Az egyég témege kb. 6,7 kg (14.5 Ib).
(Lasd a "Biztonsagi figyelmeztetések" A Flggelékében a 3-as FIGYELMEZTETES forditasat!)

A Attenzione Occorre sostenere l'unita di base durante la rimozione delle viti
per evitare che tale unita cada sul pavimento o su un'altra apparecchiatura posta
sotto il rack. L'unita pesa approssimativamente 6,7 kg.

A

FE
RLERUNLTLSEIE., EEAKROEICETLEY, $5W0ET v I ADOMOEED EITET
LY LBWESIC, RTEEESSATHERENHYET.,. KEOZKEENK 6.7 kg TY.

=)

44

LIAFSO| BFEtOlL} 24 Qto| C}E AtH|of TOIXIX| YE=
Bx|0IA LIAFSO| MAElS Sk &2 X|X|sHoF SHick.
Bx|2| 2AE F 6.7kg (14.51b) YLIC},
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VAN

Advarsel:

Du ma stette opp hovedenheten mens du tar ut skruene sa
den ikke faller i gulvet eller ned pa annet utstyr som er
lenger ned i kabinettet. Enheten veier ca. 6,7 kg.

A

UWAGA:

Podczas wykrecania srub jednostke podstawowg nalezy podtrzymywac,
aby nie upadta na podtoge lub inne urzgdzenia potozone pod nig w stelazu.
Jednostka ma mase oko

A Cuidado:

Deve segurar a unidade de base enquanto remove os parafusos, de modo a evitar
gue a unidade caia no ch%.0 ou sobre outro equipamento que se encontre
instalado abaixo dela, no bastidor. A unidade pesa aproximandamente 6,7 Kg.

A

Vystraha:

Je potrebné podopriet zakladnu systémovu jednotku
pocCas odstrafiovania skrutiek, aby sa prediSlo padu
Casti zariadenia na zem alebo na skrifiu. Hmotnost
zakladnej systémovej jednotky je priblizne 6,7 kg (14,5Ib).

A

Nebezpecenstvo:

Aby sa prediSlo hazardu elektrického Soku:

1. sietova Sndra musi byt zapojena do spravne zapojenej
a uzemnenej zasuvky.

2. kazdé iné zariadenie , ktoré bude pripojené na dany
produkt, musi byt tiez zapojeny na spravne pripojené
zasuvky.

A Precaucion:

Debe sostener la unidad base mientras esta quitando los tornillos
para evitar que caiga al suelo o sobre otro de los equipos del
bastidor. La unidad pesa 6,7 Kg. (14,5 Ib).

Consulte el apartado PRECAUCION del Apéndice A "Informacion
de Seguridad" para transformaciones

A "Informacje o bezpieczen
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A VARNING:

Nar du tar bort skruvarna maste du halla i basenheten s& att den inte faller
ner pa golvet eller pa annan utrustning i racket. Enheten vager nastan 7 kg.

A

EE

THRBHRe F, LHERHEFL
AR E VAR F e B MR B
RTIFEECHM o bARKEF
& 6.7 (145 ) o

=
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Appendix B. Notices

References in this publication to IBM products, programs, or services do not imply
that IBM intends to make these available in all countries in which IBM operates.
Any reference to an IBM product, program, or service is not intended to state or
imply that only IBM’s product, program, or service may be used. Any functionally
equivalent product, program, or service that does not infringe any of IBM’s intellec-
tual property rights may be used instead of the IBM product, program, or service.
Evaluation and verification of operation in conjunction with other products, except
those expressly designated by IBM, are the user’s responsibility.

IBM may have patents or pending patent applications covering subject matter in
this document. The furnishing of this document does not give you any license to
these patents. You can send license inquiries, in writing, to the IBM Director of
Licensing, IBM Corporation, 500 Columbus Avenue, THORNWOOD NY 10594
USA.

| United Kingdom Homologation Compliance Statement

[ STATEMENT OF COMPLIANCE

| The United Kingdom Telecommunications Act 1984. This equipment is approved under
| General Approval Number
| NS/G/1234/3/100003

[ for indirect connections to the public telecommunications systems in the United
[ Kingdom.

Electronic Emission Notices

Federal Communications Commission (FCC) Statement

Note: This equipment has been tested and found to comply with the limits for a
Class A digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference when the
equipment is operated in a commercial environment. This equipment generates,
uses, and can radiate radio frequency energy, and if not installed and used in
accordance with the instruction manual, may cause harmful interference to radio
communications. Operations of this equipment in a residential area is likely to
cause harmful interference, in which case the user will be required to correct the
interference at his own expense.

Properly shielded and grounded cables and connectors (IBM part number 55H8694
or its equivalent for the data/fax/voice modem, or IBM part number 72H4447 or
equivalent for the data/fax modem) must be used in order to meet the FCC emis-
sion limits. IBM is not responsible for any radio or television interference caused by
using other than recommended cables and connectors or by unauthorized changes
or modifications to this equipment. Unauthorized changes or modifications could
void the user’s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) this device may not cause harmful interference, and (2)
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this device must accept any interference received, including interference that may
cause undesired operations.

Industry Canada Class A Emission Compliance Statement

This Class A digital apparatus meets all requirements of the Canadian Interference-
Causing Equipment Regulations.

Avis de conformité aux normes d'Industrie Canada

Cet appareil numérique de la classe A respecte toutes les exigences du Réglement
sur le matériel brouilleur du Canada.

European Union (EU) Mark of Conformity Statement

B-2

This product is in conformity with the protection requirements of EU Council Direc-
tive 89/336/EEC on the approximation of the laws of the Member States relating to
electromagnetic compatibility. IBM cannot accept responsibility for any failure to
satisfy the protection requirements resulting from a non-recommended modification
of the product, including the fitting of non-IBM option cards.

Properly shielded and grounded cables and connectors (IBM part number 72H4447
or its equivalent for the data/fax modem) must be used in order to reduce the
potential for causing interference to radio and TV communications and to other
electrical or electronic equipment. IBM cannot accept responsibility for any interfer-
ence caused by using other than recommended cables and connectors.

Warning: This is a Class A product. In a domestic environment this product may
cause radio interference in which case the user may be required to take adequate
measures.

Dieses Gerit ist berechtigt in Ubereinstimmung mit dem deutschen EMVG vom
9.Nov.92 das EG-Konformitatszeichen zu fuhren. Der Au3teller der
Konformitatserklarung ist die IBM, 3039 Cornwallis Road, Research Triangle Park,
North Carolina, 27709-1295, U.S.A..

Dieses Gerét erflllt die Bedingungen der EN 55022 Klasse/A.Fur diese Klasse von
Geraten gilt folgende Bestimmung nach dem EMVG:

Geréate durfen an Orten, fir die sie nicht ausreichend entstort sind, nur mit
besonderer Genehmigung des Bundesminesters fir Post und Telekommunikation
oder des Bundesamtes flir Post und Telekommunikation betrieben werden. Die
Genehmigung wird erteilt, wenn keine elektromagnetischen Stérungen zu erwarten
sind. Auszug aus dem EMVG vom 9.Nov.92, Para.3, Abs.4)

Hinweis: Dieses Genehmigungsverfahren ist von der Deutschen Bundespost noch
nicht verdffentlicht worden.
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Japanese Voluntary Control Council for Interference (VCCI) Statement

Warning: This product is a Class 1 Information Technology Equipment and con-
forms to the standards set by the Voluntary Control Council for Interference by
Information Technology Equipment (VCCI). In a domestic environment this product
may cause radio interference in which case the user may be required to take ade-
guate measures.

Australian and New Zealand Radiocommunications (Radio)

Regulations

Warning: This is a Class A product. In a domestic environment this product may
cause radio interference in which case the user may be required to take adequate
measures.

Trademarks

The following terms are trademarks of the IBM Corporation in the United States or
other countries or both:

AIX APPN AT

CallPath Common User Access IBM
(CUA)

NetView Nways PowerPC

RISC/6000 System Application Archi- System/38

tecture (SAA)

Other company, product, and service names, which may be denoted by a double
asterisk (**), may be trademarks or service marks of others.
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International Business Machines Corporation Armonk, New York, 10504

Statement of Limited Warranty

The warranties provided by IBM in this Statement of Limited Warranty apply only to Machines you originally purchase for your use,
and not for resale, from IBM or your reseller. The term “Machine” means an IBM machine, its features, conversions, upgrades,
elements, or accessories, or any combination of them. Unless IBM specifies otherwise, the following warranties apply only in the
country where you acquire the Machine. If you have any questions, contact IBM or your reseller.

Machine: 8210 MSS Server or MSS Server Module
Warranty Period*: 1 Year

*Contact your place of purchase for warranty service information.

Production Status
Each Machine is manufactured from new parts, or new and used parts. In some cases, the Machine may not be new and may have
been previously installed. Regardless of the Machine's production status, IBM's warranty terms apply.

The IBM Warranty for Machines

IBM warrants that each Machine 1) is free from defects in materials and workmanship and 2) conforms to IBM's Official Published
Specifications. The warranty period for a Machine is a specified, fixed period commencing on its Date of Installation. The date on
your receipt is the Date of Installation, unless IBM or your reseller informs you otherwise.

During the warranty period IBM or your reseller, if authorized by IBM, will provide warranty service under the type of service desig-
nated for the Machine and will manage and install engineering changes that apply to the Machine.

For IBM or your reseller to provide warranty service for a feature, conversion, or upgrade, IBM or your reseller may require that the
Machine on which it is installed be 1) for certain Machines, the designated, serial-numbered Machine and 2) at an engineering-
change level compatible with the feature, conversion, or upgrade. Many of these transactions involve the removal of parts and their
return to IBM. You represent that all removed parts are genuine and unaltered. A part that replaces a removed part will assume the
warranty service status of the replaced part.

If a Machine does not function as warranted during the warranty period, IBM or your reseller will repair it or replace it with one that is
at least functionally equivalent, without charge. The replacement may not be new, but will be in good working order. If IBM or your
reseller is unable to repair or replace the Machine, you may return it to your place of purchase and your money will be refunded.

If you transfer a Machine to another user, warranty service is available to that user for the remainder of the warranty period. You
should give your proof of purchase and this Statement to that user. However, for Machines which have a life-time warranty, this
warranty is not transferable.

Warranty Service
To obtain warranty service for the Machine, you should contact your reseller or call IBM. In the United States, call IBM at
1-800-IBM-SERYV (426-7378). In Canada, call IBM at 1-800-465-6666. You may be required to present proof of purchase.

IBM or your reseller will provide certain types of repair and exchange service, either at your location or at IBM's or your reseller's
service center, to restore a Machine to good working order.

When a type of service involves the exchange of a Machine or part, the item IBM or your reseller replaces becomes its property and
the replacement becomes yours. You represent that all removed items are genuine and unaltered. The replacement may not be
new, but will be in good working order and at least functionally equivalent to the item replaced. The replacement assumes the
warranty service status of the replaced item. Before IBM or your reseller exchanges a Machine or part, you agree to remove all
features, parts, options, alterations, and attachments not under warranty service. You also agree to ensure that the Machine is free
of any legal obligations or restrictions that prevent its exchange.

You agree to:

1. obtain authorization from the owner to have IBM or your reseller service a Machine that you do not own; and

2. where applicable, before service is provided —
a. follow the problem determination, problem analysis, and service request procedures that IBM or your reseller provide,
b. secure all programs, data, and funds contained in a Machine, and
c. inform IBM or your reseller of changes in a Machine's location.

IBM is responsible for loss of, or damage to, your Machine while it is 1) in IBM's possession or 2) in transit in those cases where IBM
is responsible for the transportation charges.

Extent of Warranty
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IBM does not warrant uninterrupted or error-free operation of a Machine.

The warranties may be voided by misuse, accident, modification, unsuitable physical or operating environment, improper mainte-
nance by you, removal or alteration of Machine or parts identification labels, or failure caused by a product for which IBM is not
responsible.

THESE WARRANTIES REPLACE ALL OTHER WARRANTIES OR CONDITIONS, EXPRESS OR IMPLIED,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OR CONDITIONS OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE. THESE WARRANTIES GIVE YOU SPECIFIC LEGAL RIGHTS AND
YOU MAY ALSO HAVE OTHER RIGHTS WHICH VARY FROM JURISDICTION TO JURISDICTION. SOME JURIS-
DICTIONS DO NOT ALLOW THE EXCLUSION OR LIMITATION OF EXPRESS OR IMPLIED WARRANTIES, SO
THE ABOVE EXCLUSION OR LIMITATION MAY NOT APPLY TO YOU. IN THAT EVENT SUCH WARRANTIES
ARE LIMITED IN DURATION TO THE WARRANTY PERIOD. NO WARRANTIES APPLY AFTER THAT PERIOD.

Limitation of Liability

Circumstances may arise where, because of a default on IBM's part or other liability you are entitled to recover damages from IBM.
In each such instance, regardless of the basis on which you are entitled to claim damages from IBM (including fundamental breach,
negligence, misrepresentation, or other contract or tort claim), IBM is liable only for:

1. damages for bodily injury (including death) and damage to real property and tangible personal property; and
2. the amount of any other actual direct damages or loss, up to the greater of U.S. $100,000 or the charges (if recurring, 12
months' charges apply) for the Machine that is the subject of the claim.

UNDER NO CIRCUMSTANCES IS IBM LIABLE FOR ANY OF THE FOLLOWING: 1) THIRD-PARTY CLAIMS
AGAINST YOU FOR LOSSES OR DAMAGES (OTHER THAN THOSE UNDER THE FIRST ITEM LISTED ABOVE);
2) LOSS OF, OR DAMAGE TO, YOUR RECORDS OR DATA; OR 3) SPECIAL, INCIDENTAL, OR INDIRECT
DAMAGES OR FOR ANY ECONOMIC CONSEQUENTIAL DAMAGES (INCLUDING LOST PROFITS OR SAVINGS),
EVEN IF IBM OR YOUR RESELLER IS INFORMED OF THEIR POSSIBILITY. SOME JURISDICTIONS DO NOT
ALLOW THE EXCLUSION OR LIMITATION OF INCIDENTAL OR CONSEQUENTIAL DAMAGES, SO THE ABOVE
EXCLUSION OR LIMITATION MAY NOT APPLY TO YOU.
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Appendix C. Parts Listings

Parts Listing

This appendix contains a reference drawing and a corresponding index for all field-replaceable units. The
index provides the part number, the quantity required (units), and a description of the part. Separate
indexes lists the FRUs for the 8210 MSS Server or the MSS Server Module.

This parts catalog contains reference drawings and a corresponding index for all field replaceable parts.
The index provides the part number, the quantity required (units), and a description of the part.

Listed below is additional information about the parts assembly index.

® SIMILAR ASSEMBLIES: If two assemblies
contain a majority of identical parts, they are
broken down on the same list. Common parts are
shown by one index number. Parts peculiar to
one or the other of the assemblies are listed sepa-
rately and identified by description.

® AR: (As Required) in the Units column indicates
that the quantity is not the same for all machines.

® NP: (Non-Procurable) in the Units column indi-
cates that the part is non-procurable and that the
individual parts or the next higher assembly
should be ordered.

® NR: (Not Recommended) in the Units column
indicates that the part is procurable but not recom-
mended for field replacement, and that the next
higher assembly should be ordered.

® R: (Restricted) in the Units column indicates the
part has a restricted availability.

© Copyright IBM Corp. 1996, 1997

e INDENTURE: The indenture is marked by a
series of dots located before the parts description.
The indenture indicates the relationship of a part
to the next higher assembly. For example:

Indenture Relationship of Parts

(No dot) MAIN ASSEMBLY

(One dot) e Detail parts of a main assembly

(One dot) e Subassembly of the main
assembly

(Two dots) ¢ ¢ Detail part of a one-dot
subassembly

(Two dots) ¢ ¢ Subassembly of a one-dot

subassembly

(Three dots) e e e Detail part of a two-dot
subassembly



Parts Listing

Assembly 1: Final Assembly, 8210 Nways MSS Server
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Parts Listing

Asm-— Part
Index Number | Units |Description
1-1 NP | Final Assembly - 8210 MSS Server
-1 NP | Cover (for illustration only)
-2 85H3586 1 | 155 MM ATM Adapter
- 85H3587 1 | 155 SM ATM Adapter
-3 85H3582 1 | Riser Card
-4 10H4437 2 | Spacer (10H4437)
-5 1622319 2 | Washer (M5, 1622319)
-6 1621813 2 | Screw (M4 x 16)
-7 33G3907 1 | Screw (M3 x 5)
-8 85H3579 2 | Fan
-9 33G3907 8 | Screw (M3 x 5)
-10 85H3584 1 | DC Power Cable
-11 72H3640 1 | Standoff spacer (12MM)
=12 85H3580 1 | Processor Logic Card
-13 33G3907 AR | Screw (M3 x 5)
-14 92G8546 4 | Screw (M4 x 8)
-15 42H1345 2 | Screw (M4 x 6 Torx)
-16 NP | Rack mounting bracket (illustration only)
=17 NP | Cable mounting bracket (illustration only)
-18 85H3588 1 | Wrap plug kit
-19 41H7107 AR | 16 MB 72-Pin DRAM SIMM
-20 92G6750 1 | Standoff spacer (18MM)
=21 85H3581 1 | PCI Logic Card
=22 85H3584 1 | AC Power Cable
-23 85H3578 1 | Power Supply
—24 85H3572 1 | PCMCIA Data/Fax/Voice Modem - US/Canada
-25 85H3549 AR | PCMCIA Data/Fax/ Modem Programmed for US/Canada
- 85H3550 AR | PCMCIA Data/Fax/ Modem Programmed for Austria
- 85H3551 AR | PCMCIA Data/Fax/ Modem Programmed for Australia
- 85H3552 AR | PCMCIA Data/Fax/ Modem Programmed for Belgium
- 85H3553 AR | PCMCIA Data/Fax/ Modem Programmed for Denmark
- 85H3554 AR | PCMCIA Data/Fax/ Modem Programmed for Finland
- 85H3555 AR | PCMCIA Data/Fax/ Modem Programmed for France
- 85H3556 AR | PCMCIA Data/Fax/ Modem Programmed for Germany
- 85H3557 AR | PCMCIA Data/Fax/ Modem Programmed for Hong Kong
- 85H3558 AR | PCMCIA Data/Fax/ Modem Programmed for Ireland
- 85H3559 AR | PCMCIA Data/Fax/ Modem Programmed for Italy
- 85H3560 AR | PCMCIA Data/Fax/ Modem Programmed for Japan
- 85H3561 AR | PCMCIA Data/Fax/ Modem Programmed for Korea
- 85H3562 AR | PCMCIA Data/Fax/ Modem Programmed for Luxenborg
- 85H3563 AR | PCMCIA Data/Fax/ Modem Programmed for Netherlands
- 85H3564 AR | PCMCIA Data/Fax/ Modem Programmed for New Zealand
- 85H3565 AR | PCMCIA Data/Fax/ Modem Programmed for Norway
- 85H3566 AR | PCMCIA Data/Fax/ Modem Programmed for Singapore
- 85H3567 AR | PCMCIA Data/Fax/ Modem Programmed for S. Africa
- 85H3568 AR | PCMCIA Data/Fax/ Modem Programmed for Spain
- 85H3569 AR | PCMCIA Data/Fax/ Modem Programmed for Sweden
- 85H3570 AR | PCMCIA Data/Fax/ Modem Programmed for Switzerland
- 85H3571 AR | PCMCIA Data/Fax/ Modem Programmed for UK
—26 85H3589 1 | PCMCIA Data/Fax Modem Cable
=27 85H3590 1 | PCMCIA Data/Fax/Voice Modem Cable
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Parts Listing

—28 06H8956
-29 10H5553
- 10H5554
- 10H5555
- 10H5556
— 10H5557
- 10H5558
- 10H5559
- 10H5560
— 10H5561
- 10H5562
- 10H5563
- 10H5564
— 10H5565
-30 72H3676

AR
AR
AR
AR
AR
AR
AR
AR
AR
AR
AR
AR
AR

PCMCIA Hard Drive

Power cord (9 ft. 100-125V)
Power cord (6 ft. 100-125V)
Power cord (9 ft. 230-240V)
Power cord (6 ft. 200)
Power cord (9 ft. 200-250V)
Power cord (9 ft. 200-220V)
Power cord (9 ft. 230-240V)
Power cord (9 ft. 230-240V)
Power cord (9 ft. 230-240V)
Power cord (9 ft. 230-240V)
Power cord (9 ft. 200-220V)
Power cord (9 ft. 200-220V)
Power cord (9 ft. 230-240V)
Dual Ring optical fiber FDDI adapter
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Parts Listing

Assembly 2: Final Assembly, Nways MSS Server Module
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Parts Listing

Asm-— Part
Index Number | Units |Description
2-2 85H3576 NP | Final Assembly - MSS Server (no memory, no PCMCIA devices)
-1 85H3572 1 | PCMCIA Data/Fax/Voice Modem - US/Canada
-2 85H3549 AR | PCMCIA Data/Fax/ Modem Programmed for US/Canada
- 85H3550 AR | PCMCIA Data/Fax/ Modem Programmed for Austria
- 85H3551 AR | PCMCIA Data/Fax/ Modem Programmed for Australia
- 85H3552 AR | PCMCIA Data/Fax/ Modem Programmed for Belgium
- 85H3553 AR | PCMCIA Data/Fax/ Modem Programmed for Denmark
- 85H3554 AR | PCMCIA Data/Fax/ Modem Programmed for Finland
- 85H3555 AR | PCMCIA Data/Fax/ Modem Programmed for France
- 85H3556 AR | PCMCIA Data/Fax/ Modem Programmed for Germany
- 85H3557 AR | PCMCIA Data/Fax/ Modem Programmed for Hong Kong
- 85H3558 AR | PCMCIA Data/Fax/ Modem Programmed for Ireland
- 85H3559 AR | PCMCIA Data/Fax/ Modem Programmed for Italy
- 85H3560 AR | PCMCIA Data/Fax/ Modem Programmed for Japan
- 85H3561 AR | PCMCIA Data/Fax/ Modem Programmed for Korea
- 85H3562 AR | PCMCIA Data/Fax/ Modem Programmed for Luxenborg
- 85H3563 AR | PCMCIA Data/Fax/ Modem Programmed for Netherlands
- 85H3564 AR | PCMCIA Data/Fax/ Modem Programmed for New Zealand
- 85H3565 AR | PCMCIA Data/Fax/ Modem Programmed for Norway
- 85H3566 AR | PCMCIA Data/Fax/ Modem Programmed for Singapore
- 85H3567 AR | PCMCIA Data/Fax/ Modem Programmed for S. Africa
- 85H3568 AR | PCMCIA Data/Fax/ Modem Programmed for Spain
- 85H3569 AR | PCMCIA Data/Fax/ Modem Programmed for Sweden
- 85H3570 AR | PCMCIA Data/Fax/ Modem Programmed for Switzerland
- 85H3571 AR | PCMCIA Data/Fax/ Modem Programmed for UK
-3 85H3589 1 | PCMCIA Data/Fax Modem Cable
-4 85H3590 1 | PCMCIA Data/Fax/Voice Modem Cable
-5 06H8956 1 | PCMCIA Hard Drive
-6 60G2950 AR | 16 M 72-Pin DRAM SIMM
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Appendix D. Firmware Error Codes

The error log which is displayed when you use the Displaying the Error Log firmware utility (See “Dis-
playing the Error Log” on page 4-14) contains error codes. This appendix contains explanations for those

error codes.

Error Code Physical Location Software Subsystem Explanation
00010000 Processor Processor Processor Test Failure
00011000 System Board NVRAM Non-volatile RAM Test Failure
00015001 System Board Firmware Flash An error occurred while erasing the system
firmware.
00015002 System Board Firmware Flash An error occurred while updating the system
firmware.
00015500 System Board Interrupts System board interrupt test failure.
00015501 System Board Interrupts Error occurred during processor interrupt tests.
00015502 System Board Interrupts Error occurred during real time clock interrupt
tests.
00015503 System Board Interrupts Error occurred during timer interrupt tests.
00016000 System Board RTC-NVRAM CRC error.
00016002 System Board RTC-NVRAM Read/Write failure.
00017001 System Board RTC-NVRAM Battery drained.
00017006 System Board RTC-NVRAM Security data missing or lost.
00017007 System Board Security Maximum unsuccessful attempts to enter pass-
word was reached.
00018000 System Board Firmware Firmware code image is corrupted.
000210y0 System Board Thermal Thermal sensor interrupt error.
where yy> = 0xOF = Unexpected consecutive inter-
rupts
z = Non zero bits indicate failing interrupt
3 = Above shutdown temperature
2 = Below shutdown temperature
1 = Below warning temperature
0 = Above warning temperature
2209E000 System Board Thermal sensor Thermal sensor configuration error occurred.
2259E000 System Board Thermal Thermal sensor interrupt error occurred.
2269E0xx System Board Thermal Thermal sensor over-temperature.
Temperature = xx degrees Celsius in hexadecimal.
50000000 System Board PCMCIA PCMCIA controller error.
50001100 Firmware manager The level of System Management Services does
not match the level of system firmware.
710sdddd 155 MB MMF adapter ATM diagnostic Failure of ATM adapter.
in slot “s” dddd=detailed status
720sdddd 155 MB MMF adapter ATM diagnostic Failure of ATM adapter.
in slot “s” dddd=detailed status
740sdddd MSS Server ATM diagnostic Failure of the ATM interface to the 8260.
dddd=detailed status
750sdddd FDDI adapter in slot FDDI diagnostics Failure of FDDI adapter
's' dddd=detailed status
7msceddd PCI slots Adapters m=unique for adapter type

© Copyright IBM Corp. 1996, 1997

s=subtest, c=slot id, e=error id, ddd=debug
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Error Code

Physical Location

Software Subsystem

Explanation

80000000 — — Timeout waiting for Echo Test for 8260 MSS
module only.
80100001 System Board 8260 Mailbox Error occurred while testing page 1 of 8260
memory Mailbox memory.
*
80100010 System Board 8260 Mailbox Error occurred while testing page 2 of 8260
memory Mailbox memory.
801000xy System Board Mailbox memory Error testing mailbox memory
x = indicates page 2 error
y = indicates page 1 error
81000ddd System Board Main Flash Error occurred while reading flash page ddd.
81100ddd System Board Main Flash Error occurred while writing flash page ddd.
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Appendix E. 8210 MSS Server Characteristics

This appendix describes physical characteristics of the 8210 MSS Server. Similar information about the
MSS Server Module is not included because it fits into the 8260 Nways Multiprotocol Switching Hub. The
MSS Server Module is connected to the ATM network when it is installed in the 8260.

Power Characteristics

The ac power cord connector is in the front of the 8210 MSS Server. The 8260 Nways Multiprotocol
Switching Hub supplies power to the MSS Server Module.

Physical Characteristics

The dimensions and weight of the 8210 MSS Server are as follows:

Width 440 mm (17.3 in.) without rack mounting flanges
480 mm (18.9 in.) with rack mounting flanges

Depth 358 mm (14.1 in.)

Height 2u (92,1 mm [3.63 in.] from the top of the 8210

MSS Server to the top of the next machine that is
mounted in the rack)
Weight 6,7 kg (14.7 Ib.) with two ATM Adapters

Space Requirements

The 8210 MSS Server can be rack- or surface-mounted. It should have at least 100 mm (4.0 in.)
minimum clearance at the rear and 300 mm (11.8 in.) clearance at the front. The air flow for ventilation is
from front to back.

Environmental Requirements

Characteristics of the surrounding environment in which the 8210 MSS Server will operate are shown as
follows:

Power-On Temperature 10°C—40°C (50°F—104°F)

Storage Temperature 1°C—60°C (33°F—140°F)

Relative Humidity 8%—80%

Wet Bulb 27°C (81°F)

Caloric value 46.5 Kcal/hr (184 BTU/hr)

Capacity of Exhaust 0.566 Cubic meter/min. (20 cubic ft/min.)
Electrical power 0.107 kilovolt-amperes (kVA)

Starting Current less than 40 A

Leakage Current 1.5 mA maximum

Noise Level 44 dB

Over-temperature Condition

If the temperature in the 8210 MSS Server exceeds the operating (Power-On) temperature, it will shut
down and the over-temperature LED will come on. The 8210 MSS Server will restart when the temper-
ature inside the 8210 MSS Server returns to the Power-On operating range.

An over-temperature condition could indicate that the cooling fans have malfunctioned or an abnormally
high room temperature where the 8210 MSS Server is located.
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Acoustic Characteristics

The following table is a declaration of the MSS Server noise emission characteristics.

Table E-1. Declaration of IBM Product Noise Emission Values

LwAd LpAm <LpA>m
Type Description Oper- Idling Oper- Idling Oper- .
ating (bels) ating (dB) ating Idling (dB)
(bels) (dB) (dB)
8210 MSS Server 4.8 438 N/A N/A 44 44
Notes:
LwAd is the declared (upper limit) sound power level for a random sample of machines.
LpAm is the mean value of the A-weighted sound pressure levels at the operator position (if any) for a random

sample of machines.

<LpA>m is the mean value of the A-weighted sound pressure levels at the one-meter (bystander) positions for a
random sample of machines.

N/A Indicates “not applicable” (that is, having no defined operator position.)

All measurements were made in accordance with ANSI S12.10 and reported in conformance with ISO DIS 9296.
These are preliminary values and are subject to change. The final values will be available from IBM Manufacturing for
production machines.

Pin Assignments for the Service Port

Both the 8210 MSS Server and the MSS Server Module have one standard service port: an EIA 232
female 9-pin D-shell connector that is capable of operating at up to 57.6 Kbps. It can be attached locally
through a null-modem cable, or remotely through a modem attachment. The service port is provided so
that you can access the MSS Server to perform configuration or maintenance. The default line speed is
19.2 kbps.

Figure E-1 shows the pin assignments for the service port connector. Connectors for the MSS Server and
the blade are identical.

1-CD 6 - DSR

S5T02030408) 2-RX 7-RTS
4 -DTR 9-RI
5-GND

Figure E-1. Service Port Pin Assignments
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Appendix F. 8210 Nways MSS Server LED Indicators

This appendix describes the light emitting diodes (LED) indicators for the 8210 MSS Server.

Generally, errors occurring before the operational code is loaded are hardware-related. LEDs on the front
of the MSS Server reflect the status of the hardware components within the MSS Server Module.

Figure F-1 shows the locations of the LEDs, and Table F-1 indicates the meanings of the LEDs.

Power cord Label FDDI ATM Adapters Adapter
plug recess area Adapter port LEDs

’ ¢
o T b7 D)

[¢} it

£ 2828 €8 4 b _— b

Power on Reset Temperature PCMCIA PCMCIA
LED button LED LED hard drive slot modem slot

EIA 232 Reference Reset Memory PCMCIA
Port card slot LED LEDs LEDs

Figure F-1. Front Panel of the MSS Server

Table F-1 (Page 1 of 2). Meanings of the 8210 MSS Server LEDs

LED Color State Explanation
| (Power On) Green ON There is ac power to the 8210 MSS Server and the
power supply is OK.
OFF No ac power is present, or there is a power supply
failure.
Reset Yellow ON System reset is in progress. The LED remains on until
the reset is complete.
OFF System reset is complete.
OK Green ON Hardware logic components are OK.
OFF System fault. Push Reset button. If still OFF, there is a
system fault.
Blinking Operational code load is in progress.
SIMM A or B Yellow ON Memory module (SIMM A or B) fault.
OFF Memory module (SIMM A or B) OK.
Temper- Yellow ON The 8210 MSS Server has an over-temperature condi-
ature symbol tion (See Appendix E, “8210 MSS Server
Characteristics” on page E-1).
OFF The 8210 MSS Server operating temperature is within
the normal range.
PCMCIA slots Yellow ON A PCMCIA device is absent, is not seated correctly, or is
lor2 faulty.
OFF A PCMCIA device is present and is seated correctly.
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Table F-1 (Page 2 of 2). Meanings of the 8210 MSS Server LEDs

LED Color State Explanation
| Adapter Ports Green ON An adapter is in the port, configured, enabled, and oper-
| lor2 ational.
[ OFF The adapter is not configured, not enabled, or not opera-
| tional; or, no adapter is in the port.
[ Yellow ON (not blinking) The adapter in the port has failed.
| ON (blinking) There is a potential network problem, or problem with
| the adapter.
| OFF No problem is detected in the adapter, or no adapter is
| in the port.
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Problem Solving

Start
v No There is no ac source voltage.
Is the Power On (I) LED On? »| 1. Check the power source. >
(Green) 2. Ensure that the power cord is attached correctly.
Yes - —
Y Yes There is an overtemperature condition.
Is the temperature symbol LED On? [— | 1. Ensure that fans are operating. »
(Yellow) 2. Check that all vents are open.
No
Is the SIMM A or B LED On? Yes |
(Yellow) » FaultinSIMMAorB. [—%
No Not able to load operational code.
v Yes Operational code load | No | 1. Reseat disk drive. -
Is the OK LED blinking? ™| inprogress »| 2. Ensure that any other boot >
(Green) Wait two minutes. device is operational.
No

A 4
Operational code initializing. Wait one minute.

Is the OK LED On? No Is the Reset LED On? No Fault in System Card.
(Green) (Yellow) Push Reset button.

\4
v
v

Yes Yes
v

System reset is in progress.
Wait one minute.

v

Is the Reset LED On? Yes >
(Yellow)
A
If there is a PCMCIA card in the first PCMCIA Yes »| Fault with PCMCIA card. >
slot, is the PCMCIA LED On? (Yellow) Reseat the PCMCIA card.
No
v
If there is a PCMCIA card in the second PCMCIA | YeS .| Fault with PCMCIA card. -
slot, is the PCMCIA LED On? (Yellow) "| Reseat the PCMCIA card. v
No

v

If there is an adapter in Port 1 or 2 > |
is the YELLOW Port LED blinking? | ves | Network Problem_|

A4

No
v
| Isthe YELLOW Port LED on? | »| Replace the adapter. | >
LN Yes
o
| Is the GREEN LED on? |—> Adapter disabled or not configured. Contact your network >
iYeS No administrator to configure or enable the adapter.

| The adapter is configured, enabled and OK. |

| If the problem is not corrected, contact your service representative. [¢——

Figure F-2. Problem Solving for the MSS Server
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Appendix G. MSS Server Module LED Status Indicators

This appendix describes the light emitting diode (LED) status indicators for the MSS Server Module.

Generally, errors occurring before the operational code is loaded are hardware-related. LEDs on the front
of the MSS Server Module reflect the status of the hardware components within the MSS Server Module.

Figure G-1 shows the locations of the LEDs, and Table G-1 indicates the meanings of the LEDs.

PCMCIA Modem Slot (top)

PCMCIA Hard drive slot (bottom)

)

PCMCIA LEDs

Module Status
Port Activity

- Port Status

0K

S
v

\\igqﬁ d

Reset

7

RS 282
o

| —RS232Port

i Y Y e Y e Y e e e e e B e e e B e e B e e e e e e B e e e B e e e e
i Y Y e Y e Y e e e e e B e e e B e e B e e e e e e B e e e B e e e e
OO o OO o Co co C0 C0 00 £ 0 £ £ 0 00 £ £ 60 00 03 00 00 60 £ 0

| ———Wrong Slot LED
\
A-MSS

Figure G-1. Front Panel of the MSS Server Module

Table G-1 (Page 1 of 2). Meanings of the MSS Server Module LEDs

LED Color State Indicates
Module Green ON Module is logically connected to the hub ATM backplane.
Status OFF Module is not logically connected to the hub ATM back-
plane. Use SET MODULE s/ot CONNECTED (where
the value for slot indicates the leftmost position of the
module and can be 1 to 8, or 12 to 17).
Blinking Module is powered on, but diagnostics have failed.
Port Activity Yellow ON This yellow LED could be on or off depending whether
there is traffic flowing to the MSS Server Module.
OFF This yellow LED could be on or off depending whether

there is traffic flowing to the MSS Server Module.
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Table G-1 (Page 2 of 2). Meanings of the MSS Server Module LEDs

LED Color State Indicates
Port Status Green ON The ATM backplane port is enabled.
OFF The ATM backplane port is not enabled. Use SET
PORT slot.1 ENABLED (where the value for slot indi-
cates the leftmost position of the module and can be 1 to
8, or 12 to 17).
OK Green ON Hardware logic components are OK.
OFF System fault. Push Reset button.
Blinking Operational code load in progress.
Reset Yellow ON System reset is in progress.
OFF System reset is complete.
Wrong Slot Yellow ON The MSS Server Module is in an incorrect module slot
(slots 9, 10, or 11).
OFF The MSS Server Module is in the correct slot and is cor-
rectly seated.
PCMCIA Slot Yellow ON The PCMCIA modem is absent or is not seated cor-
(Top) rectly.
OFF A PCMCIA modem is present and is seated correctly.
PCMCIA Slot Yellow ON The PCMCIA hard drive is absent or is not seated cor-
(Bottom) rectly.
OFF A PCMCIA hard drive is present and is seated correctly.
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Problem Solving

Start
MSS Server Module is in the wrong slot. L
A Yes | 1. Place the MSS Server Module in slots 1 to 8, or 12 to 17.
Is the WRONG SLOT LED On? v
(Yellow) MSS Server Module is not receiving power or not enabled.
No 1. At the A-CPSW console, enter SET MODULE >
v No || slot CONNECTED.
Are the MODULE STATUS and the 2. Enter SET PORT slot. 1 ENABLE UNI.
PORT STATUS LEDs On? (Green) 3. Verify hub Power Supply LEDs are ON.
Yes 4. Check system power budget has not been exceeded by
entering SHOW POWER from DMM.
5. Re-insert the MSS Server Module into the slot.
6. Insert the MSS Server Module into another slot.

v

Is the OK LED blinking? (Green) Yes, Operational code load in | | Unable to load operational code.

progress. 1. Reseat PCMCIA hard drive.
No Wait two minutes. 2. Check if other boot device is
operational.
Is the OK LED on? |No »| Isthe Reset LED On? & Fault in MSS Server Module or A-CPSW .
(Green) (Yellow) modules. i’
1. Press RESET button.
Yes v Tes 2. Re-insert the MSS Server Module in the slot.
| Reset in progress. Wait one minute. | 3. Insert the MSS Server Module in another slot.

4. Insure the A-CPSW module is operational.

Y Yes
| Is the RESET LED On? (Yellow) |—»

v

No Is there a PCMCIA card in the top
47
(modem) PCMCIA slot?
Yes
Y Yes
Is the PCMCIA LED On? (Yellow) | »| 1. Reseat the PCMCIA card >
N 2. The PCMCIA card is faulty.
| No
N v
< ° Is there a PCMCIA card in the bottom
(hard drive) PCMCIA slot?
Yes
Y Yes

v
v

1. Reseat the PCMCIA card
2. The PCMCIA card is faulty.

Is the PCMCIA LED On? (Yellow) |

4| No

—>| If the problem is not corrected, contact your service representative. [¢———

Figure G-2. Problem Solving for the MSS Server Module
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Glossary

A

ac. Alternating current.

ACCESS. In network management, the ACCESS
clause in a MIB module defines the minimum level of
support that a managed node provides for an object.

access method . (1) A technique to obtain the use of
data, storage, or the use of an input/output channel to
transfer data; for example, random access method,
sequential access method. (T) (2) The technique that
is used to locate data stored on a physical

medium. (A) (3) A technique for moving data
between main storage and input/output devices.

(4) The way that a system refers to records in files; the
reference can be consecutive (records are referred to
one after another in the order in which they appear in
the file) or it can be random (the individual records are
referred to in any order).

active . (1) Able to communicate on the network.

(2) Operational. (3) Pertaining to a node or device that
is connected or is available for connection to another
node or device. (4) Currently transmitting or receiving.

adapter. In a communicating device, a circuit card
that, with its associated software and/or microcode,
enables the device to communicate over the network.

address . (1) A character or group of characters that
identifies a register, a particular part of storage, or some
other data source or destination. (A) (2) To refer to a
device or an item of data by its address. (I) (A)

(3) In word processing, the location, identified by an
address code, of a specific section of the recording
medium or storage. (T) (4) A name, label, or
number identifying a location in storage, a device in a
system or network, or any other data source. (5) In
data communication, the unique code assigned to each
device or workstation connected to a network.

addressing . (1) The assignment of addresses to the
instructions of a program. (2) A means of identifying
storage locations. (3) In data communication, the way
in which a station selects the station to which it is to
send data. (4) Specifying an address or location within
a file.

Address Resolution Protocol (ARP) A protocol that
dynamically maps between Internet addresses,
baseband adapter addresses, X.25 addresses, and
token-ring adapter addresses on a local area network.

agent. (1) In the client-server model, the part of the
system that performs information preparation and
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exchange on behalf of a client or server application.
See also client-server model and network management
station (NMS). (2) A customer-service person whose
job is to handle outgoing or incoming telephone calls
(for example, an agent in an ACD group).

AIX. Advanced Interactive Executive. See AIX oper-
ating system.

AIX operating system IBM’s implementation of the
UNIX operating system. The RISC System/6000
system, among others, runs the AIX operating system.
See UNIX operating system.

alert. (1) A message sent to a management services
focal point in a network to identify a problem or an
impending problem. (2) In the NetView and
NETCENTER programs, a high priority event that war-
rants immediate attention.

ambient noise . In acoustics, the noise associated with
a particular environment, usually a composite of sounds
from many distant or nearby sources. See also back-
ground noise and impulsive noise.

American National Standard Code for Information
Interchange (ASCII) . The standard code, using a
coded character set consisting of 7-bit coded characters
(8 bits including parity check), used for information inter-
change among data processing systems, data commu-
nication systems, and associated equipment. The
ASCII set consists of control characters and graphics
characters. (A)

Note: IBM has defined an extension to ASCII code
(characters 12—-255).

American National Standards Institute (ANSI) . An
organization consisting of producers, consumers, and
general interest groups, that establishes the procedures
by which accredited organizations create and maintain
voluntary industry standards in the United States. (A)

analog. Pertaining to data consisting of continuously
variable physical quantities. (A) Contrast with digital.

ANSI. American National Standards Institute.

area. As allowed by the Open Shortest Path First
(OPSF) protocol, a subset of a network or gateway
grouped together by definition of the network adminis-
trator. Each area is self-contained; knowledge of an
area’s topology remains hidden from other areas.

ARP. Address Resolution Protocol.
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ARP. Address Resolution Protocol, IP ARP translates
network addresses into hardware addresses LE ARP
translates LAN Destinations into ATM addresses.

AS. Autonomous system.

ASCIlI. American Standard Code for Information Inter-
change.

ATM. Asynchronous Transfer Mode, a
connection-oriented, high-speed networking technology
based on cell switching.

attach. To make a device a part of a network logically.

— Note:

Not to be confused with connect, which implies
physically connecting a device to a network.

attaching device . Any device that is physically con-
nected to a network and can communicate over the
network. See ring attaching device.

attachment . A port or a pair of ports, optionally
including an associated optical bypass, that are
managed as a functional unit. A dual attachment
includes two ports: a port A, and a port B. A single
attachment includes a Port S.

attention (ATTN) . An occurrence external to an opera-
tion that could cause an interruption of the operation.

available memory . In a personal computer, the
number of bytes of memory that can be used after
memory requirements for the operating system, device
drivers, and other application programs have been sat-
isfied.

B

background noise . In acoustics, total of all interfer-
ence sources in a system used to produce, detect,
measure, or record a signal, excluding noise produced
by the signal itself. See also ambient noise, burst
noise, impulsive noise.

base unit . A term used to denote an individual
&foxfire., as opposed to an &foxfire. system that can
consist of several base units.

Basic Input/Output System (BIOS) Code that con-
trols basic hardware operations, such as interactions
with diskette drives, hard disk drives, and the keyboard.

batch. (1) An accumulation of data to be processed.
(2) A group of records or data processing jobs brought
together for processing or transmission. (3) Pertaining
to activity involving little or no user action. Contrast
with interactive.
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baud. (1) A unit of signaling speed equal to the
number of discrete conditions or signal events per
second; for example, one baud equals one-half dot
cycle per second in Morse code, one bit per second in
a train of binary signals, and one 3-bit value per second
in a train of signals each of which can assume one of
eight different states. (A) (2) In asynchronous trans-
mission, the unit of modulation rate corresponding to
one unit interval per second; that is, if the duration of
the unit interval is 20 milliseconds, the modulation rate
is 50 baud. (A)

binary . (1) Pertaining to a system of numbers to the
base two; the binary digits are 0 and 1. (A) (2) Per-
taining to a selection, choice, or condition that has two
possible different values or states. (I) (A)

BIOS. Basic Input/Output System.

bits per second (bps) . The rate at which bits are
transmitted per second. Contrast with baud.

bps. Bits per second.

bridge . (1) An attaching device that connects two LAN
segments to allow the transfer of information from one
LAN segment to the other. A bridge can connect the
LAN segments directly by network adapters and soft-
ware in a single device, or it can connect network
adapters in two separate devices through software and
use of a telecommunications link between the two
adapters. (2) A functional unit that connects two LANs
that use the same logical link control (LLC) procedures
but may use the same or different medium access
control (MAC) procedures. (T) Contrast with gateway
and router.

Note: A bridge connects networks or systems of the
same or similar architectures, whereas a
gateway connects networks or systems of dif-
ferent architectures.

bridging . The forwarding of a frame from one local
area network segment to another. The destination is
based upon the medium access control (MAC) sublayer
address encoded in the destination address field of the
frame header.

broadband local area network (LAN) A local area
network (LAN) in which information is encoded, multi-
plexed, and transmitted through modulation of carriers.

M

broadcast . (1) Transmission of the same data to all
destinations. (T) (2) Simultaneous transmission of
the same data to more than one destination. (3) A
packet delivery system where a copy of a given packet
is given to all hosts attached to the network. Broadcast
can be implemented in hardware (Ethernet, for
example) or software. Contrast with multicast.



C

C. Celsius.

cable loss (optical) . The loss in an optical cable
equals the attenuation coefficient for the cabled fiber
times the cable length.

cache. (1) A special-purpose buffer storage, smaller
and faster than main storage, used to hold a copy of
instructions and data obtained from main storage and
likely to be needed next by the processor. (T) (2) To
place, hide, or store in a cache. (3) An optional part of
the directory database in network nodes where fre-
quently used directory information can be stored to
speed directory searches.

call. A physical or logical association between two or
more parties. A held telephone call has two or more
parties logically connected, although they are physically
disconnected.

call profile characteristics The attributes of a call

profile that determine the functions and capabilities of
telephone calls established or manipulated using that
profile.

card. Inthe 3174, a unit of electronic circuitry con-
tained in a plastic casing (or cassette) and providing the
controller with a specialized function, for example, a
Terminal Adapter or an Encrypt/Decrypt Adapter.

change management . The process of planning,
administering, and distributing changes to network hard-
ware and software components. This network manage-
ment discipline is commonly accepted as a component
of configuration management. See configuration man-
agement.

channel-attached . (1) Pertaining to the connection of
devices directly by data channels (/O channels) to a
computer. (2) Pertaining to devices connected to a
controlling unit by cables rather than by telecommuni-
cation lines. See also /ocal. Contrast with
telecommunication-attached.

characteristics . See call profile characteristics.

circuit . (1) A logic device. (2) One or more conduc-
tors through which an electric current can flow.

client. (1) A user. (2) A functional unit that receives
shared services from a server. (T)

client-server model A common way to describe
network services and the model user processes (pro-
grams) of those services.

command . (1) A request for performance of an opera-
tion or execution of a program. (2) A character string

from a source external to a system that represents a
request for system action.

community . An administrative relationship between
Simple Network Management Protocol (SNMP) entities.

configuration . (1) The manner in which the hardware
and software of an information processing system are
organized and interconnected. (T) (2) The devices
and programs that make up a system, subsystem, or
network. (3) The task of defining the hardware and
software characteristics of a system or subsystem.

(4) See also system configuration.

configuration file A file that specifies the character-
istics of a system device or network related to a specific
product.

configuration management The monitoring and
control of information required to identify physical and
logical network resources, their states, and their interde-
pendencies. Services include customization, network
resource inventory, and assistance to other network
management disciplines.

configuration parameters Variables in a configura-
tion definition, the values of which characterize the
relationship of a product, such as a bridge, to other pro-
ducts in the same network.

connect . In a LAN, to physically join a cable from a
station to an access unit or network connection point.
Contrast with attach.

connection . (1) In data communication, an associ-
ation established between functional units for conveying
information. (1) (A) (2) In Open Systems Intercon-
nection architecture, an association established by a
given layer between two or more entities of the next
higher layer for the purpose of data transfer. (T) (3) In
SNA, the network path that links two logical units (LUS)
in different nodes to enable them to establish communi-
cations. (4) In X.25 communication, a virtual circuit
between two data terminal equipments (DTEs). A
switched virtual circuit (SVC) connection lasts for the
duration of a call; a permanent virtual circuit (PVC) is a
permanent connection between the DTEs. (5) In
TCP/IP, the path between two protocol applications that
provides reliable data stream delivery service. In
Internet, a connection extends from a TCP application
on one system to a TCP application on another system.
(6) The path between two protocol functions, usually
located in different machines, that provides reliable data
delivery service. (7) A logical association between a
call participant (party) and a switch. A party's con-
nection represents that party's participation in a tele-
phone call.

connector . A means of establishing electrical flow.
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controller . A unit that controls input/output operations
for one or more devices.

control unit terminal (CUT) A terminal that relies on
the 3174 to interpret the data stream. Examples are
the 3178, 3179, 3278 Model 2, and 3279 Model S2A.

control unit terminal (CUT) mode A host-interactive
mode that enables an IBM 3270 Personal Computer
customized in this mode to run only one session emu-
lating a 3178, 3179, 3278 Model 2, or 3279 Model S2A.

conversion . (1) In programming languages, the trans-
formation between values that represent the same data
item but belong to different data types. Information may
be lost as a result of conversion since accuracy of data
representation varies among different data types. (l)
(2) The process of changing from one method of data
processing to another or from one data processing
system to another. (3) The process of changing from
one form of representation to another, for example, to
change from decimal representation to binary represen-
tation.

cursor . (1) A movable, visible mark used to indicate
the position at which the next operation will occur on a
display surface. (2) A unigue symbol that identifies a
character position in a screen display, usually the char-
acter position at which the next character to be entered
from the keyboard will be displayed.

customer-replaceable unit (CRU) An assembly or
part that a customer can replace in its entirety when
any of its components fail. Contrast with field replace-
able unit (FRU).

customize . The process of defining and activating a
configuration and changing system parameters to meet
user requirements.

cut-off wavelength In an optical fiber, the wavelength
above which light propagates only in a single mode.
(Note: The cut-off wavelength of cabled optical fiber,
Aee IS typically lower than the cut-off wavelength of
uncabled optical fiber.)

D

data. (1) A representation of facts, concepts, or
instructions in a formalized manner suitable for commu-
nication, interpretation, or processing by human or auto-
matic means. (I) (A) (2) Any representations such as
characters or analog quantities to which meaning is or
might be assigned. (A)

database . A collection of data with a given structure

for accepting, storing, and providing, on demand, data
for multiple users. (T)
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data transfer . (1) The result of the transmission of
data signals from any data source to a data receiver.
(2) The movement, or copying, of data from one
location and the storage of the data at another location.

dB. Decibel.
dc. Direct current.

debug. To detect, diagnose, and eliminate errors in
programs. (T)

decibel (dB) . (1) One tenth of a bel. (2) A unit that
expresses the ratio of two power levels on a logarithmic
scale. (3) A unit for measuring relative power. The
number of decibels is 10 times the logarithm (base 10)
of the ratio of the measured power levels; if the meas-
ured levels are voltages (across the same or equal
resistance), the number of decibels is 20 times the log
of the ratio. See also neper.

default . Pertaining to an attribute, value, or option that
is assumed when none is explicitly specified. (1)

destination . Any point or location, such as a node,
station, or particular terminal, to which information is to
be sent.

device. (1) A mechanical, electrical, or electronic
contrivance with a specific purpose. (2) An input/output
unit such as a terminal, display, printer, or telephone.
See also attaching device. (3) A physical entity
attached to the network that requires data transportation
service.

device identifier (ID) . An 8-bit identifier that uniquely
identifies a physical I/O device.

diagnostics . The process of investigating the cause or
the nature of a condition or problem in a product or
system.

digital . (1) Pertaining to data in the form of digits. (A)
Contrast with analog. (2) Pertaining to data consisting
of numerical values or discrete units.

direct access storage device (DASD) A device in
which access time is effectively independent of the
location of the data.

disable . To make nonfunctional.

disabled . (1) Pertaining to a state of a processing unit
that prevents the occurrence of certain types of inter-
ruptions. (2) Pertaining to the state in which a trans-
mission control unit or audio response unit cannot
accept incoming calls on a line. (3) Nonoperational or
nonfunctional.

disk . A round, flat, data medium that is rotated in
order to read or write data. (T) See also diskette.



diskette . (1) A small magnetic disk enclosed in a
jacket. (T) (2) A thin, flexible magnetic disk and a
semi-rigid protective jacket, in which the disk is perma-
nently enclosed.

DOS. Disk Operating System.

dump. (1) To record, at a particular instant, the con-
tents of all or part of one storage device in another
storage device. Dumping is usually for the purpose of
debugging. (T) (2) Data that has been

dumped. (T) (3) To copy data in a readable format
from main or auxiliary storage onto an external medium
such as tape, diskette, or printer. (4) To copy the con-
tents of all or part of virtual storage for the purpose of
collecting error information.

E

EIA 232. In data communications, a specification of
the Electronic Industries Association (EIA) that defines
the interface between data terminal equipment (DTE)
and data circuit-terminating equipment (DCE), using
serial binary data interchange.

electromagnetic interference A disturbance in the
transmission of data on a network resulting from the
magnetism created by a current of electricity.

Electronic Industries Association (EIA) An organ-
ization of electronics manufacturers that advances the
technological growth of the industry, represents the
views of its members, and develops industry standards.

Electronic Industries Association (EIA) unit . A unit
of measure equal to 4.45 cm (1.75 in.).

electrostatic discharge (ESD) An undesirable dis-
charge of static electricity that can damage equipment
and degrade electrical circuitry.

emulation . (1) The use of a data processing system
to imitate another data processing system, so that the
imitating system accepts the same data, executes the
same programs, and achieves the same results as the
imitated system. Emulation is usually achieved by
means of hardware or firmware. (T) (2) The use of
programming techniques and special machine features
to permit a computing system to execute programs
written for another system.

enable. To make functional.

enabled. (1) On a LAN, pertaining to an adapter or
device that is active, operational, and able to receive
frames from the network. (2) Pertaining to the state in
which a transmission control unit or an audio response
unit can accept incoming calls on a line.

encapsulation . A technique used by layered protocols
by which a layer adds header information to the pro-
tocol data unit (PDU) from the layer above. In Internet
terminology for example, a packet would contain a
header from the physical layer, followed by a header
from the transport layer (TCP), followed by the applica-
tion protocol data.

ER. (1) Explicit route. (2) Exception response.

erase. To remove data from a data medium. Erasing
is usually accomplished by overwriting the data or
deleting the references. (T)

error . A discrepancy between a computed, observed,
or measured value or condition and the true, specified,
or theoretically correct value or condition. (I) (A) Con-
trast with failure and fault.

error log . A data set or file in a product or system
where error information is stored for later access.

ESD. Electrostatic discharge.

Ethernet. (1) A 10-Mbps baseband local area network
that allows multiple stations to access the transmission
medium at will without prior coordination, avoids con-
tention by using carrier sense and deference, and
resolves contention by collision detection and trans-
mission. Ethernet uses carrier sense multiple access
with collision detection (CSMA/CD). (2) A passive
coaxial cable whose interconnections contain devices or
components, or both, that are all active. It uses
CSMA/CD technology to provide a best-effort delivery
system.

event. (1) An occurrence or happening. (2) An occur-
rence of significance to a task; for example the com-
pletion of an asynchronous operation, such as an
input/output operation.

exception response (ER) . In SNA, a protocol
requested in the form-of-response-requested field of a
request header (RH) that directs the receiver to return a
response only if the request is unacceptable as
received or cannot be processed; that is, a negative
response, but not a positive response, is to be returned.
An exception response is sent only if a request is unac-
ceptable as received or cannot be processed.

execute . To perform the actions specified by a
program or a portion of a program. (T)

exit. To execute an instruction within a portion of a
computer program in order to terminate the execution of
that portion. Such portions of computer programs
include loops, subroutines, modules, and so on. (T)

explicit route (ER) . In SNA, a series of one or more

transmission groups that connect two subarea nodes.
An explicit route is identified by an origin subarea

Glossary X-5



address, a destination subarea address, an explicit
route number, and a reverse explicit route number.
Contrast with virtual route (VR).

explorer packet . A packet, generated by the source
host that traverses the entire token-ring network gath-
ering information on the possible paths the host might
use.

F. Fahrenheit.

faceplate . A wall-mounted or surface-mounted plate
for connecting data and voice connectors to a cabling
system.

failure . (1) The termination of the ability of a functional
unit to perform its required function. (I) (A) (2) An
uncorrected hardware error. Failures are either recov-
erable or not recoverable by the software or the oper-
ator. The operator is always notified when failures
occur. Contrast with error.

fault. An accidental condition that causes a functional
unit to fail to perform its required function. (1) (A)

FDDI. Fiber Distributed Data Interface.

feature. (1) A part of an IBM product that can be
ordered separately by the customer. (2) See switch
feature.

fiber. (1) Dielectric material that guides light;
waveguide (see multimode and single-mode optical
fiber). See optical fiber.

Fiber Distributed Data Interface (FDDI) . A
high-performance, general-purpose, multi-station
network designed for efficient operation with a peak
data transfer rate of 100 Mbps. It uses token-ring archi-
tecture with optical fiber as the transmission medium
over distances of several kilometers.

fiber optics . The branch of optical technology con-
cerned with the transmission of radiant power through
fibers made of transparent materials such as glass,
fused silica, and plastic. (E)

Note: Telecommunication applications of fiber optics
use optical fibers. Either a single discrete fiber
or a nonspatially aligned fiber bundle can be
used for each information channel. Such fibers
are often called optical fibers to differentiate
them from fibers used in noncommunication
applications.

field. On a data medium or a storage, a specified area
used for a particular class of data; for example, a group
of character positions used to enter or display wage
rates on a screen. (T)
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field-replaceable unit (FRU) . An assembly that is
replaced in its entirety when any one of its components
fails. In some cases a FRU can contain other FRUs;
for example, a brush and a brush block that can be
replaced individually or as a single unit. Contrast with
customer-replaceable unit (CRU).

file. A named set of records stored or processed as a
unit. (T)

file name . (1) A name assigned or declared for a file.
(2) The name used by a program to identify a file.

fixed disk . Synonym for hard disk.

forward . A switch feature that temporarily redirects
incoming calls. The incoming calls are redirected from
the originally dialed phoneset to another destination.
The other destination has previously been defined to
the switch by the party associated with the phoneset.

frame. (1) In Open Systems Interconnection architec-
ture, a data structure pertaining to a particular area of
knowledge and consisting of slots that can accept the
values of specific attributes and from which inferences
can be drawn by appropriate procedural attachments.
Synonymous with schema. (T) (2) A data structure
that consists of fields, predetermined by a protocol, for
the transmission of user data and control data. The
composition of a frame, especially the number and
types of fields, may vary according to the type of pro-
tocol. Synonymous with transmission frame. (T)

(3) The unit of transmission in some local area net-
works, including the IBM Token-Ring Network; it
includes delimiters, control characters, information, and
checking characters. (4) In SDLC, the vehicle for every
command, every response, and all information that is
transmitted using SDLC procedures. (5) A packet that
is transmitted over a serial line or LANs. See also
packet. (6) In FDDI, a PDU transmitted between
co-operating MAC entities on a ring, and consisting of a
variable number of octets and control symbols.

frequency . The rate of signal oscillation, expressed in
hertz.

FRU. Field-replaceable unit.

function . (1) A specific purpose of an entity, or its
characteristic action. (A) (2) In data communications, a
machine action such as carriage return or line feed. (A)
(3) In NetView DM, a function is the specification of a
transmission activity on a resource or group of
resources. Functions are grouped into phases. In
CSCM, resources are known as data objects.

function key . (1) In computer graphics, a button or
switch that may be operated to send a signal to the
computer program controlling the display. (T) (2) A



key that performs a specified set of operations when it
is pressed.

G

gateway . (1) A functional unit that interconnects two
computer networks with different network architectures.
A gateway connects networks or systems of different
architectures. A bridge interconnects networks or
systems with the same or similar architectures. (T)

(2) A computer that attaches two or more networks and
routes data packets to their destination through those
networks. Contrast with bridge and router. (3) The ori-
ginal Internet term for router or IP router.

group . (1) A set of related records that have the same
value for a particular field in all records. (2) A col-
lection of users who can share access authorities for
protected resources. (3) A list of names that are known
together by a single name.

H

hard disk . (1) A rigid magnetic disk such as the
internal disks used in the system units of personal com-
puters and in external hard disk drives. Synonymous
with fixed disk. (2) A rigid disk used in a hard disk
drive.

Note: The term hard disk is also used loosely in the
industry for boards and cartridges containing
microchips or bubble memory that simulate the
operations of a hard disk drive.

hardware . All or part of the physical components of an
information processing system, such as computers or
peripheral devices. (T) (A)

help. (1) A choice that allows a user to select various
kinds of help information. (2) In SAA Basic Common
User Access architecture: (a) An action that gives infor-
mation about the item the cursor is on, an application
panel, or the help facility. (b) An action bar choice that
has an associated pull-down. Its pull-down contains
choices that can be requested to invoke help actions.

help window .
tion.

A window that contains help informa-

hold . A situation in which a call, consisting of two or
more parties, is temporarily suspended by one of the
parties in the call, that is, by the holding party. The
held call and the holding party continue to have a
logical, but not physical, association during the suspen-
sion of the call.

host. (1) In Internet terminology, an end system.
(2) In interpretive execution mode, the real machine as

opposed to the virtual or interpreted machine (the
guest).

host system . (1) A data processing system used to
prepare programs and operating environments for use
on another computer or controller. (2) The data proc-
essing system to which a network is connected and with
which the system can communicate. (3) The controlling
or highest-level system in a data communication config-
uration; for example, a System/38 is the host system for
the workstations connected to it.

IBM Disk Operating System (DOS) . A disk operating
system based on MS-DOS** that operates with all
IBM-compatible personal computers.

ICMP. Internet Control Message Protocol.

ICMP. Internet Control Message Protocol, a protocol
for communicating control information over IP.

identifier (ID) . (1) One or more characters used to
identify or name a data element and possibly to indicate
certain properties of that data element. (A) (2) A
sequence of bits or characters that identifies a program,
device, or system to another program, device, or
system.

impulsive noise . In acoustics, noise of an impulsive
nature whose level is determined with a sound level
meter set for the dynamic characteristic “impulse.”

inactive . (1) Not operational. (2) Pertaining to a node
or device not connected or not available for connection
to another node or device. (3) Pertaining to a station
that is only repeating frames or tokens, or both.

information (I) frame . A frame in | format used for
numbered information transfer.

input/output (I/0) . (1) Pertaining to a device whose
parts can perform an input process and an output
process at the same time. (I) (2) Pertaining to a
functional unit or channel involved in an input process,
output process, or both, concurrently or not, and to the
data involved in such a process.

Note: The phrase input/output may be used in place of
input/output data, input/output signals, and
input/output process when such a usage is clear
in context.

(3) Pertaining to input, output, or both. (A) (4) Per-
taining to a device, process, or channel involved in data
input, data output, or both.

insert . To make an attaching device an active part of
a LAN.
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interactive . Pertaining to a program or system that
alternately accepts input and then responds. An inter-
active system is conversational, that is, a continuous
dialog exists between user and system. Contrast with
batch.

interface . (1) A shared boundary between two func-
tional units, defined by functional characteristics, signal
characteristics, or other characteristics, as appropriate.
The concept includes the specification of the connection
of two devices having different functions. (T)

(2) Hardware, software, or both, that links systems, pro-
grams, or devices.

interference . (1) The prevention of clear reception of
broadcast signals. (2) The distorted portion of a
received signal. (3) In optics, the interaction of two or
more beams of coherent or partially coherent light.

International Organization for Standardization

(ISO). An organization of national standards bodies
from various countries established to promote develop-
ment of standards to facilitate international exchange of
goods and services, and develop cooperation in intellec-
tual, scientific, technological, and economic activity.

internet . A collection of networks interconnected by a
set of routers which allow them to function as a single,
large virtual network. See also Internet.

Internet . The largest internet in the world consisting of
large national backbone networks and a myriad of
regional and campus networks all over the world. The
Internet uses the Internet protocol suite. See also
internet.

Internet Control Message Protocol (ICMP) The pro-
tocol used to handle errors and control messages in the
Internet Protocol layer. Reports of problems and incor-
rect datagram destinations are returned to the original

datagram source. ICMP is part of the Internet Protocol.

Internet Packet Exchange (IPX) . The routing protocol
used to connect Novell's servers or any workstation or
router that implements IPX with other workstations.
Although similar to TCP/IP, it uses different packet
formats and terminology. See also TCP/IP and Xerox
Network Services (XNS).

Internet Protocol (IP) . (1) A protocol that routes data
through a network or interconnected networks. IP acts
as an interface between the higher logical layers and
the physical network. However, this protocol does not
provide error recovery, flow control, or guarantee the
reliability of the physical network. IP is a
connectionless protocol. (2) A protocol used to route
data from its source to its destination in an Internet
environment.

interrupt . (1) A suspension of a process, such as exe-
cution of a computer program caused by an external
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event, and performed in such a way that the process
can be resumed. (A) (2) To stop a process in such a
way that it can be resumed. (3) In data communi-
cation, to take an action at a receiving station that
causes the sending station to end a transmission.

(4) A means of passing processing control from one
software or microcode module or routine to another, or
of requesting a particular software, microcode, or hard-
ware function.

1/0. Input/output.
IP. Internet Protocol.

IP. Internet Protocol, a widely-used network layer pro-
tocol specified by the IETF.

IP address . A 32-bit address assigned to devices or
hosts in an IP internet that maps to a physical address.
The IP address is composed of a network and host
portion.

IPX. Internet Packet Exchange.

IPX. Internet Packet Exchange, a network layer pro-
tocol that is frequently used by personal computer
systems.

ISO. International Organization for Standardization.
ISO. International Standards Organization, an organ-

ization that specifies international communication stand-
ards.

K

Kbps. 1000 bits per second.

L

LAN. Local area network.
Ib. Pound.

LE. LAN Emulation, an ATM Forum standard sup-
porting communication between token-ring or Ethernet
LAN applications over ATM networks.

LES. LAN Emulation Server, a LAN Emulation Service
component that resolves LAN Destinations to ATM
Addresses.

link-attached . Pertaining to devices that are physically
connected by a telecommunication line. Synonymous
with remote.

LLC. Logical link control.

LLC. Logical Link Control, the top sublayer of the Data
Link layer, which is layer 2 of the ISO model.



lobe receptacle . In the IBM Token-Ring Network, an
outlet on an access unit for connecting a lobe.

local . Pertaining to a device accessed directly without
use of a telecommunication line. Synonym for
channel-attached. Contrast with remote.

local area network (LAN) . (1) Physical network tech-
nology that transfers data at high speed over short dis-
tances. (2) A network in which a set of devices are
connected to one another for communication and that
can be connected to a larger network. See also token
ring and Ethernet. (3) A computer network located on
a user’s premises within a limited geographical area.
Communication within a local area network is not
subject to external regulations; however, communication
across the LAN boundary may be subject to some form
of regulation. (T) Contrast with wide area network
(WAN) and metropolitan area network (MAN).

location . (1) Any place in which data can be stored.
(A) (2) With reference to a 3174, a place within the
3174 chassis where a particular card or adapter is
inserted.

lock. The means by which integrity of data is ensured
by preventing more than one user from accessing or
changing the same data or object at the same time.

log. (1) To record; for example, to log all messages
on the system printer. (2) A record of events that have
occurred.

logical link control (LLC) (1) The data link control
(DLC) LAN sublayer that provides two types of (DLC)
operation. The first type is connectionless service,
which allows information to be sent and received
without establishing a link. The LLC sublayer does not
perform error recovery or flow control for connectionless
service. The second type is connection-oriented
service, which requires the establishment of a link prior
to the exchange of information. Connection-oriented
service provides sequenced information transfer, flow
control, and error recovery. (2) A sublayer of the OSI
link layer that defines formats and protocols for
exchanging frames between LLC sublayers attached to
a local area network. It has provisions that ensure that
error-free, nonduplicated, properly ordered frames are
delivered to the appropriate data-link user. See also
bridge and medium access control (MAC).

logical link control (LLC) protocol In a local area
network, the protocol that governs the exchange of
transmission frames between data stations independ-
ently of how the transmission medium is shared. (T)
The LLC protocol was developed by the IEEE 802 com-
mittee and is common to all LAN standards.

logical link control (LLC) protocol data unit . A unit
of information exchanged between link stations in dif-

ferent nodes. The LLC protocol data unit contains a
destination service access point (DSAP) address, a
source service access point (SSAP), a control field, and
user data. See logical link control (LLC).

logical link control (LLC) sublayer One of two sub-
layers of the ISO Open Systems Interconnection data
link layer (which corresponds to the SNA data link
control layer), proposed for LANs by the IEEE Project
802 Committee on Local Area Networks and the
European Computer Manufacturers Association
(ECMA). It includes those functions unique to the par-
ticular link control procedures that are associated with
the attached node and are independent of the medium;
this allows different logical link protocols to coexist on
the same network without interfering with each other.
The LLC sublayer uses services provided by the
medium access control (MAC) sublayer and provides
services to the network layer.

loop. A closed unidirectional signal path connecting
input/output devices to a system.

M

MAC. Medium access control.

MAC. Medium Access Control, the bottom sublayer of
the Data Link layer, which is layer 2 of the ISO model.

MAN. Metropolitan area network.

management services (MS) . Services that assist in
the management of networks in areas such as problem
management, performance and accounting manage-
ment, configuration management, and change manage-
ment.

management station . The system responsible for
managing all, or a portion of, a network. The manage-
ment station talks to network management agents that
reside in the managed node by means of a network
management protocol such as Simple Network Manage-
ment Protocol (SNMP). Synonymous with network
management station (NMS).

mark. A symbol or symbols that indicate the beginning
or the end of a field, a word, an item of data or a set of
data such as a file, record, or block. (I) (A)

Mb. Megabit.

MB. (1) For processor storage and real and virtual
memory, 1048 576 bytes. (2) For disk storage capacity
and transmission rates, 1 000 000 bytes.

Mbps. One million bits per second.

media access control (MAC) In FDDI, the portion of

the data link layer responsible for scheduling and
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routing data transmissions on a shared medium local
area network, for example, an FDDI ring.

medium access control (MAC) (1) The sublayer of
the data link control layer that supports
media-dependent functions and uses the services of the
physical layer to provide services to the logical link
control sublayer. The MAC sublayer includes the
medium-access port. See logical link control (LLC).

(2) For local area networks, the method of determining
which device has access to the transmission medium at
any time.

medium access control (MAC) frame In the IBM
Token-Ring Network: (1) An address resolution request
frame that has the unique part of a destination address
and an “all rings” address. A sender issues this request
to determine the ring where the destination station is
located and whether the node is active. (2) Response
from an active destination node to the requesting
source node, providing the source node with the com-
plete address and ring number of the destination node.

medium access control (MAC) procedure In a local
area network, the part of the protocol that governs
access to the transmission medium independently of the
physical characteristics of the medium, but takes into
account the topological aspects of the network, in order
to enable the exchange of data between data stations.

medium access control (MAC) protocol 1) Ina
local area network, the protocol that governs access to
the transmission medium, taking into account the
topological aspects of the network, in order to enable
the exchange of data between data stations. (T) See
also logical link control protocol. (2) The LAN protocol
sublayer of data link control (DLC) protocol that includes
functions for adapter address recognition, copying of
message units from the physical network, and message
unit format recognition, error detection, and routing
within the processor.

medium access control (MAC) segment An indi-
vidual LAN communicating through the medium access
control (MAC) layer within this network.

medium access control (MAC) service data unit
(MSDU). In a medium access control (MAC) frame, the
logical link control protocol data unit (LPDU) and the
routing information field (if the destination station is
located on a different ring).

medium access control (MAC) sublayer In a local
area network, the part of the data link layer that applies
a medium access method. The MAC sublayer supports
topology-dependent functions and uses the services of
the physical layer to provide services to the logical link
control sublayer. (T)
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medium access control (MAC) subvector A group
of related fields within a medium access control (MAC)
major vector.

medium access control (MAC) vector The medium
access control (MAC) frame information field.

memory . All of the addressable storage space in a
processing unit and other internal storages that is used
to execute instructions. (T)

message . (1) In electronic mail, information trans-
ferred as an entity between correspondents. (I) (2) An
assembly of characters and sometimes control codes
that is transferred as an entity from an originator to one
or more recipients. A message consists of two parts:
envelope and content. (T)

metropolitan area network (MAN) A network formed
by the interconnection of two or more networks which
may operate at higher speeds than those networks,
may cross administrative boundaries, and may use mul-
tiple access methods. (T) Contrast with local area
network (LAN) and wide area network (WAN).

microcode . (1) One or more microinstructions. (2) A
code, representing the instructions of an instruction set,
that is implemented in a part of storage that is not
program-addressable. (3) To design, write, and also
test one or more microinstructions.

Note: The term microcode represents microinstructions
used in a product as an alternative to hard-wired
circuitry to implement functions of a processor or
other system component. The term micropro-
gram means a dynamic arrangement of one or
more groups of microinstruction for execution to
perform a certain function.

mm. Millimeter, millimeters.

modem (modulator/demodulator) (1) A functional
unit that modulates and demodulates signals. One of
the functions of a modem is to enable digital data to be
transmitted over analog transmission facilities. (T) (A)
(2) A device that converts digital data from a computer
to an analog signal that can be transmitted in a tele-
communication line, and converts the analog signal
received to data for the computer.

monitor . (1) A device that observes and records
selected activities within a data processing system for
analysis. Possible uses are to indicate significant
departure from the norm, or to determine levels of utili-
zation of particular functional units. (T) (2) Software
or hardware that observes, supervises, controls, or veri-
fies operations of a system. (A) (3) In a token-ring
network, the function required to initiate the trans-
mission of a token on the ring and to provide soft-error
recovery in case of lost tokens, circulating frames, or



other difficulties. The capability is present in all ring
stations.

MSS. Multiprotocol Switched Services, a component of
IBM’s Switched Virtual Networking (SVN) framework.

multicast . (1) Transmission of the same data to a
selected group of destinations. (T) (2) A special form of
broadcast where copies of the packet are delivered to
only a subset of all possible destinations. Contrast with
broadcast.

multidrop (network) A network configuration in which
there are one or more intermediate nodes on the path
between a central node and an endpoint node. (T)

multimode optical fiber (1) A graded-index or
step-index optical fiber that allows more than one bound
mode to propagate. (E) Contrast with single-mode
optical fiber. (2) In FDDI, an optical fiber waveguide
usually characterized by a core diameter of 50 to 100
um that will allow a large number of modes to propa-
gate.

N

name. An alphanumeric term that identifies a data set,
statement, program, or cataloged procedure.

name server . A station on an internet that translates
host names to their respective internet addresses when
requested by the stations on the network.

neper. A unit for measuring power. The number of
nepers is the logarithm (base e) of the ratio of the
measured power level.

NetBIOS. Network Basic Input/Output System. An
operating system interface for application programs
used on IBM personal computers that are attached to
the IBM Token-Ring Network. See also BIOS.

network . (1) An arrangement of nodes and connecting
branches. (T) (2) A configuration of data processing
devices and software connected for information inter-
change. (3) A signal path connecting input/output
devices to a system. A network can consist of multiple
LAN segments connected together with bridging pro-
ducts. See ring (network). (4) The interconnection of
two or more subnets. See also Fiber Distributed Data
Interface (FDDI) LAN.

network administrator A person who manages the
use and maintenance of a network.

network identifier (ID) . A 1- to 8-byte
customer-selected name or an 8-byte IBM-registered
name that uniquely identifies a specific subnetwork.

network management . The process of planning,
organizing, and controlling a communications-oriented
system.

network management station (NMS) The system
responsible for managing a network or a portion of a
network. The NMS talks to network management
agents, that reside in the managed nodes, by means of
a network management protocol. See also agent.

newton (N) . The force that when applied to a body
having a mass of one kilogram gives it an acceleration
of one meter per second per second (1 m/s2).

NMS. Network management station.

noise. (1) A disturbance that affects a signal and that
can distort the information carried by the signal. (T)

(2) Random variations of one or more characteristics of
any entity, such as voltage, current, or data. (A)

(3) Loosely, any disturbance tending to interfere with
normal operation of a device or system. (A) (4) A
random signal of known statistical properties of ampli-
tude, distribution, and spectral density. (A) (5) In acous-
tics, any undesired sound. See ambient noise,
background noise, burst noise, impulsive noise, refer-
ence noise.

O

office . See work area.

offline . (1) Pertaining to the operation of a functional
unit that takes place either independently of, or in par-
allel with, the main operation of a computer. (T)

(2) Neither controlled by, nor communicating with, a
computer. Contrast with online.

online . (1) Pertaining to the operation of a functional
unit when under the direct control of the computer. (T)
(2) Pertaining to a user’s ability to interact with a com-
puter. (A) (3) Pertaining to a user’'s access to a com-
puter via a terminal. (A) (4) Controlled by, or
communicating with, a computer. Contrast with offline.

open. (1) To make an adapter ready for use. (2) A
break in an electrical circuit. (3) To prepare a file for
processing.

Open Shortest Path First (OSPF) . Provides
intra-domain information transfer for the Internet Pro-
tocol (IP). An alternative to the Routing Information
Protocol (RIP), OSPF allows the lowest cost routing
defined by the user and handles routing in large
regional or corporate networks.

operating system (OS) . Software that controls the
execution of programs and that may provide services
such as resource allocation, scheduling, input/output
control, and data management. Although operating
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systems are predominantly software, partial hardware
implementations are possible. (T)

operation . (1) A defined action, namely, the act of
obtaining a result from one or more operands in accord-
ance with a rule that completely specifies the result for
any permissible combination of operands. (A) (2) A
program step undertaken or executed by a computer;
for example, addition, multiplication, extraction, compar-
ison, shift, transfer. The operation is usually specified
by the operator part of an instruction. (A) (3) An
action performed on one or more data items, such as
adding, multiplying, comparing, or moving.

optical cable . A fiber, multiple fibers, or a fiber bundle
in a structure built to meet optical, mechanical, and
environmental specifications. (E)

optical fiber . Any filament made of dielectric materials
that guides light, regardless of its ability to send signals.
(E) See also fiber optics.

optical fiber cable . Synonym for optical cable.

option . (1) A specification in a statement that can be
used to influence the execution of the statement. (2) A
hardware or software function that can be selected or
enabled as part of a configuration process. (3) A piece
of hardware (such as a network adapter) that can be
installed in a device to modify or enhance device func-
tion.

OS. Operating system.

OSPF. Open Shortest Path First, a link-state routing

protocol specified by the IETF, link-state routing proto-
cols scale better than vector-distance routing protcols

like RIP.

P

packet. (1) In data communication, a sequence of
binary digits, including data and control signals, that is
transmitted and switched as a composite whole. (I)
(2) Synonymous with data frame. Contrast with frame.

packet internet groper (PING) A program used in
TCP/IP networks to test the ability to reach destinations
by sending the destinations an Internet Control
Message Protocol (ICMP) echo request and waiting for
a reply. The term, ping, is used as a verb.

page. (1) The information displayed at the same time
on the screen of a display device. (2) In a virtual
storage system, a fixed-length block that has a virtual
address and is transferred as a unit between real
storage and auxiliary storage. (1) (A) (3) To replace the
information displayed on the screen with prior or subse-
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quent information from the same file. (4) To move back
and forth among the pages of a multiple-page panel.
See also scroll.

panel. A formatted display of information that appears
on a display screen.

parallel . (1) Pertaining to a process in which all
events occur within the same interval of time, each
handled by a separate but similar functional unit; for
example, the parallel transmission of the bits of a com-
puter word along the lines of an internal bus. (T)

(2) Pertaining to concurrent or simultaneous operation
of two or more devices or to concurrent performance of
two or more activities in a single device. (A) (3) Per-
taining to concurrent or simultaneous occurrence of two
or more related activities in multiple devices or chan-
nels. (4) Pertaining to the simultaneity of two or more
processes. (5) Pertaining to the simultaneous proc-
essing of the individual parts of a whole, such as the
bits of a character and the characters of a word, using
separate facilities for the various parts. (A) (6) Contrast
with serial.

parallel port . A port that transmits the bits of a byte in
parallel along the lines of the bus, 1 byte at a time, to
an 1/0O device. On a personal computer, it is used to
connect a device that uses a parallel interface, such as
a dot matrix printer, to the computer. Contrast with
serial port.

parity . (1) A transmission error-checking scheme in
which an extra bit is added to some unit of data, usually
a byte, in order to make the total number of one bits
even or odd. For the AEA feature, odd, even, mark,
space, or no-parity coding is supported. No-parity
means that no parity bit is sent or expected. Mark and
space mean that the parity position is always set to one
or zero, respectively, and that received parity is not
checked. (2) The state of being either even-numbered
or odd-numbered.

parity (even) . A condition when the sum of all of the
digits in an array of binary digits is even.

parity (odd) . A condition when the sum of all of the
digits in an array of binary digits is odd.

park. A situation where a party within a telephone call
is transferring the call to another, target party, and is
placing the call on hold (at the directory nhumber of the
target party) without alerting the target party's phone.
The party that requests the park function is implicitly
disconnected from the telephone call. The remaining
party or parties in the telephone call are on hold at the
directory number of the target party. See also hold.

party . In telephony, an addressable end point of a
telephone call.



password . In computer security, a string of characters
known to the computer system and a user, who must
specify it to gain full or limited access to a system and
to the data stored within it.

path. (1) In a network, any route between any two
nodes. A path may include more than one

branch. (T) (2) The route traversed by the informa-
tion exchanged between two attaching devices in a
network. (3) The series of transport network compo-
nents (path control and data link control) that are trav-
ersed by the information exchanged between two
network accessible units (NAUs). A path consists of a
virtual route and its route extension, if any. See also
explicit route (ER), route extension (REX) and virtual
route (VR).

path control (PC) . The function that routes message
units between network accessible units in the network
and provides the paths between them. It converts the
basic information units (BIUs) from transmission control
(possibly segmenting them) into path information units
(PIUs) and exchanges basic transmission units con-
taining one or more PIUs with data link control. Path
control differs by node type: some nodes (APPN
nodes, for example) use locally generated addresses or
session identifiers for routing, and others (subarea
nodes) use network addresses for routing.

PC. (1) Path control. (2) Personal computer.

PCMCIA. Personal Computer Memory Card Interna-
tional Association, an organization involved in estab-
lishing hardware standards that are often associated
with miniaturized peripherals.

personal computer (PC) . (1) A microcomputer prima-
rily intended for stand-alone use by an individual. (T)
(2) A desk-top, floor-standing, or portable microcom-
puter that usually consists of a system unit, a display
monitor, a keyboard, one or more diskette drives,
internal fixed-disk storage, and an optional printer. PCs
are designed primarily to give independent computing
power to a single user and are inexpensively priced for
purchase by individuals or small businesses.

physical . (1) Pertaining to actual implementation or
location as opposed to conceptual content or meaning.
(A) (2) Pertaining to the representation and storage
of data on a medium such as magnetic disk, or to a
description of data that depends on physical factors
such as length of data elements, records, or pointers.
(A) (3) Contrast with logical. (A) (4) In FDDI, per-
taining to the physical layer responsible for delivering a
symbol stream produced by an upstream MAC trans-
mitter to the logically adjacent downstream MAC
receiver in an FDDI ring.

PING (packet internet groper) A program used in
TCP/IP networks to test the ability to reach destinations
by sending the destinations an Internet Control
Message Protocol (ICMP) echo request and waiting for
a reply. The term, ping, is used as a verb.

plug. (1) A connector designed to insert into a recep-
tacle or socket. (2) To insert a connector into a recep-
tacle or socket.

port. (1) An access point for data entry or exit. (2) A
connector on a device to which cables for other devices
such as display stations and printers are attached.
Synonymous with socket. (3) The representation of a
physical connection to the link hardware. A port is
sometimes referred to as an adapter, however, there
can be more than one port on an adapter. A single
DLC process can control one or more ports. (4) An
abstraction used by transport protocols to distinguish
among multiple destinations within a host machine.

(5) In FDDI, a PHY entity and a PMD entity in a node,
together creating a PHY/PMD pair, that can connect to
the fiber media and provide one end of a physical con-
nection with another node.

problem determination The process of determining
the source of a problem; for example, a program com-
ponent, a machine failure, telecommunication facilities,
user or contractor-installed programs or equipment, an
environment failure such as a power loss, or user error.

procedure . A set of instructions that gives a service
representative a step-by-step procedure for tracing a
symptom to the cause of failure.

processor . In a computer, a functional unit that inter-
prets and executes instructions. A processor consists
of at least an instruction control unit and an arithmetic
and logic unit. (T)

protocol . (1) A set of semantic and syntactic rules
that determines the behavior of functional units in
achieving communication. (I) (2) In Open Systems
Interconnection architecture, a set of semantic and syn-
tactic rules that determine the behavior of entities in the
same layer in performing communication functions. (T)
(3) In SNA, the meanings of, and the sequencing rules
for, requests and responses used for managing the
network, transferring data, and synchronizing the states
of network components.

Q

queue. (1) A list constructed and maintained so that
the next data element to be retrieved is the one stored
first. (T)
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R

rack. A free-standing framework that holds equipment.

radio frequency (RF) . (1) The rate of radio signal
oscillation, expressed in hertz. (2) Any frequency in the
range within which radio waves can be transmitted,
from about 10 kHz to about 300000 MHz.

random access memory (RAM) (1) A storage device
in which data can be written and read. (2) A storage
device into which data is entered and from which data
is retrieved in a nonsequential manner. (3) Deprecated
term for direct access storage device. (T)

read-only memory (ROM) . (1) A storage device in
which data, under normal conditions, can only be read.
(T (2) Memory in which stored data cannot be modi-
fied by the user except under special conditions.

receptacle . (1) Electrically, a fitting equipped to
receive a plug and used to complete a data connection
or electrical path. See also lobe receptacle. (2) In
FDDI, an optoelectronic circuit that converts an optical
signal to an electrical logic signal.

reconfiguration . (1) A change made to a given con-
figuration of a computer system; for example, isolating
and bypassing a defective functional unit, connecting
two functional units by an alternative path. Reconfig-
uration is effected automatically or manually and can be
used to maintain system integrity. (T) (2) The process
of placing a processor unit, main storage, and channels
offline for maintenance, and adding or removing compo-
nents.

reference noise . The magnitude of circuit noise that
will produce a circuit noise meter reading equal to that
produced by ten micromicrowatts of electric power at
1000 cycles per second.

remote . Pertaining to a system, program, or device
that is accessed through a telecommunication line.
Contrast with local. Synonym for link-attached.

remove. (1) To take an attaching device off a network.
(2) To stop an adapter from participating in data
passing on a network.

repeat. (1) The action of a station in receiving a token
or frame from the adjacent upstream station and simul-
taneously sending it to the adjacent downstream station.
The FDDI MAC can repeat received PDUs (tokens and
frames), but does not repeat the received symbol
stream between PDUs. While repeating a frame, MAC
can copy the data contents and modify the control indi-
cators as appropriate. (2) The act of a station in
receiving a code-bit stream (for example, a frame or
token) from an upstream station and placing it on the
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medium to the next station. The station repeating the
code-bit stream examines it and can copy it into a
buffer and modify control indicators as appropriate.

request . The formatted information that the &cpws.
sends to a switch as a result of a program issuing a
CallPath Services program call.

Request for Comments (RFC) . Documents that
describe the Internet suite of protocols and related
experiments. All Internet standards are written as
RFCs.

reset. On a virtual circuit, re-initialization of data flow
control. At reset, all data in transit are eliminated.

resident . Pertaining to computer programs or data as
long as they remain in computer memory on a particular
storage device. (T)

REX. Route extension.
RFC. Request for Comments.

ring. (1) In FDDI, two or more stations wherein infor-
mation is passed sequentially between active stations,
each station in turn examining or copying the informa-
tion, finally returning it to the originating station. (2) In
FDDI, two or more stations connected by a physical
medium wherein information is passed sequentially
between active stations, each station in turn examining
or copying and repeating the information, finally
returning it to the originating station. (3) In FDDI, a set
of stations wherein information is passed sequentially
between stations, each station in turn examining or
copying the information, finally returning it to the origi-
nating station. In FDDI usage, the term ring in FDDI
ring refers to a dual (counter-rotating) ring. (4) Two or
more stations in which information is passed sequen-
tially between active stations, each station in turn exam-
ining or copying the information, finally returning it to the
originating station. (5) See also ring network.

ring attaching device In a ring network, any device
equipped with an adapter that is physically attached to
the ring.

ring network . (1) A network configuration in which
devices are connected by unidirectional transmission
links to form a closed path. (2) A network in which
every node has exactly two branches connected to it
and in which there are exactly two paths between any
two nodes. (T) See also star/ring network, token-ring
network.

RIP. Routing Information Protocol, a vector-distance
routing protocol. Versions of RIP are used with IP and
IPX.

ROM. Read-only memory. (A)



route. (1) The path that network traffic uses to get
from source to destination. (2) An ordered sequence of
nodes and transmission groups (TGs) that represent a
path from an origin node to a destination node trav-
ersed by the traffic exchanged between them.

route extension (REX) . In SNA, the path control
network components, including a peripheral link that
make up the portion of a path between a subarea node
and a network addressable unit (NAU) in an adjacent
peripheral node. See also explicit route (ER), path, and
virtual route (VR).

router . (1) A computer that determines that path of
network traffic flow. The path selection is made from
several paths based on information obtained from spe-
cific protocols, algorithms that attempt to identify the
shortest or best path, and other criteria such as metrics
or protocol-specific destination addresses. (2) An
attaching device that connects two LAN segments,
which use similar or different architectures, at the refer-
ence model network layer. Contrast with bridge and
gateway. (3) In OSI terminology, a router is a network
layer intermediate system.

routing . (1) The assignment of the path by which a
message is to reach its destination. (2) In SNA, the
forwarding of a message unit along a particular path
through a network, as determined by parameters carried
in the message unit, such as the destination network
address in a transmission header.

Routing Information Protocol (RIP) (1) An IP inte-
rior gateway protocol that is used to exchange routing
information. It is supplied with and used by Berkeley
UNIX systems. (2) A protocol that provides
intra-domain routing information transfer and calculates
a route based upon the least number of hops, regard-
less of link transmission speed. It is used by several
routing protocols including the Internet Protocol (IP),
Internet Packet Exchange (IPX), and Xerox Network
Services (XNS).

S

SAA. Systems Application Architecture.
schema. Synonym for frame. (T)

scroll . To move a display image vertically or horizon-
tally to view data that otherwise cannot be observed
within the boundaries of the display screen. See also

page (2).

select. The process of choosing a single symbol or
menu item by placing the cursor on it and clicking the
mouse button. To select multiple symbols simultane-
ously, press and hold the Shift key down while clicking
on the symbols you want to select.

serial . (1) Pertaining to a process in which all events
occur one after the other; for example, serial trans-
mission of the bits of a character according to V24
CCITT protocol. (T) (2) Pertaining to the sequential or
consecutive occurrence of two or more related activities
in a single device or channel. (A) (3) Pertaining to the
sequential processing of the individual parts of a whole,
such as the bits of a character or the characters of a
word, using the same facilities for successive parts. (A)
(4) Contrast with parallel.

serial port . On personal computers, a port used to
attach devices such as display devices, letter-quality
printers, modems, plotters, and pointing devices such
as light pens and mice; it transmits data 1 bit at a time.
Contrast with parallel port.

server. (1) A functional unit that provides shared ser-
vices to workstations over a network; for example, a
file server, a print server, a mail server. (T) (2) Ina
network, a data station that provides facilities to other
stations; for example, a file server, a print server, a
mail server. (A) (3) A class of adapter in a network
node that performs local processing and does not have
any physical connections to other devices (as do port
adapters and trunk adapters). (4) A device, program,
or code module on a network dedicated to providing a
specific service to a network.

services . (1) In FDDI, the services provided by one
entity to a higher entity or to SMT. (2) In FDDI, a set of
functions provided by one OSI layer sublayer entity, for
use by a higher layer or sublayer entity or by manage-
ment entities. (3) In FDDI, the services provided by
one entity to another. Data services are provided to a
higher layer entity; management services are provided
to a management entity in the same or another layer.

session . (1) In network architecture, for the purpose
of data communication between functional units, all the
activities which take place during the establishment,
maintenance, and release of the connection. (T)

(2) A logical connection between two network acces-
sible units (NAUSs) that can be activated, tailored to
provide various protocols, and deactivated, as
requested. Each session is uniquely identified in a
transmission header (TH) accompanying any trans-
missions exchanged during the session. (3) The period
of time during which a user of a terminal can communi-
cate with an interactive system, usually, elapsed time
between logon and logoff.

Simple Network Management Protocol (SNMP)

(1) An IP network management protocol that is used to
monitor routers and attached networks. (2) A
TCP/IP-based protocol for exchanging network manage-
ment information and outlining the structure for commu-
nications among network devices. SNMP is an
application layer protocol. Information on devices
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managed is defined and stored in the application’s Man-
agement Information Base (MIB).

single-mode optical fiber (1) An optical fiber in
which only the lowest-order bound mode (which can
consist of a pair of orthogonally polarized fields) can
propagate at the wavelength of interest. (E) Contrast
with multimode optical fiber. (2) In FDDI, single-mode
fiber is an optical fiber waveguide usually characterized
by a very small Mode Field Diameter (9-10 um). When
operated above its cut-off wavelength, it propagates
only a single mode (see cut-off wavelength).

SLIP. Serial Line IP, an IETF standard for running IP
over serial communication links.

SNMP. Simple Network Management Protocol.

SNMP. Simple Network Management Protocol, an
IETF standard protocol using MIBs to control and
monitor network elements.

socket. (1) In the AIX operating system: (a) A unique
host identifier created by the concatenation of a port
identifier with a transmission control protocol/Internet
protocol (TCP/IP) address. (b) A port identifier. (c) A
16-bit port number. (d) A port on a specific host; a
communications end point that is accessible through a
protocol family’s addressing mechanism. A socket is
identified by a socket address. See also socket
address. (2) An IP address and port number pairing.
(3) In TCP/IP, the Internet address of the host com-
puter on which the application runs, and the port
number it uses. A TCP/IP application is identified by its
socket. (4) Synonym for port (2).

source route bridging A bridging method that uses
the routing information field in the IEEE 802.5 medium
access control (MAC) header of a frame to determine
which rings or token-ring segments the frame must
transit. The RI field is inserted into the MAC header by
the originating (source) node. The information in the
routing information field is derived from explorer packets
generated by the source host. See explorer packet.

star/ring network . A ring network with unidirectional
transmission, laid out in such a way that several data
stations are grouped and interconnected to the network
by means of lobe attaching units. This configuration
allows attachment and removal of data stations without
disrupting network operations. (A)

station . (1) An input or output point of a system that
uses telecommunication facilities; for example, one or
more systems, computers, terminals, devices, and asso-
ciated programs at a particular location that can send or
receive data over a telecommunication line. (2) A
location in a device at which an operation is performed;
for example, a read station.
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Station Management (FDDI) . (1) The supervisory
entity within an FDDI station that monitors and controls
the various FDDI entities including PMD, MAC, and
PHY. (2) The entity within a station on the ring that
monitors station activity and exercises overall appro-
priate control of station activity.

storage . (1) A functional unit into which data can be
placed, in which they can be retained and from which
they can be retrieved. (T) (2) The action of placing
data into a storage device. (I) (A) (3) A storage
device. (A)

Note: The terms storage and memory are sometimes
used loosely as synonyms. In a more precise
and useful sense, the term memory pertains to
the part of storage in which instructions are exe-
cuted (main storage or execution space) and
excludes auxiliary storage devices such as
disks, diskettes, mass storage devices, and
magnetic tape. The term memory is used pri-
marily in microcomputers and calculators,
whereas the term main storage is used primarily
in large and intermediate systems.

subnet. Shortened form of subnetwork. See subnet-
work.

subnet mask . A bit template that identifies to the
TCP/IP protocol code the bits of the host address that
are to be used for routing for specific subnets.

subnetwork . Any group of nodes that have a set of
common characteristics, such as the same network ID.

subsystem . A secondary or subordinate system, or
programming support, usually capable of operating
independently of, or asynchronously with, a controlling
system. (T)

switch . (1) On an adapter, a mechanism used to
select a value for, enable, or disable a configurable
option or feature.

switch feature . A service provided by the switch that
can be invoked by a program or by manual phoneset
activity. “Do not disturb” is an example of a switch
feature.

symbol . (1) In FDDI, the smallest signalling element
used by MAC, that is, the PHY SDU. The symbol set
consists of 16 data symbols and 8 control symbols.
Each symbol maps to a specific sequence of five code
bits as transmitted by the physical layer. (2) In FDDI,
the smallest signalling element used by the Data Link
Layer (DDL). The symbol set consists of 16 data
symbols and 8 control symbols. Each symbol corre-
sponds to a specific sequence of code bits (code group)
to be transmitted by the physical layer.



system . In data processing, a collection of people,
machines, and methods organized to accomplish a set
of specific functions. (I) (A)

system configuration A process that specifies the
devices and programs that form a particular data proc-
essing system.

Systems Application Architecture (SAA) An archi-
tecture developed by IBM that consists of a set of
selected software interfaces, conventions, and proto-
cols, and that serves as a common framework for appli-
cation development, portability, and use across different
IBM hardware systems.

Systems Application Architecture (SAA) solution . A
set of IBM software interfaces, conventions, and proto-
cols that provide a framework for designing and devel-
oping applications that are consistent across systems.

T

TCP. Transmission Control Protocol.

TCP/IP. Transmission Control Protocol/Internet Pro-
tocol.

telecommunication-attached Pertaining to the
attachment of devices by teleprocessing lines to a host
processor. Synonym for remote. Contrast with
channel-attached.

Telnet. In TCP/IP, an application protocol that allows a
user at one site to access a remote system as if the
user’s display station were locally attached. Telnet
uses the Transmission Control Protocol as the under-
lying protocol.

terminal . In data communication, a device, usually
equipped with a keyboard and display device, capable
of sending and receiving information.

token. (1) In a local area network, the symbol of
authority passed successively from one data station to
another to indicate the station temporarily in control of
the transmission medium. Each data station has an
opportunity to acquire and use the token to control the
medium. A token is a particular message or bit pattern
that signifies permission to transmit. (T) (2) A
sequence of bits passed from one device to another
along the token ring. When the token has data
appended to it, it becomes a frame.

token ring . (1) A network with a ring topology that
passes tokens from one attaching device to another;
for example, the IBM Token-Ring Network. See also
local area network (LAN). (2) A group of intercon-
nected token rings.

token-ring network (1) A ring network that allows
unidirectional data transmission between data stations,
by a token passing procedure, such that the transmitted
data return to the transmitting station. (T) (2) A
network that uses a ring topology, in which tokens are
passed in a sequence from node to node. A node that
is ready to send can capture the token and insert data
for transmission. (3) A group of interconnected token
rings.

topology . The physical or logical arrangement of
nodes in a computer network. Examples are ring
topology and bus topology.

Transmission Control Protocol (TCP) (1) A commu-
nications protocol used in Internet and in any network
that follows the U.S. Department of Defense standards
for inter-network protocol. TCP provides a reliable
host-to-host protocol between hosts in packet-switched
communications networks and in interconnected
systems of such networks. It assumes that the Internet
protocol is the underlying protocol. (2) A transport pro-
tocol in the Internet suite of protocols that provides reli-
able, connection-oriented, full-duplex data stream
service.

Transmission Control Protocol/Internet Protocol
(TCP/IP). (1) A set of protocols that allow cooperating
computers to share resources across a heterogeneous
network. (2) A set of communication protocols that
support peer-to-peer connectivity functions for both local
and wide area networks.

transmission frame (1) In data transmission, data
transported from one node to another in a particular
format that can be recognized by the receiving node. In
addition to a data or information field, a frame has some
kind of delimiter that marks its beginning and end and
usually control fields, address information that identifies
the source and destination, and one or more check bits
that allow the receiver to detect any errors that occur
after the sender has transmitted the frame. (2) In syn-
chronous data link control (SDLC), the vehicle for every
command, every response, and all information that is
transmitted using SDLC procedures. Each frame
begins and ends with a flag. (3) In high level data link
control (HDLC), the sequence of contiguous bits brack-
eted by and including opening and closing flag
(01111110) sequences. (4) In a token-ring network, a
bit pattern containing data that a station has inserted for
transmission after capturing a token.

transparent . (1) Pertaining to operations or data that
are of no significance to the user. (2) In data trans-
mission, pertaining to information not recognized by the
receiving program or device as transmission control
characters.

transparent bridging A method for tying individual
local area networks (LANSs) together through the
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medium access control (MAC) level. A transparent
bridge keeps the tables that hold MAC addresses so
that frames seen by the bridge can be forwarded to
another LAN if the tables indicate to do so.

U

UDP. User Datagram Protocol.

unattended mode . A mode in which no operator is
present or in which no operator station is included at
system generation.

UNIX operating system . An operating system devel-
oped by Bell Laboratories that features multiprogram-
ming in a multiuser environment. The UNIX operating
system was originally developed for use on minicom-
puters, but has been adapted for mainframes and
microcomputers.

Note: The AIX operating system is IBM’s implementa-
tion of the UNIX operating system.

User Datagram Protocol (UDP) . (1) In TCP/IP, a
packet-level protocol built directly on the Internet Pro-
tocol layer. UDP is used for application-to-application
programs between TCP/IP host systems. (2) A trans-
port protocol in the Internet suite of protocols that pro-
vides unreliable, connectionless datagram service.

(3) The Internet Protocol that enables an application
programmer on one machine or process to send a
datagram to an application program on another machine
or process. UDP uses the internet protocol (IP) to
deliver datagrams.

V
V. Volt.

variable . (1) In computer programming, a character or
group of characters that refers to a value and, in the
execution of a computer program, corresponds to an
address. (2) A quantity that can assume any of a given
set of values. (A) (3) In SNMP, a match of an object
instance name with an associated value.

version . A separately licensed program, based on an
existing licensed program, that usually has significant
new code or new function.

virtual route (VR) . (1) A path between a data source
and a data sink that may be created by various circuit
configurations during the transmission of packets or
messages. (T) (2) In SNA, a logical connection: (a)
between two subarea nodes that is physically realized
as a particular explicit route, or (b) that is contained
wholly within a subarea node for intra-node sessions. A
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virtual route between distinct subarea nodes imposes a
transmission priority on the underlying explicit route,
provides flow control through virtual route pacing, and
provides data integrity through sequence numbering of
path information units (PIUs). See also explicit route
(ER), path, route extension (REX).

vital product data (VPD) . Product identification infor-
mation that describes the hardware and software com-
ponents in the product. VPD is used to assist in asset
and inventory control, performing problem determi-
nation, identifying service levels, and ensuring proper
hardware and software compatibility levels.

VPD. Vital product data.

VR. Virtual route.

W

WAN. Wide area network.

wide area network (WAN) . (1) A network that pro-
vides communication services to a geographic area
larger than that served by a local area network or a
metropolitan area network, and that may use or provide
public communication facilities. (T) (2) A data commu-
nications network designed to serve an area of hun-
dreds or thousands of miles; for example, public and
private packet-switching networks and national tele-
phone networks. Contrast with local area network
(LAN) and metropolitan area network (MAN).

window . (1) In computer graphics, a predetermined
part of a virtual space. (2) A division of a screen in
which one of several programs being executed concur-
rently can display information. (3) One or more parts of
a display screen with visible boundaries in which infor-
mation is displayed. (4) See also help window.

work area . An area in which devices such as displays,
keyboards, and printers are located.

workstation . (1) A functional unit at which a user
works. A workstation often has some processing capa-
bility. (T) (2) Personal desktop computer consisting
of a monitor, keyboard, and central processing unit.
Workstations can have voice/data application program
software enabled by CallPath for Workstations.

wrap plug . In a fiber optic channel link environment, a
type of duplex connector used to wrap the optical output
signal of a device directly to the input of the same
device.

write . To make a permanent or transient recording of
data in a storage device or on a data medium. (I) (A)



X

Xerox Network Services (XNS) . A Xerox Network
Services protocol. This term collectively describes the
suite of internet protocols developed by the Xerox Cor-
poration. Although similar to TCP/IP protocols, XNS
uses different packet formats and terminology. See
also IPX.

XNS. Xerox Network Services.

Glossary

X-19



X-20 MSS Server Service Manual



Index

A

accessing the MSS server 2-1
acoustic characteristics E-2
addresses, IP  4-18
addresses, SLIP 2-3
ATM adapter
removing from port 1  6-14
removing from port 2 6-12
replacing in port 1 6-15
replacing in port 2 6-13
atm forum-compliant LAN emulation service 1-3
ATM virtual interfaces 1-5
attended mode 4-1

B

backup configuration 5-1
bank for operational software images 5-4
boot config, TFTP file transfer in 5-4
boot configuration commands 5-3
boot configuration database
displaying 5-3
boot sequence 4-5
bridging and routing support 1-4
Bridging Broadcast Manager (BBCM) 1-5
BUS monitor 1-4
BUS performance 1-5

C

caution notices, translated A-14
change management 5-3
change management configuration commands
Erase 5-6
Set 5-6
TFTP 5-4
characteristics
acoustics E-2
environmental E-1
physical E-1
power requirements E-1
space E-1
Classical IP over ATM 1-4
command line interface 2-4
completing the configuration after quick
configuration 5-2
config as seen in change management 5-4
configuration
management 4-4
configuration and monitoring tools 2-3
console access, local and remote 2-5

© Copyright IBM Corp. 1996, 1997

cooling fan
installing 6-11
removing 6-10
copy command in change management 5-6
copying remote files 4-17
cover, top
reinstalling 6-6
removing 6-5

D

danger notices

shock hazard

translations A-8
danger notices, translated A-4—A-10
Data/Fax PCMCIA Modem 2-4
dead man timer, manipulating 4-20
default settings for the serial port and the Data/Fax
PCMCIA Modem 2-3

describe load images 5-6
device test 4-6
diagnostics, operational 3-1
disable dumping 5-6
displaying

boot configuration database 5-3
downloading files to the MSS Server 5-3
dumping, disabling 5-6
dumping, enabling 5-6
Dynamic Protocol VLANs (D-PVLANs) 1-5

E

enable dumping 5-6

enhanced Routing and Bridging support 1-6
environmental characteristics E-1

equipment, for FRU removal and replacement 6-1
Erase

Change management configuration command 5-6

error log, displaying 4-14
event log, displaying 4-21
examples of initial configuration 5-1

F

fax accumulation 2-5
FDDI adapter
removing from port 2 6-12
replacing in port 2 6-13
FDDI to ATM support 1-5
file transfer 5-8
file transfer using TFTP 5-4
files, changing status of 5-5

X-21



FRU replacement 6-1, 6-7 MSS server firmware (continued)

FRUs (field replaceable units) mode of operation 4-1
removing and replacing the starting 4-1
8210 MSS Server 6-4 testing a device 4-6
power cord 6-3 using 4-1
Top Cover 6-6 utilities, using 4-8
function keys 4-3 Multiprotocol Switched Services Configuration
Program 2-3
H
hard drive, installing operational software 6-27 N
help panels 4-3 Next Hop Routing Protocol Support 1-6

noise emission values E-2

IBM LAN emulation service 1-2 O

image of the operational software 5-4 operational diagnostics 3-1

initial configuration 5-1 command line interface  3-3

IP addresses 4-18 HTML interface 3-1

IPL, setting up remote 4-18 operational software, installing on hard drive 6-27

other change management functions 5-6

L

location of adapter in Port 2 6-12 P
location of ATM Adapter in Port 1  6-14 parts listing C-1
location of components 6-7 password, supervisory 4-9
location of fans 6-10 removing 4-12
location of Memory SIMMs  6-20 PCI logic card
location of PCI logic card 6-16, 6-17 removing 6-16
location of power supply 6-8 replacing 6-17
location of Processor Logic Card 6-23 PCMCIA
location of Riser 6-18 replacing hard drive 6-27
lock command in change management 5-7 replacing modem 6-29
PCMCIA modem 2-3
physical access to the MSS Server 2-1

M physical characteristics E-1
managing configuration problems 5-1 port 2-3
managing images and files 5-1 power cord, removal and replacement 6-3
managing software files 5-3 power requirements E-1
memory SIMMs problems in configuration 5-1

removing 6-20 processor logic card

replacing 6-22 removing 6-23
microcode 5-3 replacing 6-25
modem 2-3

MSS server 6-4
description 1-1

hardware 1-6 Quality of Service 1-6

operational code 1-1 quick configuration 5-2

reinstalling top cover 6-6

removing 6-4 R

removing top cover 6-5

replacing 6-4 Redundant ARP Server support 1-6
MSS server firmware Redundant Default IP Gateway function 1-6

boot sequence 4-5 reference information 4-1

configuration management 4-4 reload 5-4

function keys 4-3 remote connection 2-1

help 4-3 local connection 2-1

X-22  MSS Server Service Manual



remote files, copying 4-17 utilities, using 4-8
remote voice access 2-5

removal and replacement procedures 6-1, 6-7 V
repair equipment 6-1
replacement procedures 6-1, 6-7 view of MSS Server with top cover removed 6-7
resetting the MSS Server 5-4 vital product data 4-15
restart 5-4 Voice/Data/Fax PCMCIA Modem 2-4
riser
removing 6-18 W

replacing 6-19
routing support 1-4

S X

Xmodem software selection 4-21

Web browser interface 2-4

safety notices

danger notices

shock hazard A-8

Set

change management configuration command 5-6
SLIP addresses 2-3
software 5-3
space requirements E-1
standards-based bridging and routing support 1-4

start mode
disabling 4-11
enabling 4-10

starting firmware 4-2

SuperELAN support  1-5

supervisory password 4-9
removing 4-12

T

testing a device 4-6
TFTP

change management configuration command 5-4
TFTP for file transfer 5-4
tools

FRU removal and replacement 6-1
tools for configuration and monitoring 2-3
top cover removal and replacing 6-6
translated caution notices A-14
translated danger notices A-4—A-10
translations

danger notices

shock hazard A-8

U

unattended mode 4-1
unattended start mode
disabling 4-11
enabling 4-10
unlock command in change management 5-7
updating system firmware 4-13

Index X-23






Tell Us What You Think!

Multiprotocol Switched Services (MSS) Server
Service Manual

Publication No. GY27-0354-01

We hope you find this publication useful, readable, and technically accurate, but only you can tell us!
Your comments and suggestions will help us improve our technical publications. Please take a few
minutes to let us know what you think by completing this form. If you are in the U.S.A., you can mail this
form postage free or fax it to us at 1-800-253-3520. Elsewhere, your local IBM branch office or represen-
tative will forward your comments or you may mail them directly to us.

Overall, how satisfied are you with the information in this book? Satisfied Dissatisfied
m} [m}
How satisfied are you that the information in this book is: Satisfied Dissatisfied
Accurate m] O
Complete O O
Easy to find O [l
Easy to understand O O
Well organized o d
Applicable to your task O [l

Specific comments or problems:

Please tell us how we can improve this book:

Thank you for your comments. If you would like a reply, provide the necessary information below.

Name Address

Company or Organization

Phone No.



Tell Us What You Think!
GY27-0354-01

Fold and Tape

[[LL
@

Please do not staple Fold and Tape

NO POSTAGE
NECESSARY

IF MAILED IN THE
UNITED STATES

BUSINESS REPLY MAIL

FIRST-CLASS MAIL PERMIT NO. 40 ARMONK, NEW YORK

POSTAGE WILL BE PAID BY ADDRESSEE

Design & Information Development

Dept. CGF/Bldg. 656

International Business Machines Corporation

PO BOX 12195

RESEARCH TRIANGLE PARK NC 27709-9990

Fold and Tape

GY27-0354-01

Please do not staple Fold and Tape

Cut or Fold
Along Line

Cut or Fold
Along Line






Printed in U.S.A.




